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|.1 Motivation und Zielsetzung -« e e

Koordinierungsstelle
fur IT-Standards

XPassAusweis

XPassAusweis ist das Fachmodul von Xlnneres zur Datenlbermittlung im Pass- und Ausweiswesen.
XPassAusweis wirdunterstiitzt die Kommunikation zwischen den Pass--und-Personalausweisbehorden,

Persona/auswe/s- und eID Karte- Behorden (PA Behorde) teehmsehruﬂ{efstu{zefrtm&&eﬂe%weﬁd@eﬂ

rensowie weiteren Kommunikationspartnern und beschre/bt die dafir notwend/gen Prozesse D/eses
Fachmodul wird kontinuierlich weiterentwickelt. An zukiinftigen Prozessen und Nachrichten arbeitet das
Expertengremium im Auftrag des Anderungsbeirates.

In Kapitel lll ,Kommunikation zwischen Pass-/ Ausweisbehérden®wurden der Mitzug, die Fortschreibung
sowie das Erméchtigungsverfahren realisiert.

Zuﬁaehshﬁrrd%PassAusweisDer M/tzug bletet dabei den Elnstleg in den Datenaustausch ZW|schen PA-
Behorden-u
Ein-Mitzug. Er fmdet immer dann statt wenn flr deﬁPas&bzm#Pefseﬁalauswei&em&PassfbﬁHner-
seﬁaiauswasbeherdeem PA Dokument eine PA Behorde zustandlg wird, die nlcht die ausstellende PA-
Behorde ist.-Wei W

Die Fortschreibung erméglicht anlassbezogene Mitteilungen einer zustédndigen PA-Behérde an die aus-
stellende PA-Behérde zu Anderungen und sonstigen Informationen in Bezug auf ein bestimmtes Doku-
ment.

Mittels Erméchtigungsverfahren kann eine potentiell ausstellende PA-Behérde eine Erméchtigung bei
der zusténdigen PA-Behérde elektronisch anfragen. Die Erméchtigung wird nach Priifung durch die
zusténdige PA-Behdrde wiederum elektronisch an die ausstellende PA-Behérde lbermittelt. Nach Aus-
stellung des Dokuments erhélt die zusténdige PA-Behdrde die, fiir sie notwendigen, Informationen zum
Dokument.

Dartiber-hinausWeiter bietet dieses Fachmodul Nachrichten fir den synchronen und-den-asynchronen
Abruf von Lichtbildern durch Sicherheitsbehérden. Dersynchrone-Abruf-von-LichtbildernDieser war bis-
her noch-in XLichtbild umgesetzt. Mit dieserder Version 23.71 von XPassAusweis wirdwurde XLichtbild
vollstandig tibernommen.

Dartiber hinaus wurde die Meldung (iber die Dokumentenfortschreibung (Adressédnderung) durch
Onlinedienste an die zusténdige PA-Behdrde in den Standard integriert.

Zur Unterstitzung der PA-BehérdeBehdrden wird aullerdem eine sogenannte Freitextnachricht ange-
boten. Mit ihr kdnnen Informationen und Fragen zu einem Dokument zwischen den PA-Behdérden form-
los ausgetauscht werden. Mit dieser Freitextnachricht solt-eine- Kemmunikationsmoglichkeit geschaffen
werden;-solange nochwurde eine datenschutzkonforme, sichere und einfache Kommunikationsmaéglich-
keit flir Anlésse geschaffen, fiir die es keine standardisierten Prozesse und-Nachrichten-vorhanden-sin-
doder Nachrichten gibt.
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.2 An der Kommunikation
beteiligte Behorden

Koordinierungsstelle
fur IT-Standards

¥PassAusweis

In die Prozesse der elektronischen Datentbermittiung des Pass- und Personalausweiswesens sind zur

Zeit folgende Behdrden einbezogen:

package UseCases und Prozessmodelle [ Teinehmende Behorden ]J

Polizeibehorden des Bundes

Steuerfahndungsdienststell

PA-Behorde

Militarischer Abschirmdiens

Onlinedienst (Eektronische
Wohnsitzanmeldung)

Dokument-
fortschreibung

;( ): Ausstellende
PA-Behdrde PA-Behdrde
Fortschreibung

Zollfahndungsdienst

Lichtbildabruf fir
Sicherheitsbehorden

Bundesnachrichtendienst

Polizeibehorden der Linder

Hauptzollamter

erfassungsschutz

X

zentraler
Lichtbildbestand

PA-Behdrde PA-Behorde 1 PA-Behodrde2 PA-Behorde n
Tabelle 1.2.1. Liste der beteiligten PA-Behorden
Behorde Giiltigkeitsbe- Prafix |Kennung
reich
Passbehorden Passwesen psb AGS und'_00' (siehe BSI Technische Richtlinie

den

Personalausweisbehor- | Personalausweis- |pab

TR-03123 XML-Datenaustauschformat flir hoheitliche
Dokumente TR XhD; Link zu XRepository)

wesen

An der Kommunikation beteiligte Behérden
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25.11/final


https://www.xrepository.de/details/urn:xoev-de:bsi:standard:xhd

Seite 4

Behorde Giiltigkeitsbe- Prafix |Kennung
reich
elD-KartebehordeKar- |Behorden fir elD- |eid

te-Behdérden

Karte

Tabelle 1.2.2. Liste der beteiligten Sicherheitsbehérden

Sicherheitsbehorde |Giiltigkeitsbe- Prafix |URN der Codeliste im XRepository (siehe https://
reich www. xrepository.de)

Bundesnachrichten- nach § 22a Abs. 2 |bnd urn:xoev-de:kosit:codeliste:bundesnachrichtendienst

dienst Satz 5 PassG bzw.

Hauptzollamter E’:L?SC\V%ES 2 Satz 4 hza urn:xoev-de:kosit:codeliste:hauptzollaemter

Landespolizeibehorden pdl urn:xoev-de:kosit:codeliste:landespolizeibehoerden

Militérischer Abschirm- mad urn:xoev-de:kosit:codeliste:militaerischerabschirm-

dienst dienst

Polizeibehérden des pdb urn:xoev-de:kosit:codeliste:bundespolizeibehoerden

Bundes

Steuerfahndungs- sfd urn:xoev-de:kosit:codeliste:steuerfahndungsdienst-

dienststellen stellen

Verfassungsschutzbe- vsb urn:xoev-de:kosit:codeliste:verfassungsschutzbehoer-

hérden den

Zollfahndungsdienst zfd urn:xoev-de:kosit:codeliste:zollfahndungsdienst

Tabelle 1.2.3. Liste der beteiligten weiteren Behorden

stand Ausweis

wesen

Behorde Giiltigkeitsbe- Prafix
reich

Zentraler Lichtbildbe- |Passwesen zlp

stand Pass

Zentraler Lichtbildbe- |Personalausweis- |zla

Die Listen dokumentieren DVDV-Organisationsschlissel der jeweiligen Behorden fir den moglichen

Eintrag im DVDV.

An der Kommunikation beteiligte Behérden
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|.3 Dezentral hergestellte PA-
Dokumente s

¥PassAusweis

Wenn bei dezentral hergestellten PA-Dokumenten eine Ermittlung der ausstellenden PA-Behorde nicht
mdglich ist, dann entfallt die Verpflichtung zur Ubermittlung in XPassAusweis.

Dezentral hergestellte PA-Dokumente © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final
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II.1 Begriffsdefinitionen

Koordinierungsstelle
fur IT-Standards

¥PassAusweis

In diesem Abschnitt werden Begriffe beschrieben, die in allen Abschnitten verwendet werden.

11.1.1 PA

-PA“wird als Abkurzung fir ,Pass/Ausweis” verwendet. In dieser Formulierung sind elD-Karten zur ein-
facheren Wortnutzung mitgemeint.

11.1.2 Fortschreibung

,Fortschreibung* ist die Information (iber vorgenommene Anderungen an einem PA-Dokument. Diese
Information geht immer von der Behérde, die die Anderung vorgenommen hat, an die ausstellende
Behdrde. Ggf. sind weitere PA-Behérden mit der Fortschreibung zu informieren.

[1.1.3 Webservice der Bundesdruckerel

Der ,Webservice der Bundesdruckerei“ erlaubt die Abfrage der Adressierung der ausstellenden Behdérde
anhand der Seriennummer von einem PA-Dokument. Er wird von der Bundesdruckerei bereitgestellt.

Der Webservice der Bundesdruckerei ist seit dem 01.05.2024 nutzbar.

[1.1.4 Ausstellende Behorde

Die Behorde, die ein PA-Dokument ausstellt, ist die ausstellende Behoérde. Sie bleibt unabhangig von
der Zustandigkeit fir die gesamte Laufzeit des PA-Dokuments ausstellende Behérde und protokolliert
alle Anderungen am Dokument, auch wenn diese von anderen Behdrden vorgenommen werden. Sie ist
register- und aktenfiihrende Behdrde. Firr Behdrden, die nicht austellende Behorde sind und Anderun-
gen an einem PA-Dokument vornehmen, besteht eine Informationspflicht in Richtung der austellenden
Behorde. Die ausstellende Behorde ist innerhalb der Seriennummer des PA-Dokuments codiert und ist
mithilfe des Abschnitt 11.1.3, ,Webservice der Bundesdruckerei“ aus der Seriennummer ermittelbar.

Begriffsdefinitionen © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final
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1.2 Das Informationsmodell

Koordinierungsstelle
fur IT-Standards

¥PassAusweis

11.2.1 Schlusseltabellen und Datentypen fir die Ubermitt-
lung von Schlisseln

11.2.1.1 Ubersicht

In der nachstehenden Tabelle werden die folgenden Informationen dargestellt:

Code-Datentyp

Alle in XPassAusweis definierten Code-Datentypen in alphabetischer Reihenfolge.
Codeliste

Der Name (kurz)1 der im jeweiligen Code-Datentyp genutzten Codeliste.
Version

Die Version der im jeweiligen Code-Datentyp genutzten Codeliste (Attribut listVersionID).

Typ
Art der Codelistennutzung, wie im XOV-Handbuch beschrieben.

Die Namen der Code-Datentypen und der Codelisten stellen Links zu den jeweiligen Detail-Abschnitten
dar.

Code-Datentyp Codeliste Version | Typ
Code.AmtlicherGemeindeschluessel Destatis AGS - 3
Code.Ausweistypen XPassAusweis Ausweistypen 2 1
Code.Dokumentenstatus XPassAusweis Dokumentenstatus 1 1
Code.Fehlertyp XPassAusweis Fehlertyp 1 1
Code.Lichtbildabruf.Ergebnisstatus Lichtbildabruf Ergebnisstatus 1 1
Code.Lichtbildabruf.NichtbeantwortungGrund Lichtbildabruf Nichtbeantwortung Grund 1 1
Code.Mime-Type XPassAusweis MIME-Type 1 1
Code.Nachrichten XPassAusweis-Nachrichten 45 1
Code.Passtypen XPassAusweis Passtypen 2 1
Code.Ruecksendung.einer.Nachricht Ricksendung einer Nachricht (RTS) 1 1
Code.ZentraleDatenbestaende.Antwortstatus Zentrale Datenbestédnde Antwortstatus 1 1

"Weitere Informationen zu den Metadaten einer Codeliste sind im aktuellen XOV-Handbuch beschrieben.

Das Informationsmodell © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final
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Code-Datentyp Codeliste Version | Typ
Code.ZentraleDatenbestaende.Fehlercodes.lan- -- - 4
desspezifisch

Code.ZentraleDatenbestaende.Konsequenz.Fehler | Zentrale Datenbestdnde Konsequenz Fehler |1 1

Das Informationsmodell © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final
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11.2.1.2 Datentypen fur die Ubermittlung von Schliisseln

[1.2.1.2.1 Code.Nachrichten

Codelisten

-beschreibung | Die Liste von eindeutigen Bezeichnern fir Nachrichtentypen in XPassAusweis.

-nutzung Typ: 1, Inhalte der Codeliste siehe Seite 161
-kennung urn:xoev-de:xpassausweis:codeliste:xpassausweis.nachrichten
-version 45

11.2.1.2.1.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9001, 9002, 9011,-9012,-9100,
9101, 9199, 9201, 9202, 9203, 9299, 9301, 9302, 9303, 9311, 9312, 9313, 9320, 9399, 9401, 9402,
9411, 9412, 9421, 9422, 9501, 9502, 9503, 9905, 9910

[1.2.1.2.2 Code.Ausweistypen

Codelisten

-beschreibung | Mit dieser Schlisseltabelle werden die Ausweistypen abgebildet.

-nutzung Typ: 1, Inhalte der Codeliste siehe Seite 156
-kennung urn:xoev-de:xpassausweis:codeliste:xpassausweis.ausweistypen
-version 2

11.2.1.2.2.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9311, 9401, 9411, 9421

[1.2.1.2.3 Code.Passtypen

Codelisten

-beschreibung | Mit dieser Schliisseltabelle werden die Passtypen abgebildet.

-nutzung Typ: 1, Inhalte der Codeliste siehe Seite 160
-kennung urn:xoev-de:xpassausweis:codeliste:xpassausweis.passtypen
-version 2

11.2.1.2.3.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9312, 9402, 9412, 9422

11.2.1.2.4 Code.Dokumentenstatus

Codelisten

-beschreibung | Mit dieser Schliisseltabelle wird der Status der PA-Dokumente abgebildet.

-nutzung Typ: 1, Inhalte der Codeliste siehe Seite 157
-kennung urn:xoev-de:xpassausweis:codeliste:dokumentenstatus
-version 1

Das Informationsmodell © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final



Seite 11

11.2.1.2.4.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9201, 9202, 9203, 9311, 9312,
9313, 9421, 9422

11.2.1.2.5 Code.Fehlertyp

Codelisten

-beschreibung

Mit dieser Schlisseltabelle werden die Griinde abgebildet, aus denen ggf. einer Zustandigkeits-
mitteilung nicht nachgekommen werden kann.

-nutzung Typ: 1, Inhalte der Codeliste siehe Seite 158
-kennung urn:xoev-de:xpassausweis:codeliste:fehlertyp
-version 1

11.2.1.2.5.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9299, 9399

[1.2.1.2.6 Code.Mime-Type

Codelisten

-beschreibung

Mit dieser Schllsseltabelle werden die MIME-Typen definiert, die in OSCI-XPassAusweis-Nach-
richten verwendet werden dirfen.

-nutzung Typ: 1, Inhalte der Codeliste siehe Seite 159
-kennung urn:xoev-de:xpassausweis:codeliste:xpassausweis.mime-type
-version 1

11.2.1.2.6.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten tGbermittelt werden: 9201, 9202, 9203, 9411, 9412,

9905

[1.2.1.2.7 Code.Lichtbildabruf.Ergebnisstatus

Codelisten

-beschreibung

Mit dieser Schlisseltabelle wird das Ergebnis der Suchanfrage abgebildet.

-nutzung Typ: 1, Inhalte der Codeliste siehe Seite 153
-kennung urn:xoev-de:xpassausweis:codeliste:lichtbildabruf.ergebnisstatus
-version 1

11.2.1.2.7.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9002; 9012

[1.2.1.2.8 Code.Lichtbildabruf.NichtbeantwortungGrund

Codelisten

-beschreibung

Mit dieser Schllsseltabelle werden die verfahrenstechnischen Griinde abgebildet, aus denen ggf.
einem Auskunftsersuchen nicht nachgekommen werden kann.

Das Informationsmodell
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Codelisten

-nutzung Typ: 1, Inhalte der Codeliste siehe Seite 154

-kennung urn:xoev-de:xpassausweis:codeliste:lichtbildabruf.nichtbeantwortung.grund
-version 1

11.2.1.2.8.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9002, 9012

[1.2.1.2.9 Code.Ruecksendung.einer.Nachricht

Codelisten

-beschreibung

Mit dieser Schllsseltabelle werden die moglichen Griinde fiir die Ricksendung einer Nachricht
in der synchronen Kommunikation sowie in der Kommunikation zwischen Behérden an den Autor
abgebildet. Mit dem Préafix des jeweiligen Schliissels wird folgende Systematik festgelegt: T (Trans-
portproblem), X (formales Problem mit XML oder mit (Inhalten von) Schliisseltabellen), V (Versi-
onsproblem), S (nicht spezifikationskonform).

-nutzung Typ: 1, Inhalte der Codeliste siehe Seite 155
-kennung urn:xoev-de:xpassausweis:codeliste:ruecksendung.einer.nachricht
-version 1

11.2.1.2.9.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9910

[1.2.1.2.10 Code.AmtlicherGemeindeschluessel

Codelisten

-beschreibung

Diese Codeliste stellt alle Gemeinden Deutschlands durch den Amtlichen Gemeindeschliissel
(AGS) dar, wie im Gemeindeverzeichnis des Statistischen Bundesamtes enthalten.

-nutzung Typ: 3, siehe Beschreibung
-kennung urn:de:bund:destatis:bevoelkerungsstatistik:schluessel:ags
-version unbestimmt

11.2.1.2.10.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9100, 9199

[1.2.1.2.11 Code.ZentraleDatenbestaende.Antwortstatus

Codelisten

-beschreibung

Mit dieser Schlisseltabelle werden die Schliissel zur Klassifizierung der Antwort auf eine Daten-
lieferung abgebildet. Der Antwortstatus bezieht sich auf die gesamte Nachricht.

-nutzung Typ: 1, Inhalte der Codeliste siehe Seite 163

-kennung urn:xoev-de:xpassausweis:codeliste:zentraledatenbestaende.antwortstatus
-version 1

11.2.1.2.11.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9101

Das Informationsmodell
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[1.2.1.2.12 Code.ZentraleDatenbestaende.Fehlercodes.landesspezifisch

Mit diesem Code-Datentyp konnen Schlisseltabellen mit landesspezifischen Fehlercodes eingebunden
werden.

Codelisten

-beschreibung |unbestimmt

-nutzung Typ: 4, sieche Beschreibung des Code-Datentyps
-kennung unbestimmt
-version unbestimmt

11.2.1.2.12.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9101

11.2.1.2.13 Code.ZentraleDatenbestaende.Konsequenz.Fehler

Codelisten
-beschreibung | Mit dieser Schlusseltabelle wird die Konsequenz eines festgestellten Fehlers fur die Speicherung
des Datensatzes beim Leser der Nachricht im Kontext der Datentbermittlung an einen zentralen
Datenbestand abgebildet.

-nutzung Typ: 1, Inhalte der Codeliste siehe Seite 164
-kennung urn:xoev-de:xpassausweis:codeliste:zentraledatenbestaende.konsequenz.fehler
-version 1

11.2.1.2.13.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9101

Das Informationsmodell © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final
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1.3 Allgemeine Datentypen

Koordinierungsstelle
fur IT-Standards

¥PassAusweis

11.3.1 Datentypen fir Nachrichtenstrukturen

11.3.1.1 Nachricht-:G2GXPassAusweis-Basisnachricht

Typ: Nachri cht. &G

Dieser Typ wurde als Ableitung des entsprechenden Datentyps des Xlnneres-Basismoduls erstellt. Er
realisiert die Oberklasse fir alle Nachrichten. Jede in XPassAusweis definierte konkrete Nachricht erbt
von diesem Typ. Auf diese Weise wird fir alle Nachrichten eine einheitliche Grundstruktur gewahrleistet.

Allgemeine Datentypen © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final
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Abbildung 11.3.1. Nachricht.G2G

complexType Nachricht.G2G
(restriction of xink:Nachricht.G2G)

1.1 produkt
type | din91379:datatypeC

1.1 produkthersteller
type | din91379:datatypeC

0.1 produktversion
type | din91379:datatypeC

1.1 standard
type | din91379:datatypeC

0.1 test
type | din91379:datatypeC

1.1 version
type | din91379:datatypeC

nachrichtenkopf.g2g
type | xpassausweis:Nachrichtenkopf.G2G

®

0..1| anschrift.leser
type | xipa:Postalischelnlandsanschrift

anschrift.autor
type | xipa:Postalischelnlandsanschrift

Dieser Typ ist eine Einschrédnkung des Basistyps Nachri cht. GG (siehe Abschnitt 11.7.2 auf Sei-
te 39).

KindelementKindelemente | Attribute von Nachri cht . &G

Kindelement / Attribut Typ Anz. |Ref. Seite
produkt dat at ypeC 1 11.7.1 39

In diesem Attribut ist der Name des Produktes (der Software) einzutragen, mit dem diese Nachricht erstellt worden
ist.

produkthersteller ‘ dat at ypeC ‘ 1 ‘ 11.7.1 ‘ 39
In diesem Attribut ist der Name der Firma oder der Organisation einzutragen, die fiir das DV-Verfahren verantwort-
lich ist, mit dem diese Nachricht erstellt worden ist.

produktversion ‘dat atypeC ‘0..1 ‘ 11.7.1 ‘39

Dokumentation-aus-H.7-2:

In diesem Attribut sollen ergdnzende Hinweise zu dem Produkt, mit dem diese Nachricht erstellt worden ist, ein-
getragen werden. Dies sind Angaben, die flr eine mdglichst prazise Identifikation im Fehlerfall hilfreich sind, wie
zum Beispiel Version und Patchlevel.
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KindelementKindelemente | Attribute von Nachri cht . @G

Kindelement / Attribut Typ Anz. |Ref. Seite
standard dat at ypeC 1 11.7.1 39

In diesem Attribut wird der Name des XInneres-Basismoduls bzw. des Xlnneres-Fachmoduls Gbermittelt, aus dem
die Nachricht stammt. Der Name des Xlnneres-Basismoduls bzw. des Xlnneres-Fachmoduls wird durch das Xln-
neres-Basismodul bzw. das Xlnneres-Fachmodul als fixed-Value auf Schemaebene festgelegt (z. B. XPersonen-
stand).

In diesem Element/Attribut ist nur der Wert ,XPassAusweis“ zulassig (fixed-Wert).

test ‘dat atypeC \o..1 \||.7.1 \39
Dieses Attribut ist optional. Ist es vorhanden, so sagt dies aus, dass es sich um eine Nachricht handelt, die (aus
Sicht des Autors der Nachricht) nicht im normalen Produktivbetrieb behandelt werden soll. Uber den Inhalt des

Attributes wird nichts weiter ausgesagt, dies kann bilateral zwischen den Kommunikationspartnern vereinbart wer-
den.

version ‘dat atypeC ‘1 ‘ I.7.1 ‘39
DPokumentation-ausH-7.2:
In diesem Attribut wird die Version des Xlnneres-Basismoduls bzw. XInneres-Fachmoduls tbermittelt, aus dem

die Nachricht stammt. Die Versionsbezeichnung wird durch das Xlnneres-Basismodul bzw. XInneres-Fachmodul
als fixed-Value auf Schemaebene festgelegt (z. B. 1.5.0).

In diesem Element/Attribut ist nur der Wert ,25.0525. 11" zulassig (fixed-Wert).

nachrichtenkopfnachrichtenkopf. Nachri cht enkopf. @G 1 1.3.1.2 |17
929

Dieses
Dieses Element enthélt die Identifikationsmerkmale einer Nachricht und Informationen zum Leser und Autor einer
Nachricht.

anschrift.leser ‘Post al i schel nl andsanschri ft ‘0..1 ‘II.7.2 ‘39

Die Anschrift des Lesers (flir persénliches Erscheinen oder die Zusendung von Dokumenten per Briefpost an die
Behérde).

anschrift.autor ‘Post al i schel nl andsanschri ft ‘1 ‘II.7.2 ‘39

Die Anschrift des Autors (fiir persénliches Erscheinen oder die Zusendung von Dokumenten per Briefpost an die
Behorde).

[1.3.1.1.1 Nutzung des Datentyps

Von diesem Typ leiten ab: administration.freitext.9905, administration.returntosender.9910, ermaech-
tigung.anfragePass.9402, ermaechtigung.anfragePersonalausweis.9401, ermaechtigung.antwortPas-
5.9412, ermaechtigung.antwortPersonalausweis.9411, ermaechtigung.dokumentendatenPass.9422,
ermaechtigung.dokumentendatenPersonalausweis.9421, fortschreibung.AenderungEidKarte.9203,
fortschreibung.AenderungPass.9202, fortschreibung. AenderungPersonaIauswels 9201, fortschreibun-
g.Fehlermitteilung.9299, lichtbildabrufSib.antwort.9002, Heh%bﬂdab%uf%rbﬂn%wm%hchtblldabruf&-
b.suchanfrage.9001, lichtbildabrufSib.suchanfrage:9011,-mitzug.Fehlermitteilung.9399, mitzug.Mit-
zugEidKarte.9313, mitzug.MitzugPass.9312, mitzug.MitzugPersonalausweis.9311, mitzug.Zustaen-
digkeitserklaerungEidKarte.9303, mitzug.ZustaendigkeitserklaerungPass.9302, mltzug Zustaendig-
keitserklaerungPersonalausweis.9301, mitzug.Zustaendigkeitswechsel.9320, onlinedienstFortschei-
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bung-EidKarteonlinedienstFortschreibung.EidKarte.9503, onlinedienstFortscheibung.Passonlinedienst-
Fortschreibung.Pass.9502, onlinedienstFortscheibung-PersonalausweisonlinedienstfFortschreibun-

g.Personalausweis.9501, zentraleDatenbestaende.aenderungslieferung.9100, zentraleDatenbestaen-
de.bestandslieferung.9199, zentraleDatenbestaende.datenlieferungquittierung.9101

11.3.1.2 Nachrichtenkopf.G2GXPassAusweis-Nachrichtenkopf

Typ: Nachri cht enkopf. QG

Nachrichtenkopf zwischen Behdrden und anderen (6ffentlichen) Stellen.

Abbildung 11.3.2. Nachrichtenkopf.G2G

complexType Nachrichtenkopf.G2G
! | (restriction of xink:Nachrichtenkopf.G2G)

N\ identifikation.nachricht
N type | xpassausweis:Identifikation.Nachricht

leser
type |bn-uq-ng:BehoerdeType

autor
type |xibehoerde:Behoerde.Erreichbar

Dieser Typ ist eine Einschrankung des Basistyps Nachri cht enkopf . QG (siehe Abschnitt 11.7.2 auf
Seite 39).

Kindelemente von Nachri cht enkopf . &G

Kindelement Typ Anz. |Ref. Seite
identifikation.nachricht I dentifikation.Nachricht 1 1.3.1.4 |19
Dieses Element enthélt Angaben zur eindeutigen Identifikation einer Nachricht.

Mit-diesem-Element-werdenDie eindeutige Identifizierungsnummer fiir einen Nachrichtentyp wird im Kindelement
die-ldentifizierungsmerkmale-derNachricht-tibermittelt,-auf-die-sich-der Leser-derNachricht beziehen-kannnach-
ri cht ent yp ibermittelt. Der konkret zu verwendende Datentyp fiir die Ubermittlung des Codes wird durch das
Xlnneres-Fachmodul auf Schemaebene festgelegt.

leser BehoerdeBehoer deType ‘1 ‘II. A ‘@
Hierwerden-Angaben-tiberdenDieses Element enthalt Angaben zum Leser der Nachricht-tibermittelt. Der Leser ist

die Behorde oder-andere(offentliche)fachlich zusténdige Behdrde / 6ffentliche Stelle, der die Nachricht zugestellt
werden soll- und die die Nachricht fachlich verarbeiten soll.

In dem Kindelement ver zei chni sdi enst wird der Verzeichnisdienst angegeben, in welchem die Behérde /
Offentliche Stelle unter der nachfolgend angegebenen Kennung (Kindelement kennung) eingetragen ist. In dem
Element ver zei chni sdi enst/ code muss der Code ,DVDV* (ibermittelt werden.

Das Kindelement kennung enthélt den eindeutigen Organisationsschliissel des Lesers innerhalb des Verzeich-
nisdienstes DVDV.

Der im Kindelement name (bermittelte Name dient auch dazu, eine ggfs. erforderliche manuelle Kldrung zu
beschleunigen, indem bspw. der Autor einer Nachricht im Klartext (ibermittelt, an welche Behérde er die Nachricht
schicken wollte.
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Kindelemente von Nachri cht enkopf . @G

Kindelement Typ Anz. |Ref. Seite
autor Behoer de. Errei chbar 1 11.7.2 39

Hierwerden-Angaben-tiber-denDieses Element enthélt Angaben zum Autor der Nachricht-tibermittelt, die es dem
Leser ermoglichen, bei Bedarf mit dem Autor in Verbindung zu treten. Der Autor ist die Behtrde-oder-andere
(6ffentliche)fachlich zustdndige Behdrde / ffentliche Stelle, die aufgrund-eines-Geschaftsvorfalls-die Nachricht

erstellt, also bspw. eine Meldebehodrde oder ein Standesamt.

Der im Kindelement kennung libermittelte Organisationsschliissel muss es dem Leser einer Nachricht ermdégli-
chen, den Autor einer Nachricht im DVDV zu ermitteln um diesem ggf. erforderliche elektronische Mitteilungen
senden zu kénnen (bspw. Quittungen oder Fehlernachrichten).

Fur die sendende Behdrde wird in-derim Kindelement behoerdenkennungkennung immer die Kennung der fur
den Betroffenen zustdndigen Gemeinde bzw. Auslanderbehérde oder die Kennung des flr den Personenstandsfall
zustandigen Standesamtes Ubermittelt. Sofern die sendende Behdrde fir einen Gemeindeverbund oder im Auftrag
einer anderen Behdrde handelt, ist in diesen Fallen deshalb die Angabe der zustéandigen Stelle (Gemeinde oder
Behorde) verpflichtend. Daraus ergibt sich auch die Konsequenz, dass Sammelnachrichten nur fir die einzelnen
Gemeinden bzw. Behdrden zuldssig sind.

Sofern es keine dem obigen Sinn nach zustandige Gemeinde oder Behdrde gibt (bspw. bei der Beantragung eine
Flhrungszeugnisses in einer nicht fiir den Wohnort des Beantragenden zustandigen Meldebehdérde), ist in dem
Kindelement behoerdenkennungkennung eine beliebige Kennung zu tbermitteln, mit der der Autor im DVDV
adressiert werden kann.

[1.3.1.2.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten tGbermittelt werden: 9001, 9002, 9011,-9012,-9100,
9101, 9199, 9201, 9202, 9203, 9299, 9301, 9302, 9303, 9311, 9312, 9313, 9320, 9399, 9401, 9402,
9411, 9412, 9421, 9422, 9501, 9502, 9503, 9905, 9910

11.3.1.3 Identifikation Ereignis

Typ: I dentifikation. Ereignis

Dieser Typ enthalt Angaben, die ein Ereignis eindeutig identifizieren und es dem Leser einer Nachricht
ermoglichen, die Reihenfolge von Ereignissen beim Autor nachzuvollziehen.

Sofern dieses Element in einer Nachricht mit mehreren Datensatzen verwendet wird (Sammelnachricht),
dient es der Identifikation des Einzelfalls. Es muss dann entsprechend fir jeden Einzelfall in der Sam-
melnachricht Gbermittelt werden.

Abbildung 11.3.3. Identifikation.Ereignis

rcomplexType Identifikation.Ereignis
(restriction of xink:ldentifikation.Ereignis)

N\ ereignis.zeitpunkt
—/ type [xs:dateTime

ereignis.zeichen
type |xink:Identifikation.Ereignis.Zeichen

Allgemeine Datentypen © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final



Seite 19

Dieser Typ ist eine Einschrankung des Basistyps | denti fi kat i on. Er ei gni s (siehe Abschnitt II.7.
2 auf Seite 39).

Kindelemente von | dent i fi kati on. Erei gni s

Kindelement Typ Anz. |Ref. Seite

ereignis.zeitpunkt xs: dat eTi me 1

Dieses Element wird verwendet, um beim Leser die urspriingliche Chronologie der Ereignisse beim Autor der
Nachricht zu rekonstruieren.

Es ist der Zeitpunkt zu Gbermitteln, zu dem das Ereignis im Verfahren gespeichert wurde.

Der Ereigniszeitpunkt muss neben einer Angabe zum Datum eine zeitliche Information beinhalten. Diese ist mit
einer Genauigkeit auf Ebene von Millisekunden und der Angabe zur Zeitzone zu Gbermitteln. Der hier ibermittelte
Zeitpunkt kann von dem Erstellungszeitpunkt der Nachricht, in der das Ereignis Ubermittelt wird, abweichen.

ereignis.zeichen ‘I dentifi kati on. Erei gni s. Zei chen ‘1 ‘ ‘

Mit diesem Element wird ein (Geschéfts-)Zeichen zu dem Ereignis Ubermittelt, das das Ereignis innerhalb einer
Nachricht eindeutig identifiziert. Das (Geschéfts-)Zeichen kann durch den Autor der Nachricht beliebig gestaltet
werden, es muss nur sichergestellt werden,

+ dass ein Ereignis innerhalb einer Nachricht eindeutig identifiziert (nur relevant bei Sammelnachrichten) wird und

+ dass der Autor einer Nachricht in der Lage ist, das ubermittelte Ereignis mithilfe des (Geschafts-)Zeichens und
den identifizierenden Angaben zur Nachricht wieder aufzufinden.

Ein solches Zeichen darf maximal 100 Zeichen umfassen. Aulder den Zeichen A..Z, a..z sowie den Ziffern 0..9 sind
maximal acht Sonderzeichen erlaubt. Umlaute und das ,R“ gelten ebenfalls als Sonderzeichen.

Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC(siehe Abschnitt11.7.1 auf Seite 39).

Die Werte miissen dem Muster '.{1,100}' entsprechen.

[1.3.1.3.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9201, 9202, 9203, 9905

11.3.1.4 Identifikation.Nachricht

Typ: I denti fi kation. Nachri cht

Dieser Datentyp definiert die Identifikationsmerkmale zu einer Nachricht. Er wird im Element zur Identi-
fikation einer Nachricht verwendet oder in einem Abschnitt, der auf eine Nachricht referenziert.

Abbildung 11.3.4. Identifikation.Nachricht

complexType Identifikation.Nachricht
(restriction of bn-ug-g2g:Identifikation.NachrichtType)

) nachrichtenUUID
N type [ bn-ug-g2g:UUID

nachrichtentyp
type |xpassausweis:Code.Nachrichten

erstellungszeitpunkt

type [xs:dateTime

Allgemeine Datentypen © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final



Seite 20

Dieser Typ ist eine Einschrankung des Basistyps | dentifikation. Nachrichtldentifikati -
on. Nachri cht Type (siehe Abschnitt 11.7.1 auf Seite 39).

Kindelemente von | dent i fi kati on. Nachri cht

Kindelement Typ Anz. |Ref. Seite
nachrichtenUUID Uul D 1 1.7.1 39
Dokumentation-ausH.-7.2:

Hier-wird-der-Universally-Unique-ldentifierDieses Element enthélt den ,Universally Unique IDentifier (UUID)“ der
Nachricht-mitgeteilt, der das primare Identifikationsmerkmal einer Nachricht darstellt. Der UUID der Nachricht ist

weltweit-eindeutig—So-wird-es-méglich,wird entsprechend rfc4122 gebildet und erméglicht Nachrichten hersteller-

und anwendungsubergreifend weltweit eindeutig zu identifizieren.

Fur jede Nachricht muss ein neuer UUID erzeugt werden, um eine eindeutige Identifikation der Nachricht sicherzu-

stellen. Insbesondere ist es nicht zulassig, in einer korrigierten Nachricht (bspw.-nach-Erhalteiner RTS-Nachricht)

den UUID der urspriinglichen Nachricht wiederzuverwenden.

Sofern eine einmal erzeugte Nachricht ein weiteres Mal gesendet werden soll (bspw. aufgrund von Problemen
beim Nachrichtentransport), muss der UUID nicht angepasst werden.

DerTvo-diesesEl st eineEi . Basi : : na

Die-Werte mtissen-dem-Muster'[0-9a-fA-FK{8}-[0-9a-fA-F{4}-[0-Oa-fA-FK4}-[0-9a-TA-F{4}-[0-9a-fA-F{12}-entspre-
chen:

nachrichtentyp Code. Nachri cht en \1 \||.2.1.2.1 \10

Dokumentation aus 11.7.1:

ment enthalt eine elndeut/ge Kennze/chnung des Nachr/chtentyps Die Ident/f/kat/on erfolgt liber eine Codeliste
des entsprechenden XOV-Standards.

erstellungszeitpunkt xs: dat eTi ne ‘ 1 ‘ ‘

Dokumentation aus 11.7.1:

Der Erstellungszeitpunkt muss neben einer Angabe zum Datum eine zeitliche Information beinhalten. Diese ist mit
einer Genauigkeit auf Ebene von Millisekunden und der Angabe zur Zeitzone zu ibermitteln.

[1.3.1.4.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9001, 9002, 9644,-9642,-9100,
9101, 9199, 9201, 9202, 9203, 9299, 9301, 9302, 9303, 9311, 9312, 9313, 9320, 9399, 9401, 9402,
9411, 9412, 9421, 9422, 9501, 9502, 9503, 9905, 9910

11.3.2 Weitere Datentypen

[1.3.2.1 PlausibilisierteSeriennummer

Typ: Pl ausi bi | i si erteSeri ennummer

Die plausibilisierte Seriennummer setzt sich aus der Seriennummer des Dokuments mitund dem auf
dem Dokument vermerkten Geburtsdatum zusammen.
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Abbildung 11.3.5. PlausibilisierteSeriennummer

complexType PlausibilisierteSeriennummer

) geburtsdatum
AN type | xida:TeilbekanntesDatumMitUnbekannt

seriennummer
type |xpassausweis:String.Seriennummer

Kindelemente von Pl ausi bi | i si erteSeri ennumrer
Kindelement Typ Anz. |Ref. Seite
geburtsdatum Tei | bekannt esDat unmM t Unbekannt 1 11.7.2 39

Mit diesem Element wird das zu suchende Geburtsdatum Ubermittelt. § 21 Abs. 2 Nr. 5 PassG und § 23 Abs. 3
Nr. 4 PAuswG

seriennummer String. Seri ennunmer ‘1 ‘II.3.2.2 ‘21

Mit diesem Element wird die zu suchende Seriennummer Ubermittelt. § 21 Abs. 2 Nr. 10 PassG und § 23 Abs.
3 Nr. 11 PAuswG

[1.3.2.1.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9201, 9202, 9203, 9301, 9302,
93083, 9311, 9312, 9313, 9320, 9501, 9502, 9503, 9905

11.3.2.2 String.Seriennummer

Typ: String. Seri ennuntmrer

Mit diesem Typ wird die Seriennummer eines Dokumentes abgebildet. Erlaubt sind 10 Zeichen. Fir zen-
tral ausgestellte Dokumente der Bundesdruckerei sind ausschlieflich die Buchstaben C, F, G, H, J, K, L,
M,N,P,R, T,V,W, X, Y, Zund die Ziffern 0, 1, 2, 3, 4, 5, 6, 7, 8, 9 erlaubt. Fur Kinderreisepass, vorlaufigen
Reisepass, vorlaufigen Dienstpass, vorlaufigen Diplomatenpass, vorlaufigen Personalausweis und beim
Ersatz-Personalausweis wird die Seriennummer aus einem Buchstaben, gefolgt von einem Leerzeichen
und einer achtstelligen Zahl gebildet. Beide Varianten enthalten an der letzten Stelle eine Prifziffer.

Dieser Typ ist eine Einschrankung des Basistyps xs: stri ng.
Die Werte mussen dem Muster '([A-ZJ{1}[ }{1}[0-9]{8})|([CFGHJKLMNPRTVWXYZ0-9]{10})' entspre-

chen.
[1.3.2.2.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9001, 9644,-9100, 9199, 9201,
9202, 9203, 9301, 9302, 9303, 9311, 9312, 9313, 9320, 9421, 9422, 9501, 9502, 9503, 9905

11.3.2.3 Behdrdenkennzeichen

Typ: Behoer denkennzei chen
Das Behoérdenkennzeichen als String-Latin.
Dieser Typ ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt 11.7.1 auf Seite 39).
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Die Werte miissen dem Muster '[0-9A-Z]{4}' entsprechen.

[1.3.2.3.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten tbermittelt werden: 9201, 9202, 9203, 9301, 9302,
9303, 9311, 9312, 9313, 9411, 9412, 9421, 9422

11.3.2.4 Sekundéardaten zur Behorde

Typ: Behoer de
Dieses Element Ubermittelt Daten einer Behorde.

Abbildung 11.3.6. Behoerde

icomplexType Behoerde

N\ behoerdenkennzeichen
—/ type | xpassausweis:Behoerdenkennzeichen

0..1|behoerdenbezeichnung
type [din91379:datatypeC

behoerdenkennungDvdv
type [din91379:datatypeC

Kindelemente von Behoer de
Kindelement Typ Anz. |Ref. Seite
behoerdenkennzeichen Behoer denkennzei chen 1 11.3.2.3 |21

Dieses Element enthalt das Behdérdenkennzeichen (BHKZ) des Senders. Die BHKZ in diesem Element muss dem
Dokumententyp (z. B. Pass, Personalausweis) des betroffenen Dokumentes entsprechen. Fir den Fall, dass in
der sendenden Behdorde fir einen Dokumententyp mehrere BHKZ existieren, ist eine aktive BHKZ zu verwenden.

behoerdenbezeichnung ‘dat atypeC ‘0..1 ‘ I.7.1 ‘39
Dieses Element enthalt die Bezeichnung der Behérde.
behoerdenkennungDvdv ‘ dat at ypeC ‘ 1 ‘ 1.7.1 ‘ 39

Dieses Element enthélt die DVDV-Adressierung des Senders.

[1.3.2.4.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9201, 9202, 9203, 9301, 9302,
9303, 9311, 9312, 9313, 9411, 9412, 9421, 9422

11.3.2.5 GroesseType

Typ: G oesseType
GroRetyp gemaR "GroesseType" aus "TR XhD"
Dieser Typ ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt 11.7.1 auf Seite 39).

Die Werte miissen dem Muster '[0-9]{3}|---' entsprechen.
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[1.3.2.5.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9202
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11.4 Allgemeine Prozessmuster

Koordinierungsstelle
fur IT-Standards

¥PassAusweis

11.4.1 Rickweisung von Nachrichten fur die synchrone
Kommunikation

[1.4.1.1.1 Ausgangssituation und Zielsetzung

Nachrichten, die nicht schemakonform oder nicht spezifikationskonform sind, diirfen von dem Leser
dieser Nachricht an deren urspriinglichen Autor zuriickgesandt werden.

In diesem Abschnitt wird das technische Vorgehen daflr dargestellt.

Eine genauere Analyse des Sachverhalts macht deutlich, dass es viele mogliche Griinde fiir eine Riick-
sendung von Nachrichten geben kann. Es muss sichergestellt werden, dass der Autor der (angeblich)
fehlerhaften Nachricht in die Lage versetzt wird, den (angeblichen) Fehler zu identifizieren, zu korrigieren
und die Nachricht in einem korrigierten Zustand erneut zu senden. Dabei muss die gesamte Bandbreite
potenzieller Fehler abgedeckt werden, von ,Nachrichteninhalt nicht lesbar® bis hin zu ,Nachrichteninhalt
zwar schemakonform aber fachlich mangelhaft®.

Die Riickweisung von Nachrichten hat aufgrund einer technischen Priifung zu erfolgen. Hierzu sind ent-
sprechende Priifmechanismen in den Fachverfahren zu implementieren. Eine manuelle Zuriickweisung
durch die Sachbearbeiter in den PA-Behdrde ist damit ausgeschlossen.

Die Grundlage der technischen Infrastruktur ist im Anhang VII.C, OSCI-Transport-Profil fiir XPassAus-
weis beschrieben. Sie umfasst die folgenden Grundsatze:

* Die physikalische Dateniibermittlung erfolgt mittels OSCI-Transport
» Die Daten werden durch den Autor signiert und flir den Leser verschlisselt.

» Die Datenltibermittlung kann direkt zwischen den Behdrden erfolgen, Behdrden kénnen aber auch
Clearing- oder Vermittlungsstellen beauftragen, bestimmte technische Dienstleistungen bei dem Emp-
fang oder dem Versand von Nachrichten zu Gbernehmen.

Um sicherzustellen, dass jeder Teilnehmer am elektronischen Nachrichtenaustausch
Uber XPassAusweis fehlerhafte XPassAusweis-Nachrichten automatisiert per ReturnToSen-
der-Nachricht abweisen kann, muss jeder Autor von XPassAusweis-Nachrichten auch techni-
sche ReturnToSender-Nachrichten entgegennehmen kénnen.

11.4.1.1.2 Ubersicht tiber den Ablauf

In der Abbildung 11.4.1 auf Seite 25 sind die Aufgaben der Priifung nach dem Empfang einer Nach-
richt skizziert. Zunachst erfolgt die Prifung der Transporteigenschaften sowie die Priifung auf Spezifika-
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tionskonformitat ohne Bezug auf die Datenbank des Lesers. Diese Priifungen kdnnen durch beauftragte
Stellen erfolgen. Hierbei kann es sich zum Beispiel um Vermittlungs- oder Clearingstellen handeln. Dies
ist aber keine zwingende Voraussetzung; die Aufgaben kénnen ebenso von dem Leser selbst wahrge-
nommen werden. Anschlief3end prift der Leser der Nachricht auf Spezifikationskonformitat mit Bezug
auf die Datenbank des Lesers und nimmt dann die fachliche Verarbeitung der Nachricht vor.

Abbildung 1l.4.1. Aufgaben der Priifung beim Empfang einer Nachricht

Transporteigenschaften Spezifikationskonformitat

Priifung mit Bezug
auf Datenbank

Inhaltliche Verarbeitung

;O< -Auftragnehmer -Auftraggeber ;O<

Beauftragte Stelle Empfanger

11.4.1.1.3 Der Ablauf im Detail

In diesem Abschnitt werden die Aufgaben der Prufung nach dem Empfang einer Nachricht weiter detail-
liert. Bevor eine Nachricht fachlich verarbeitet werden kann, durchlauft sie verschiedene Ebenen der
Prufung:

Priifungsebene I: Formale Kriterien
a. Zunachst werden die Transporteigenschaften geprift.
Hierzu gehort unter anderem die Priifung, ob die Zertifikate in Ordnung sind. Ein OSC/-Trans-
port-Intermedidr wird wahrend der Datentbermittlung die Zertifikate priifen und das Prifergeb-
nis in einem Prifprotokoll vermerken. Er wird aber auch bei festgestellten Problemen wie z. B.
abgelaufenen Zertifikaten im Regelfall1 die Nachricht an den Leser ausliefern und diesem die
Entscheidung Uberlassen, ob er die Nachricht trotz der festgestellten Probleme akzeptiert.

Darlber hinaus ist die Integritat der Nachricht anhand der Signatur der Inhaltsdaten zu prifen.
Auf der Seite des Empfangers ist darliber hinaus die Authentifizierung hinsichtlich der DVDV-

Behordenkategorie durchzufiihren. Dafiir stehen zwei unterschiedliche Varianten zur Verfiigung,
die beide geeignet sind, um Nachrichten unberechtigter Autoren abzuweisen:

a. Der Empfanger prift, ob die Behdrdenkategorie des Autors fiir diesen Dienst berechtigt ist.
Der Empfanger identifiziert Gber Behérdenkennung und Behoérdenkategorie den Autor im
DVDV (Fi ndAut hori t yDescri pti on).

Das DVDV Ubermittelt Informationen zu dem Autor. Sollte kein Eintrag im DVDV identifi-
ziert werden koénnen, kann der Absender (Autor) nicht authentifiziert werden (ReturnToSen-
der-Nachricht mit Schlissel TO70 und ggf. weiteren erganzenden (Freitext-)Hinweisen).

Der Empfanger vergleicht das vom DVDV erhaltene Clientzertifikat mit dem Autorzertifikat

aus der Nachricht:

* identisch: Autor ist authentifiziert — Nachricht verarbeiten

 nicht identisch: Autor ist nicht authentifiziert — ReturnToSender-Nachricht mit Schlissel
TO70 und ggf. weiteren erganzenden (Freitext-)Hinweisen

b. Der Empfanger prift, ob die Behoérdenkategorie des Autors fiir diesen Dienst berechtigt ist.

'Es gibt Ausnahmen von dieser Regel, die in der OSCI-Transport-Spezifikation beschrieben sind.
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Der Empfanger bermittelt dem DVDV das in der Nachricht enthaltene Zertifikat und die
Behordenkategorie des Autors (Ver i f yCat egory).

Das DVDV Ubermittelt t r ue oder f al se an den Empfanger:
* t rue: Absender (Autor) ist authentifiziert — Nachricht verarbeiten

» fal se: Absender (Autor) ist nicht authentifiziert — ReturnToSender-Nachricht mit Schlissel
TO70 und ggf. weiteren erganzenden (Freitext-)Hinweisen

Stellt ein Empfanger fest, dass die Transporteigenschaften nicht einwandfrei sind, so ist er
berechtigt, diese Nachricht mit einer ReturnToSender-Nachricht zurlickzusenden. Diese Riick-
sendung muss nicht zwingend mit der in diesem Abschnitt beschriebenen XPassAusweis-Nach-
richt erfolgen. Es kann sinnvoller sein, diese Riicksendung ohne Betrachtung des Inhalts der
Nachricht bereits auf der Ebene des Nachrichtentransportes abzuwickeln. So kénnte z. B. eine
Grundsatzentscheidung des Lesers lauten, dass Nachrichten mit einem gefélschten Zertifikat
unverziglich auf dem Transportwege an den Autor zurtickgesandt werden. Dies ware dann die
Haltung ,Annahme verweigert!“ und wiirde XPassAusweis nicht berthren.

Daneben wird aber auch die Mdéglichkeit geboten, die Nachricht trotz festgestellter Probleme
auf der Transportebene an den Leser auszuliefern, damit dieser Uber das weitere Vorgehen
entscheiden kann. In diesem Fall kann der Leser nach eingehender Prifung im Einzelfall zu dem
Ergebnis kommen, dass die festgestellten Probleme auf der Transportebene im Verhaltnis zum
Ubermittelten Nachrichteninhalt so schwerwiegend sind, dass eine Ricksendung angezeigt ist.
In diesem Fall wird die Ricksendung mit einer ReturnToSender-Nachricht erfolgen.

b. Schlielilich ist die Nachricht auch auf Spezifikationskonformitit ohne Bezug auf die Daten-
bank des Lesers zu prifen.

Wahrend die Prifung auf Schemakonformitat vollstandig automatisiert durch den XML-Parser

vorgenommen wird, lasst sich die Spezifikationskonformitat nur rudimentar durch allgemeine,

automatisierte Prifverfahren feststellen. In diesem Zusammenhang unterscheiden wir folgende

Prifungen auf Spezifikationskonformitat:

+ Prufungen auf Spezifikationskonformitat ohne Bezug auf die Datenbank des Lesers (Prifungs-
ebene 1)

+ Prifungen auf Spezifikationskonformitat mit Bezug auf die Datenbank und Verarbeitungslogik
des Lesers (Prifungsebene Il)

Exemplarische Aufzahlung fiir Fehler, die zu einer ReturnToSender-Nachricht fihren:

» Prifung von Schlisseltabellen

+ Kindelemente (nicht) vorhanden in Abweichung zur Spezifikation

+ Leere Ubermittlung von mandatorischen Kindelementen des Typs di nspec91379: dat at y-
peC (d. h. mit einer Zeichenkette der Lange 0)

+ Ubermittlung eines Ereigniszeitpunktes, der nach dem Erstellungszeitpunkt der Nachricht liegt

Riickweisung gemaR Priifungsebene | in der synchronen Kommunikation

In der synchronen Kommunikation dirfen nur die Anfragenachrichten zuriickgewiesen werden.

Fir die Rickweisung gemaR Prifungsebene | wird die administration.returntosender.9910 ver-

wendet. Eine Rickweisung der Antwortnachricht wird nicht vorgenommen. Die Klarung der Feh-

lerursache erfolgt aulRerhalb von XPassAusweis

Die administration.returntosender.9910 selbst darf nur im Falle nicht einwandfreier Transportei-

genschaften oder eines nicht schemakonformen Aufbaus zuriickgewiesen werden.
Verwendung bestimmter Schliissel

Flr die Schlussel, die nicht in der Abschnitt VII.B.2.4, ,Rucksendung einer Nachricht (RTS)"

explizit aufgefuhrt sind, aber zu einer Riickweisung fuhren, ist jeweils der Schlissel S999 sowie

eine weitere Beschreibung im Element er gaenzende. hi nwei se zu verwenden.
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Prifungsebene IlI: Inhaltliche Kriterien

Die Ruckweisung gemaf Prifungsebene Il erfolgt mit der Nachricht Nachricht 9002.

Abbildung 11.4.2. Aktivitaten nach dem Empfang einer Nachricht

(

Nachricht erzeugen ) DVDV

Die Riuckweisung gemal Prifungsebene | kann jeweils auch von einer beauftragten Stelle tber-
nommen werden.

Y
( Signieren und verschliisseln )—j\ PKI

(Technische Adresse ermittein

-
-

—

Versenden H Zertifikate priifen

B Zertifikate ungiiltig etc.) wird die Nachricht

AN

Die Zertifikate werden durch einen
Intermediar online tberprift. Das
Ergebnis der Prifung wird innerhalb
eines "Laufzettels" in der Nachricht
vermerkt. Auch bei einem negativen
Prifergebnis (Zertifikate korrumpiert,

an den Empfanger weitergeleitet.

H Empfangen )

Die Riicksendung bei Fehlern bzw. Problemen auf
der Ebene des Nachrichtentransports kann auch
aufanderem Wege (auf der Ebene des — -
Transportprotokolls) erfolgen. Die Riicksendung
als XLichtbild-Nachrichtist nur eine Moglichkeit,
aber nicht verpflichtend.

|I a Priifung der Transpgrteigenschaften
Priifprotokoll interpretieren )

5 4

f—l_(
,—:( Signatur priifen )
|

ReturnToSender-Nachricht
versenden

}

fachliche
Riickweisungsnachricht

Dechiffrieren )
YV

Vv

|I b Priifung auf Spezifidationskonformitat

ohne Bezug auf Datenljank des Empfangers |

Schemakonformitat priifen

v

Weitere formale Priifungen )

|/II Priifung auf Spezifikationskonformitat mit )
Bezug auf Datenbank ynd Verarbeitungs-

oglk des Empfangers

( Verarbeitung der Nachricht )

/ I
Inhaltliche Priifung ) I
)

Der Autor einer ReturnToSender-Nachricht muss die Griinde, die zur Riickweisung der Nachricht gefuhrt
haben, so genau wie moglich bezeichnen. Die Ursprungsnachricht wird bei der Rickweisung geman
Prifungsebene | fiir die asynchrone Kommunikation zwischen Privaten und Behdrden oder sonstigen

Allgemeine Prozessmuster

© Koordinierungsstelle fiir IT-Standards, Bremen

25.11/final



Seite 28

offentlichen Stellen selbst zum Bestandteil der ReturnToSender-Nachricht. Aus technischen Griinden
muss diese Nachricht stets base64-codiert werden, um Probleme mit verschachtelten XML-Dokumenten
zu vermeiden. Bei der synchronesynchronen Kommmunikation wird auf das Anhangen der Ursprungs-
nachricht verzichtet.

Ein Leser einer zur aktuell giltigen Fassung von XPassAusweis schemakonformen ReturnToSen-
der-Nachricht darf darauf nicht selbst wieder mit einer ReturnToSender-Nachricht antworten. Zwar kann
nicht ausgeschlossen werden, dass er die Auffassung seiner Kommunikationspartner nicht teilt und die
Begriindung fiir eine Riickweisung von Nachrichten nicht anerkennt. In diesem Fall ware aber ein andau-
erndes Versenden von ReturnToSender-Nachrichten nicht zielfUhrend und wird daher nicht gestattet.
Der Konflikt ist auf anderem Wege — auflerhalb der automatisierten Dateniibermittlung mit XPassAus-
weis — zu l6sen.

Sonderbehandlung Releasewechsel: Nicht schemakonforme ReturnToSender-Nachrichten missen
in der aktuell gultigen Fassung von XPassAusweis zurlickgewiesen werden, falls eine Rickweisung
erfolgt. In der Ubergangsphase diirfen nur ReturnToSender-Nachrichten zuriickgewiesen werden, die
weder gegen die gerade auslaufende noch gegen die aktuell giltige XPassAusweis-Spezifikation kon-
form sind. Diese Ruckweisung muss dann in der aktuell giltigen Version erfolgen.

[1.4.1.1.4 Datentypen

11.4.1.1.4.1 Datentyp zur Beschreibung der riickweisenden Stelle und des Riicksen-
dungsgrundes

Typ: Admi ni stration. returntosender. contai ner

Mit diesem Datentyp werden die notwendigen Angaben Uber den Grund der Riicksendung, aber keine
Ursprungsnachricht Gbermittelt. Sofern die Rickweisung gemaR Prifungsebene | durch eine andere
Stelle als den Leser der Nachricht (z. B. eine Clearingstelle) durchgefihrt wird, ist diese Stelle in dem
Element r ueckwei sende. st el | e genauer zu bezeichnen.

Abbildung 11.4.3. Administration.returntosender.container

complexType Administration.returntosender.container

_@_0__1 rueckweisende.stelle
‘ type |xirts:Rueckweisung.RueckweisendeSteIIe

begruendung
type |xpassausweis:Administration.returntosender.begruendung

4| transportinformationen
type |xpassausweis:Administration.returntosender.transportinformationen

Kindelemente von Admi ni strati on. ret ur nt osender. cont ai ner

Kindelement Typ Anz. |Ref. Seite

rueckweisende.stelle Rueckwei sung. Rueckwei sendeStell e |0..1 11.7.2 39

Mit diesem Kindelement wird die zuriickweisende Stelle genauer bezeichnet. Das Element ist aber nur zu tber-
mitteln, wenn eine andere Stelle als der intendierte Leser eine Nachricht zurlicksendet.

begruendung Admi ni stration.returntosender. 1 .4.1.1. |29
begr uendung 4.2

Mit diesem Element wird der Grund mitgeteilt, weshalb die Nachricht zurlickgesandt wird.
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Kindelemente von Admi ni strati on. retur nt osender. cont ai ner

Kindelement Typ Anz. |Ref. Seite
transportinformationen Adm ni stration. returntosender. 0.1 .4.1.1. |29
transportinformationen 4.3

Mit diesem Element werden Informationen, die bei dem Empfang der als fehlerhaft betrachteten Nachricht mégli-
cherweise der Transportebene entnommen werden konnten, Ubermittelt.

11.4.1.1.4.1.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9910

11.4.1.1.4.2 Begrindung

Typ: Admi ni stration. returntosender. begruendung

Es ist der Grund mitzuteilen, weshalb die Nachricht zurlickgesandt wird. Hierfur ist eine Schliisseltabel-
le mit moglichen Ricksendungsgriinden vorgesehen, auflerdem gibt es die Mdglichkeit, ergdnzende
Hinweise mitzuteilen. In manchen Fallen (zum Beispiel wenn als Grund der Ricksendung ,Sonstige*®
angegeben wird) sind erganzende Angaben verpflichtend. Generell ist so vorzugehen, dass der Grund
der Riicksendung so prazise wie moglich bezeichnet wird, um eine schnelle Klarung des Sachverhalts
zu ermdglichen.

Abbildung 11.4.4. Administration.returntosender.begruendung

complexType Administration.returntosender.begruendung

) grund

type |xpassausweis:Code.Ruecksendung.einer.Nachricht

0..*| ergaenzende.hinweise
type [ din91379:datatypeC

Kindelemente von Admi ni st rati on. r et urnt osender . begr uendung

Kindelement Typ Anz. |Ref. Seite
grund Code. Ruecksendung. ei ner. Nachri cht 11.2.1.2.9]12

-

Der Grund der Rucksendung der Nachricht ist anzugeben.
ergaenzende.hinweise dat at ypeC ‘0..n ‘ 11.7.1 ‘39

Dem durch die Schlisseltabelle bezeichneten Grund kénnen weitere Hinweise zugefligt werden, die der Klarung
des Sachverhalts dienen.

11.4.1.1.4.2.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9910

11.4.1.1.4.3 Transportinformationen

Typ: Admi ni stration. returntosender.transportinformationen

Mit diesem Datentyp werden Informationen, die bei dem Empfang der als fehlerhaft betrachteten Nach-
richt méglicherweise der Transportebene entnommen werden konnten, tbermittelt. Diese Angaben kon-
nen gemacht werden, um dem Leser dieser Riicksendenachricht die Identifikation der als fehlerhaft
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betrachteten und nunmehr zurlickgesandten Nachricht zu erleichtern. Alle Kindelemente dieses Ele-
mentes sind optional, da keine verbindlichen Anforderungen an das Transportprotokoll gestellt werden
kénnen.

Abbildung 11.4.5. Administration.returntosender.transportinformationen

complexType Administration.returntosender.transportinformationen

0..1| nachrichten.id
T [type | din91379:datatypeC

1| betreff
type | din91379:datatypeC

1| sendezeitpunkt
type | xs:dateTime

1| ergaenzende.hinweise
type | din91379:datatypeC

Kindelemente von Admi ni st rati on. ret urnt osender. transporti nformati onen
Kindelement Typ Anz. |Ref. Seite
nachrichten.id dat at ypeC 0.1 I.7.1 39

Hier kann eine Identifikation der aus den genannten Grinden zurtickgesandten Nachricht Gbermittelt werden,
sofern sich diese aus dem Transportprotokoll entnehmen lasst. Im Falle von OSCI-Transport wéare hier die mes-
sagelD des Transportumschlages zu nutzen.

betreff ‘dat atypeC \o..1 \||.7.1 \39

Hier kann der Inhalt der ,Betreff‘- oder ,Subject“-Zeile der aus den genannten Griinden zurliickgesandten Nachricht
Ubermittelt werden, sofern sich diese aus dem Transportprotokoll entnehmen lasst.

sendezeitpunkt ‘xs: dat eTi ne ‘0..1 ‘ ‘

Hier kann der Zeitpunkt des Versands der aus den genannten Griinden zuriickgesandten Nachricht bermittelt
werden, sofern sich dieser aus dem Transportprotokoll entnehmen Iasst.

ergaenzende.hinweise ‘dat atypeC ‘0..1 ‘ 11.7.1 ‘39

Hier kdnnen weitere Angaben gemacht werden, die dem Leser der aus den genannten Griinden zuriickgesandten
Nachricht helfen, diese in seinem Verfahren zu identifizieren.

11.4.1.1.4.3.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten tUbermittelt werden: 9910

[1.4.1.1.5 Die Nachrichten

1.4.1.1.5.1 ReturnToSender-Nachricht fur die synchrone Kommunikation

Nachricht: adm ni st rati on. retur nt osender. 9910

Mit dieser Nachricht wird eine synchrone an eine Behdrde gerichtete Nachricht als fehlerhaft an den
Autor zuriickgewiesen;-die. Die erhaltene Nachricht wurdewird nicht verarbeitet. Informationen zu der
zuriickweisenden Stelle sowie den Grund der Zuriickweisung sind im Kindelement rts.container enthal-
ten.
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Abbildung 11.4.6. administration.returntosender.9910

relement administration.returntosender.9910 (anonymous type)
(extension of xpassausweis:Nachricht.G2G)

| ) rts.container
AN type |xpassausweis:Administration.returntosender.container

ursprungsnachricht
type |xpassausweis:Identifikation.Nachricht

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . QG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von adni ni st rati on. ret ur nt osender. 9910

Kindelement Typ Anz. |Ref. Seite
rts.container Adm ni stration. returntosender. 1 1.4.1.1. |28
cont ai ner 4.1

Enthalt Informationen zu der zurlickweisenden Stelle sowie den Grund der Zuriickweisung
ursprungsnachricht I dentifikation.Nachricht ‘1 ‘II.3.1.4 ‘19

Mit diesem Element wird die fehlerhafte Ursprungsnachricht referenziert.

11.4.2 Rickweisung von Nachrichten fir die asynchrone
Kommunikation

11.4.2.1 Ausgangssituation und Zielsetzung

Elektronische Mitteilungen sollen unter bestimmten Voraussetzungen vom Leser zurtickgewiesen und
an den Autor zurtickgesandt werden. Die Details zur Riickweisung von asynchronen Nachrichten werden
im Basismodul beschrieben (s. Kapitel 1.6, Verwendung des Basismoduls durch XPassAusweis)

Eine elektronische Ruckweisung von asynchronen Nachrichten ist in XPassAusweis derzeit nur in den
Fallen vorgesehen, in denen eine elektronische Mitteilung die im Basismodul beschriebenen Konformi-
tatskritierien nicht erflllt. Dementsprechend sind in XPassAusweis derzeit keine fachmodul-spezifischen
Kriterien fur die Spezifikationskonformitat festgelegt.
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1.5 Freitextnachrichten

Koordinierungsstelle
fur IT-Standards

¥PassAusweis

In diesem Kapitel werden die allgemein gultigen Freitextnachrichten beschrieben.

[1.5.1 Die Nachrichten

[1.5.1.1 Freitextnachricht fir die Kommunikation zwischen Behdrden
im Kontext des Pass- und Ausweiswesens

Nachricht: adm ni stration. freitext. 9905

Diese Nachricht ermdglicht es, fir spezielle dokumentenbezogene Falle im Kontext des Pass- und Aus-
weiswesens, Sachverhalte von einer Behérde an eine andere Behorde mitzuteilen.

Die Nachricht soll fur die Klarung genau eines Einzelfalls und nicht fur die Klarung mehrerer verwendet
werden. Mussen mehrere Einzelfalle geklart werden, sind dafur auch jeweils einzelne Nachrichten 9905
zu verwenden.

Rechtsgrundlagen:

+ PPeKDAV

Abbildung 11.5.1. administration.freitext.9905

element administration.freitext.9905 (anonymous type)
(extension of xpassausweis:Nachricht. G2G)

) plausibilisierteSeriennummer
N type | xpassausweis:PlausibilisierteSeriennummer

sachverhalt.unformatiert
type |xpassausweis:Administration.Freitext.SachverhaIt.Unformatiert

0..1| sachverhalt.formatiert
type |xpassausweis:Administration.Freitext.SachverhaIt.Formatiert

0..1|bezugsnachricht
type |xpassausweis:Administration.Freitext.Bezugsnachricht

identifikation.ereignis
type |xpassausweis:Identifikation.Ereignis

,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,
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Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . QG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von admi ni stration. freitext. 9905
Kindelement Typ Anz. |Ref. Seite
plausibilisierteSeriennummer Pl ausi bi | i si erteSeri ennumer 1 11.3.2.1 |20

Die plausibilisierte Seriennummer setzt sich aus der Seriennummer des Dokuments mit dem auf dem Dokument
vermerkten Geburtsdatum zusammen.

sachverhalt.unformatiert Adm ni stration. Freitext. 1 11.5.2.3 |34
Sachverhalt.Unformatiert

Der unformatierte Sachverhalt ist mit diesem Element zu tGbermitteln.

sachverhalt.formatiert Adm ni stration. Freitext. 0.1 1.5.2.2 |34
Sachverhal t. Formati ert

Der formatierte Sachverhalt kann mit diesem Element tibermittelt werden. Dieses Element ist nur dazu da, zusatz-
lich zur mandatorischen unformatierten auch eine formatierte Ubermittlung des Sachverhalts zu ermdglichen. Bei
der Ubermittlung sowohl des unformatierten als auch des formatierten Sachverhalts miissen beide inhalt- Kindele-
mente dieselbe Information Gbermitteln.

bezugsnachricht Adm ni stration. Freitext. 0.1 .5.2.1 |33
Bezugsnachri cht

Falls sich die Nachricht auf eine vorausgehende Nachricht bezieht, ist dieser Bezug in diesem Element mitzuteilen.

identifikation.ereignis I dentifikation. Ereignis \1 \||.3.1.3 ‘18

Mit diesem Element werden die Daten Ubermittelt, die zur Identifikation und zeitlichen Einordnung des Ereignisses
notwendig sind.

11.5.2 Die Datentypen

11.5.2.1 Administration.Freitext.Bezugsnachricht

Typ: Admi ni stration. Frei text.Bezugsnachri cht

Falls sich die Nachricht auf eine vorausgehende Nachricht bezieht, ist dieser Bezug in diesem Element
mitzuteilen.

Abbildung I1.5.2. Administration.Freitext.Bezugsnachricht

rcomplexType Administration.Freitext.Bezugsnachricht

N\ ursprungsnachricht
type |xpassausweis:Identifikation.Nachricht

_1| ursprungsereignis
type |xpassausweis:Identifikation.Ereignis

Kindelemente von Admi ni strati on. Freitext.Bezugsnachri cht
Kindelement Typ Anz. |Ref. Seite
ursprungsnachricht Identifikation.Nachricht 1 11.3.1.4 |19

Mit diesem Element wird die Ursprungsnachricht referenziert, auf die sich die Freitextnachricht bezieht.
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Kindelemente von Admi ni strati on. Frei t ext. Bezugsnachri cht
Kindelement Typ Anz. |Ref. Seite
ursprungsereignis Identifikation.Ereignis 0.1 11.3.1.3 |18

Sofern die Nachricht 9905 als Reaktion auf eine Sammelnachricht Gbermittelt wird, werden mit diesem Element
die Daten zur Identifikation des Ereignisses aus der Sammelnachricht Gibermittelt.

[1.5.2.1.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9905

[1.5.2.2 Administration.Freitext.Sachverhalt.Formatiert

Typ: Admi ni stration. Freitext. Sachverhalt. Formati ert
Der formatierte Sachverhalt kann mit diesem Element tGibermittelt werden.

Dieses Element ist nur dazu da, zusatzlich zur mandatorischen unformatierten auch eine formatierte
Ubermittlung des Sachverhalts zu erméglichen.

Bei der Ubermittlung sowohl des unformatierten als auch des formatierten Sachverhalts miissen beide
i nhal t -Kindelemente dieselbe Information Gbermitteln.

Abbildung 11.5.3. Administration.Freitext.Sachverhalt.Formatiert

complexType Administration.Freitext.Sachverhalt.Formatiert

) mimetype
% type | xpassausweis:Code.Mime-Type

inhalt
type | xs:base64Binary

Kindelemente von Adni ni strati on. Frei t ext. Sachverhalt. Formati ert

Kindelement Typ Anz. |Ref. Seite
mimetype Code. M ne- Type 1 11.2.1.2.6|11

Die fiir die Ubermittlung von formatierten Sachverhalten erlaubten MIME-Types sind in einer Schliisseltabelle defi-
niert. (Die Einschrankung auf einige wenige MIME-Types ist wesentlich, um nicht zu einem ,Format-Wildwuchs*
zu kommen.)

inhalt Xs: base64Bi nary ‘1 ‘ ‘

In diesem Element wird der Sachverhalt in dem im Element mi net ype festgelegten Format Gbermittelt. (Dieses
Element Gbermittelt somit den Sachverhalt ,in einem bestimmten Layout*.)

[1.5.2.2.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9201, 9202, 9203, 9411, 9412,
9905

[1.5.2.3 Administration.Freitext.Sachverhalt.Unformatiert

Typ: Admi ni stration. Freitext. Sachverhalt.Unfornatiert
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Der unformatierte Sachverhalt ist mit diesem Element zu Gbermitteln.

Abbildung II.5.4. Administration.Freitext.Sachverhalt.Unformatiert

complexType Administration.Freitext.Sachverhalt.Unformatiert

N\ titel
N type | din91379:datatypeC

inhalt
type | din91379:datatypeC

Kindelemente von Adni ni strati on. Frei t ext. Sachverhal t. Unfornati ert

Kindelement Typ Anz. |Ref. Seite
titel dat at ypeC 1 I.7.1 39

In diesem Feld ist der Titel bzw. der Anlass der Freitextnachricht zu Gbermitteln.

inhalt |dat at ypeC 1 7.1 |39

In diesem Feld ist der eigentliche Sachverhalt zu tGbermitteln.

[1.5.2.3.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9201, 9202, 9203, 9411, 9412,
9905
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[ Y
1.6 Verwendung des

Basismoduls durch
XPassAusweils

Koordinierungsstelle
fur IT-Standards

¥PassAusweis

Mit dem Xlnneres-Basismodul werden Datentypen, Nachrichten, Prozesse und Codelisten zur Wieder-
verwendung in den XIinneres Fachmodulen bereitgestellt.

Das Fachmodul XPassAusweis bindet derzeit das Xlnneres-Basismodul Version 4125.71 ein. Sowohl
die Dokumentation als auch die XML-Schemadateien werden unter http://www.osci.de/xinneres/ zum
Download bereitgestellt.

11.6.1 Verwendung von Datentypen

In der folgenden Tabelle sind samtliche durch das Fachmodul XPassAusweis verwendete Datentypen
aus dem Xlnneres-Basismodul und ihre jeweilige Version aufgefiihrt. Die Version des Datentyps ent-
spricht der Version der Schemadatei. Anforderungen und Hinweise zur technischen Umsetzung finden
sich in den Kapiteln des Xlnneres-Basismoduls, in denen die Datentypen beschrieben werden.

Tabelle 11.6.1. Verwendete Datentypen des Xlnneres-Basismoduls Version 1125.71

Datentyp Basismodul Version 1125.11
Schemadatei Version
AllgemeinerName xinneres-name.xsd 4
Behoerde xinneres-behoerde-xsd 6
Behoerde.Erreichbar xinneres-behoerde.xsd 67
Code.GemeindeVZ.AmtlicherGemeindeschluessel xinneres-codes-gemeindeverzeichnis.xsd |3
Identifikation.Ereignis xinneres-basisnachricht.xsd 67
Identifikation.Ereignis.Zeichen xinneres-basisnachricht.xsd 67
Lichtbild xinneres-lichtbild.xsd 3
Meldeanschrift. Hausnummer xinneres-meldeanschrift.xsd 5
Meldeanschrift. HausnummerBuchstabeZusatzziffer xinneres-meldeanschrift.xsd 5
Meldeanschrift.Postleitzahl xinneres-meldeanschrift.xsd 5
Meldeanschrift.Strasse xinneres-meldeanschrift.xsd 5
Meldeanschrift. TeilnummerDerHausnummer xinneres-meldeanschrift.xsd 5
Meldeanschrift. Wohnort xinneres-meldeanschrift.xsd 5
Meldeanschrift. WohnortFruehererGemeindename xinneres-meldeanschrift.xsd 5
Verwendung des Basismoduls durch XPassAus-
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Datentyp Basismodul Version 1125.11
Schemadatei Version
Nachricht.G2G xinneres-basisnachricht.xsd 67
Nachrichtenkopf.G2G xinneres-basisnachricht.xsd 67
Postalischelnlandsanschrift xinneres-postanschrift.xsd 5
Rueckweisung.RueckweisendeStelle xinneres-rueckweisung.xsd 56
Tagesdatum xinneres-datum.xsd
TeilbekanntesDatumMitUnbekannt xinneres-datum.xsd
yuib xinneres-basisnachricht:xsd 6

Die Verwendung der Datentypen im Fachmodul erfolgt durch ein Import des entsprechenden XML-Sche-
mas aus dem Basismodul. Die Verwendung umfasst die

1. unveranderte Nutzung,
2. Erweiterung oder
3. Einschrankung

der im Fachmodul benétigten Datentypen. Erweiterungen und Einschrankungen werden im Fachmodul
XPassAusweis dokumentiert.

11.6.2 Verwendung von Prozessen

Das Fachmodul XPassAusweis verwendet folgende durch das Xinneres-Basismodul bereitgestellten
Prozesse und die darin verwendeten Nachrichten.

In der Tabelle sind die verwendeten Prozesse, die davon genutzten Schemadateien und deren Version
aufgefihrt. In den Schemadateien sind die verwendeten Nachrichten beschrieben. Dartiber hinaus ist in
der Tabelle ein Verweis auf das Kapitel im Fachmodul vorhanden, in dem die Verwendung der Prozesse
und Nachrichten aus dem Xlnneres-Basismodul konkretisiert werden.

Tabelle 11.6.2. Verwendete Prozesse des Xlnneres-Basismoduls Version 1125.11

Prozess Basismodul Version 1125.11 Seite
Schemadatei Version
Die Ruckweisung von Nachrichten xinneres-rueckweisung.xsd 56 31

[1.6.3 Zu verzeichnende Dienste

Die Nutzung eines Prozesses aus dem Xlnneres-Basismodul im Fachmodul XPassAusweis (s. o0.) fuhrt
zur Verzeichnung eines entsprechenden Dienstes im DVDV. Die jeweils zur Verzeichnung verpflichteten
Leistungserbringer sind nach dem jeweiligen Dienst kategorisiert in der folgenden Tabelle benannt.

Tabelle 11.6.3. Zu verzeichnende Dienste des Xinneres-Basismoduls Version 1125.11

WSDL-Datei Leistungserbringer Nachrichten
xinneresrueckweisungvbxinneresrueckweisung- | Alle Kommunikationsteilnehmer im XPassAus- |« 0010
v6.wsdl weis-Verbund

Verwendung des Basismoduls durch XPassAus-
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11.6.4 Einheitliche organisatorische Festlegungen

Neben den oben genannten Datentypen, Nachrichten und Prozessen legt das Basismodul organisato-
rische Rahmenbedingungen fest, die flr alle Fachmodule und das Basismodul gelten.

11.6.4.1 Verwendung von Schlisseltabellen

Es gelten die im Xlnneres-Basismodul Version 14125.11 festgelegten Regelungen.

11.6.4.2 Fristen fur die Gultigkeit von Versionen bei einem Versions-
wechsel

Es gelten die im XInneres-Basismodul Version +125.11 festgelegten Regelungen.

Verwendung des Basismoduls durch XPassAus-
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1I.7 Eingebundene externe ceo00
Modelle o

¥PassAusweis

Folgende externe Modelle werden in dieser Spezifikation verwendet und sind auf den XOV-Webseiten
(siehe httphttps:/Iwww-.xoev.delde/produktedocs.xoev.de/) oder im XRepository (siehe http://www.xre-
pository.de) veroffentlicht:

11.7.1 XOEV-Bibliothek

XOEVXOV-Bibliothek (Kennung: urn:xoev-de:kosit:xoev:bibliothek:xoevbibliothek); Fassung
2022-10-1412-15

Folgende Datentypeninhalte aus dem externen Modell werden in dieser Spezifikation verwendet:

+ Code

+ datatypeC
Inhalt Namensraum
BehoerdeType http.//xoev.de/schemata/basisnachricht/unqualified/g29/1_1
Code http.//xoev.de/schemata/code/1_0
Identifikation.NachrichtType http://xoev.de/schemata/basisnachricht/unqualified/g2g/1_1
uuiD http://xoev.de/schemata/basisnachricht/unqualified/g2g/1_1
datatypeC urn:xoev-de:kosit:xoev:datentyp:din-91379 _2022-08

11.7.2 XinneresXlnneres

XInneres-Basismodul (Kennung: urn:xoev-de:kosit:standard:xinneres.basismodul); Version 1125.11
Folgende Datentypeninhalte aus dem externen Modell werden in dieser Spezifikation verwendet:

Eingebundene externe Modelle © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final
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Inhalt

Namensraum

AllgemeinerName

http://www.osci.de/xinneres/allgemeinername/4

Behoerde.Erreichbar

http.//www.osci.de/xinneres/behoerde/7

Code.GemeindeVZ.
AmtlicherGemeindeschluessel

http:.//www.osci.de/xinneres/codes/gemeindeverzeichnis/3

Identifikation.Ereignis

http://www.osci.de/xinneres/basisnachricht/7

Identifikation.Ereignis.Zeichen

http://www.osci.de/xinneres/basisnachricht/7

HausnummerBuchstabeZusatzziffer

Lichtbild http://www.osci.de/xinneres/lichtbild/3
Meldeanschrift. Hausnummer http.//www.osci.de/xinneres/meldeanschrift/5
Meldeanschrift. http://www.osci.de/xinneres/meldeanschrift/5

Meldeanschrift.Postleitzahl

http://www.osci.de/xinneres/meldeanschrift/5

Meldeanschrift. Strasse

http.//www.osci.de/xinneres/meldeanschrift/5

Meldeanschrift. TeilnummerDerHausnummer

http.//www.osci.de/xinneres/meldeanschrift/5

Meldeanschrift. Wohnort

http://www.osci.de/xinneres/meldeanschrift/5

Meldeanschrift.
WohnortFruehererGemeindename

http://www.osci.de/xinneres/meldeanschrift/5

Nachricht. G2G

http://www.osci.de/xinneres/basisnachricht/7

Nachrichtenkopf.G2G

http.//www.osci.de/xinneres/basisnachricht/7

Postalischelnlandsanschrift

http://www.osci.de/xinneres/postanschrift/5

Rueckweisung.RueckweisendeStelle

http://www.osci.de/xinneres/rueckweisung/6

Tagesdatum

http://www.osci.de/xinneres/datum/2

TeilbekanntesDatumMitUnbekannt

http.//www.osci.de/xinneres/datum/2

Eingebundene externe Modelle © Koordinierungsstelle fiir IT-Standards, Bremen

25.11/final



Seite 41

1.8 Versionshistorie co0®

2_5_952 5 . 1 1 Koordinierungsstelle

fir IT-Standards
XPassAusweis

In diesem Abschnitt wird die Versionshistorie des Kapitels Teil I, ,Allgemeines” zur jeweiligen XPass-
Ausweis-Version beschrieben.

Keine Eintra

11.8.1 CR-XPA 2023-44 XOEV-Basisnachricht integrieren

In Kapitel 11.3 Allgemeine Datentypen wurde die neue Basisnachricht 25.11 des XInneres-Basismoduls
integriert.

Die Kapitel flir Nachricht.G2G und Nachrichtenkopf.G2G wurden umbenannt: XPassAusweis-Basis-
nachricht und XPassAusweis-Nachrichtenkopf.

Im Datentyp Nachricht. G2G wurde das Element "nachrichtenkopf" umbenannt in "nachrichten-
kopf.g2g9" und es wurden die beiden Elemente anschrift.leser und anschrift.autor aufgenommen, da
sie im Kontext des Nachrichtenkopfes entfallen sind.

Im Datentyp Nachrichtkopf.G2G wird im element leser nun nicht mehr der Typ Behoerde aus dem
bisherigen Basismodul genutzt, sondern der Typ BehoerdeType aus dem XOV-Schema zur XOV-
Basisnachricht.

Der Datentyp Identifikation.Nachricht leitet nun nicht mehr vom Typ Identifikation.Nachricht aus dem
bisherigen Basismodul ab, sondern vom Typ Identifikation.NachrichtType aus dem XOV-Schema zur
XOV-Basisnachricht. Im Element nachrichtenUUID wird nun nicht mehr der Typ UUID aus dem Basis-
modul genutzt, sondern der Typ UUID aus dem XOV-Schema zur XOV-Basisnachricht.

Es wurde (ohne inhaltliche Auswirkungen) auf das XOVProfil 3.0.3, die XOV-Bibliothek und das KoSIT-
Zubehér 3.2.0 umgestellt.

Einen vollstandigen Uberblick Uber dieVersionshisteriedie Versionshistorie liefert Anhang VII.F, Versi-
onshistorie.

Versionshistorie 25.0525.11 © Koordinierungsstelle fiir IT-Standards, Bremen 25.11 /final
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1.1 Mitzug der PA-Daten zur
Ort“Ch ZUStandlgen Behorde Koordinierungsstelle

fir IT-Standards
¥PassAusweis

Rechtsgrundlagen fir den Mitzug

nach 8§22 Abs. 1ai.V.m. 8§21 Abs. 6 PassG, 8§24 Abs. 1ai.V.m.
823 Abs. 6 PAuswG und 819 Abs. 5i.V.m. §19a elIDKG

[11.1.1 Ausgangssituation und Zielsetzung

Dieses Kapitel beschreibt den Prozess und die Nachrichten fiir die elektronische Ubermittlung der Pass-/
Ausweisdaten von der ausstellenden an die jetzt neu zustandige PA-Behorde.

Die Daten zu einem Dokument befinden sich immer bei der PA-Behdrde, bei der das entsprechende
Dokument beantragt worden ist. Bis zur Einflihrung von XPassAusweis verblieb der Datensatz bis zur
Ldschung bei der ausstellenden PA-Behdrde. In der Regel verfiigt, nach einem Wechsel der Zustandig-
keit, die zustandige PA-Behdrde bisher Gber keine Informationen zu ausgestellten Dokumenten.

Aufgrund der Vorgaben des Pass- und Ausweisgesetzes sind die Registerdatensatze immer ausschliel3-
lich bei der ausstellenden PA-Behérde zu fuhren.

Die neu zustandige PA-Behorde speichert die Daten der von ihr nicht ausgestellten Dokumente fiir die
sie nunmehr zustandig ist. Die Meldebehdrde teilt der neu zustandigen PA-Behdrde gemal §37 BMG
die Daten nach §3 Abs. 1 Nr. 17 BMG und §3 Abs. 2 Nr. 4 BMG gespeicherten Daten von Dokumen-
teninhabern mit Haupt- oder alleiniger Wohnung in ihrem Zustandigkeitsbereich mit, sobald sie diese
im Melderegister speichert. Diese Datenweitergabe der Meldebehérde an die PA-Behérde erfolgt auf
Basis des § 37 BMG. Der Umfang der Datenweitergabe ist derzeit rechtlich nicht festgeschrieben. Die
Meldebehdrde gibt mit Bezug auf § 37 BMG aus dem oben genannten Katalog der Daten mindestens die
Seriennummer des Dokumentes und das Geburtsdatum der Person an die PA-Behérde weiter. Alterna-
tiv speichert die neu zustandige PA-Behdrde die Dokumentendaten, wenn eine Zustandigkeit der Mel-
debehdrde nicht gegeben ist (Wohnsitzlose, Auswartiges Amt). Die neu zustandige PA-Behorde teilt der
ausstellenden PA-Behorde unter Verwendung von Seriennummer und Geburtsdatum unverzuglich ihre
Zustandigkeit mit. Die ausstellende PA-Behdrde speichert den Wechsel der Zustandigkeit und Gbermit-
telt die Daten an die neu zustandige PA-Behdrde.

111.1.2 Begriffsdefinitionen

In diesem Abschnitt werden die in dem Kapitel Ill.1, Mitzug der PA-Daten zur értlich zustdndigen Behérde
verwendeten Begriffe beschrieben.

Mitzug der PA-Daten zur ortlich zustandigen
Behorde © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final
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1.1.2.1 Mitzug

Der Mitzug ist die Mitteilung der neu zustandigen Pass-/Ausweisbehérde an die ausstellende Pass-/
Ausweisbehdrde Uber die Zustandigkeit und die Riickmeldung der ausstellenden Pass-/Ausweisbehor-
de von PA-Daten. Ausloser flur den Mitzug ist die Kenntnisnahme von der Zustandigkeit durch die neu
zustandige Pass-/Ausweisbehdrde. In der Regel erfolgt diese Kenntnisnahme im Rahmen einer melde-
rechtlichen Anmeldung.

111.1.3 Ubersicht Giber den Ablauf

Die Meldebehdrde teilt der neu zustdndigen Pass-/Ausweisbehoérde die gemal §3 Abs. 1 Nr. 17 BMG
und §3 Abs. 2 Nr. 4 BMG gespeicherten Daten mit. Die neu zustandige Pass-/Ausweisbehdrde teilt
der austellenden Pass-/Ausweisbehodrde unverziglich ihre Zustandigkeit mit und erhalt von dieser die
Daten. Wenn in der ausstellende PA-Behdrde bereits eine zustandige Behérde gespeichert ist, wird eine
Nachricht Giber den Zustandigkeitswechsel an die bisher zustandige Behérde versendet.

package Use Case - Anw endungsfall_Mitzug [ Mitzug ])

Information des
Melderegisters zur
Fortschreibung erhalten

Zustandigkeit Zustandigkeits-
mitteilen wechsel mitteilen
ne;lAf;esrt‘aar:‘zg;e Ausstellende bisher zustandige

PA-Behorde PA-Behédrde
Daten liefern

Tabelle 11.1.1. Datenumfang (zustandige Behorde) von Personalausweisen (§ 23 PAuswG)

Nr. Inhalt Bezug (Rechtsgrundla- |Begriindung fiir die Speicherung

ge)

1 Art des Dokuments §5 und §23 PAuswG Unterscheidung zwischen vorlaufigen,
Ersatz- und normalen Personalauswei-
sen.

2 Status des Dokumentes Umsetzung der Verfahrensvermerke in

einen eindeutigen Status des Dokumen-
tes. Fur die Verarbeitung von Folgepro-
zessen in PAusw-Behoérden notwendig.
Sicherheitsrechtlich dringend benétigt.

2a Datum der Statusdnderung Liefert den untrennbaren, zeitlichen Kon-
text zum Status. Fur die Verarbeitung von
Folgeprozessen in PAusw-Behdrden not-
wendig.

3 Tag der Ausstellung Aufgrund unterschiedlicher Laufzei-
ten kann der Tag der Ausstellung nicht
anhand der Giiltigkeitsdauer bestimmt
werden.

4 Familienname § 23 Abs. 3 Nr. 1 PAuswG | Speicherung im Format des Dokumentes.
Dient der Zuordnung bei z.B. Vorsprache
des Burgers.

5 Geburtsname § 23 Abs. 3 Nr. 1 PAuswG | Speicherung im Format des Dokumentes.
Dient der Zuordnung bei z.B. Vorsprache
des Blrgers.

Mitzug der PA-Daten zur ortlich zustandigen
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Nr. Inhalt Bezug (Rechtsgrundla- |Begriindung fiir die Speicherung

ge)

6 Vornamen § 23 Abs. 3 Nr. 2 PAuswG | Speicherung im Format des Dokumentes.
Dient der Zuordnung bei z.B. Vorsprache
des Birgers.

7 Tag der Geburt § 23 Abs. 3 Nr. 4 PAuswG | Dient der Zuordnung bei z.B. Vorsprache
des Birgers. Bendtigt fir die Anfrage mit
der plausibilisierten Seriennummer.

8 Seriennummer § 23 Abs. 3 Nr. 11 Eindeutige Zuordnung des Dokumentes.

PAuswG Bendtigt fir die Anfrage mit der plausibili-
sierten Seriennummer.

9 Sperrkennwort § 23 Abs. 3 Nr. 12 Fir die Bearbeitung als zustandige Behor-

PAuswG de bendtigt (Verlust, Vernichtung, Verster-
ben des Inhabers usw.). (im Melderegister
nicht mehr benétigt)

10 Sperrsumme § 23 Abs. 3 Nr. 12 Fir die Bearbeitung als zustandige Behor-

PAuswG de bendtigt (Verlust, Vernichtung, Verster-
ben des Inhabers usw.). (im Melderegister
nicht mehr benétigt)

11 Letzter Tag der Giiltigkeitsdau- |§ 23 Abs. 3 Nr. 13 Fur die Bearbeitung als zustandige Behor-
er PAuswG de bendtigt. Notwendigkeit fir neues

Dokument ermitteln.

12 Ausstellende Behdrde und § 23 Abs. 3 Nr. 14 Identifizierung und Adressierung der aus-
Kennung (BHKZ der ausstel- | PAuswG stellenden Behorde auch bei nicht zentral
lenden Behorde). erstellten Dokumenten.

13 Anschrift inkl. AGS (§18 Abs. 3 |§ 23 Abs. 3 Nr. 8 PAuswG | Speicherung der Anschrift bei der zustan-

Nr. 6a PAuswG)

§18 Abs. 3 Nr. 6a
PAuswG

digen Behorde fur die Nachvollziehbarkeit
und die Ubermittlung an die ausstellende
Behorde.

Tabelle 11.1.2. Datenumfang (zustandige Behorde) von Passen (§ 21 PassG)

Nr.

Inhalt

Bezug (Rechtsgrundla-
ge)

Begriindung fiir die Speicherung

Art des Dokuments

§4 und §21 PassG

Status des Dokumentes

2a

Datum-der-StatusédnderungDa-

tum der Statusdnderung

Tag der Ausstellung

Unterscheidung zwischen den Dokumen-
tentypen (Kinderreisepass, Reisepass,
vorlaufiger Reisepass).

Umsetzung der Verfahrensvermerke in
einen eindeutigen Status des Dokumentes.
Fur die Verarbeitung von Folgeprozessen
in Passbehorden notwendig. Sicherheits-
rechtlich dringend benétigt.

Liefert den untrennbaren, zeitlichen Kon-
text zum Status. Fur die Verarbeitung von
Folgeprozessen in Passbehdérden notwen-
dig.

Aufgrund unterschiedlicher Laufzeiten
kann der Tag der Ausstellung nicht anhand
der Giiltigkeitsdauer bestimmt werden.

Familienname

§ 21 Abs. 2 Nr. 1 PassG

Speicherung im Format des Dokumentes.
Dient der Zuordnung bei z.B. Vorsprache
des Birgers.

Mitzug der PA-Daten zur ortlich zustandigen
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Nr. Inhalt Bezug (Rechtsgrundla- | Begriindung fiir die Speicherung

ge)

5 Geburtsname § 21 Abs. 2 Nr. 1 PassG |Speicherung im Format des Dokumentes.
Dient der Zuordnung bei z.B. Vorsprache
des Burgers.

6 Vornamen § 21 Abs. 2 Nr. 2 PassG |Speicherung im Format des Dokumentes.
Dient der Zuordnung bei z.B. Vorsprache
des Birgers.

7 Tag (und Ort) der Geburt (es § 21 Abs. 2 Nr. 5 PassG |Dient der Zuordnung bei z.B. Vorsprache
wird nur der Tag der Geburt des Burgers. Bendtigt fur die Anfrage mit
bendtigt) der plausibilisierten Seriennummer.

8 Seriennummer § 21 Abs. 2 Nr. 10 Eindeutige Zuordnung des Dokumentes.

PassG Bendtigt fur die Anfrage mit der plausibili-
sierten Seriennummer.

9 Glltigkeitsdatum § 21 Abs. 2 Nr. 11 Fir die Bearbeitung als zustandige Behor-

PassG de bendtigt. Notwendigkeit flir neues
Dokument ermitteln.

10 Ausstellende Behdrde und § 21 Abs. 2 Nr. 14 Identifizierung und Adressierung der aus-
Kennung (BHKZ der ausstel- |PassG stellenden Behoérde auch bei nicht zentral
lenden Behdrde) erstellten Dokumenten.

11 Gegenwartige Anschrift (Wohn- [§ 21 Abs. 2 Nr. 8 PassG | Speicherung der Anschrift bei der zustan-
ort) digen Behorde firr die Nachvollziehbarkeit

und die Ubermittlung an die ausstellende
Behdrde.

Tabelle 11.1.3. Datenumfang (zustandige Behoérde) von elD-Karten (§ 19 eIDKG)

Nr. Inhalt Bezug (Rechtsgrundla- | Begriindung fiir die Speicherung
ge)
1 Status des Dokumentes §19 Abs. 3 eIDKG und |siehe "Datenumfang (zustandige Behdrde)
§4 PAuswV von Personalausweisen (§ 23 PAuswG)"
2 Tag der Ausstellung Vgl. §8a Abs. 5 Satz 1
und §10 Abs. 2 Satz 2
3 Familienname § 19 Abs. 3 Nr. 1 eIDKG
4 Geburtsname § 19 Abs. 3 Nr. 1 eIDKG
5 Vornamen § 19 Abs. 3 Nr. 2 eIDKG
6 Tag der Geburt § 19 Abs. 3 Nr. 4 eIDKG
7 Seriennummer § 19 Abs. 3 Nr. 8 eIDKG
8 Sperrkennwort § 19 Abs. 3 Nr. 9 eIDKG
9 Sperrsumme § 19 Abs. 3 Nr. 9 eIDKG
10 Letzter Tag der Giiltigkeitsdauer|§ 19 Abs. 3 Nr. 10
elDKG
11 Ausstellende Behoérde und Ken-|§ 19 Abs. 3 Nr. 11
nung (BHKZ der ausstellenden |elDKG
Behorde)
12 Anschrift § 19 Abs. 3 Nr. 6 eIDKG

Mitzug der PA-Daten zur ortlich zustandigen
Behorde
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Tabelle 111.1.4. Status der Dokumente

Status Bedeutung

entwertet In der Behdrde entwertet.

entwertet und Uberlassen In der Behdrde entwertet und dem Dokumenteninhaber Uberlassen.

ungliltig Das Dokument ist ungtiltig gemaf §28 PAuswG, §11 PassG. Vergleiche
Ziffer 11.0.1 PassVwV.

verloren Der Dokumenteninhaber hat den Verlust des Dokumentes angezeigt.

sichergestellt Das Dokument wirdwurde sichergestellt gemafl §13 PassG bzw. §29
PAuswG.

eingezogen Das Dokument wirdwurde eingezogen gemaf §12 PassG bzw. §29
PAuswG.

vernichtet Das Dokument wurde vernichtet gemaR Ziffer 6.3.4 PassVwV.

wiedergefunden Der Dokumenteninhaber hat ein als verloren gemeldetes Dokument wie-

dergefunden und dies der zustéandigen Behdrde geman Ziffer 15.0.2
PassVwV gemeldet.

ausgehandigt Standardstatus. Das Dokument wurde an eine empfangsberechtigte Per-
son ausgehandigt.

gestohlen Der Dokumenteninhaber hat den Diebstahl des Dokumentes angezeigt.

reklamiert Das Dokument wurde reklamiert gemaR 6.3.2.3 PassVwV und wurde der
zustandigen Behorde ibergeben.

beantragt Das Dokument wurde beantragt.

glltig Das Dokument ist gultig.

Der Dokumentenstatus ist mit XPassAusweis als Codeliste verfiigbar. (siehe Abschnitt VII.B.2.6, ,XPas-
sAusweis Dokumentenstatus®)

[11.1.4 Der Ablauf im Detail

111.1.4.1 Prozessbeschreibung Mitzug

Prozessbeschreibung
Im Folgenden wird der Prozess zum Mitzug von PA-Daten beschrieben. Die Aktivitdten beziehen
sich jeweils auf einzelne Dokumente. Hat eine Person mehrere Dokumente wird der Prozess flir
jedes Dokument wiederholt.

Mitzug der PA-Daten zur ortlich zustandigen
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o302 ||
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< > *mitzug MitzugPass 9312
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Daten des Dokuments speichern
Die PA-Behorde erfahrt durch die Mitteilung der Meldebehdrde oder durch Kontakt mit einem
Dokumentenbesitzer von ihrer Zustandigkeit.

Ausstellende Behoérde ermitteln
Die neu zustandige PA-Behorde ermittelt die ausstellende PA-Behérde anhand der Seriennum-
mer (zentral hergestellte Dokumente) oder der textuellen Beschreibung der ausstellenden PA-
Behorde (dezentral ausgestellte Dokumente, z.B. vorldufige Dokumente).

Nachricht Zustandigkeitserklarung erzeugen und versenden
Die neu zustandige PA-Behorde versendet die Nachricht mitzug.ZustaendigkeitserklaerungPer-
sonalausweis.9301, mitzug.ZustaendigkeitserklaerungPass.9302 oder mitzug.Zustaendigkeits-
erklaerungEidKarte.9303 an die ausstellende PA-Behorde.

Inhalt der Nachricht:

Dokumentenseriennummer, Geburtsdatum und zustandige PA-Behdrde mit Kennung (BHKZ
und Name)

Nachricht entgegennehmen und priifen
Die ausstellende PA-Behdrde nimmt die Nachricht entgegen und priift, ob eine Zustandigkeit fiir
die Ubermittelte Seriennummer gegeben ist und ein Eintrag mit Seriennummer und Geburtsda-
tum vorhanden ist.

Mitzug der PA-Daten zur ortlich zustandigen
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Fehlermitteilung erstellen und versenden
Ist die PA-Behorde nicht ausstellende PA-Behorde des Dokumentes oder kann das Dokument
mit den Identifikationsdaten nicht ermittelt werden, erstellt die PA-Behdrde eine Fehlermeldung
mitzug.Fehlermitteilung.9399.

Fehlermitteilung verarbeiten
Die neu zustandige PA-Behdrde nimmt die Fehlermeldung entgegen und bearbeitet die Fehler-
mitteilung. Die neu zustandige PA-Behdrde flhrt eine Klarung anhand der Fehlermeldung her-
bei.

Eintrag "zustandige Behorde" existiert?
Wenn in der ausstellende PA-Behorde bereits eine zustandige Behdrde gespeichert ist, wird die
Nachricht mitzug.Zustaendigkeitswechsel.9320 an die bisher zustédndige Behodrde versendet.
Diese verarbeitet die Informationen Uber das Ende ihrer Zustandigkeit.

Register fortschreiben
Die ausstellende PA-Behoérde speichert Behdrdennamen und Behdrdenkennzahl der neu
zustandigen PA-Behdrde in ihrem Register.

Nachricht mit Dokumentendaten erstellen und versenden
Die ausstellende PA-Behoérde Ubermittelt die Dokumentendaten (s. Katalog der Daten) an die
neu zustandige PA-Behdrde mit der Nachricht mitzug.MitzugPersonalausweis.9311 (Antwort auf
Nachricht 9301), mitzug.MitzugPass.9312 (Antwort auf Nachricht 9302) oder mitzug.MitzugEid-
Karte.9313 (Antwort auf Nachricht 9303).

Nachricht mit Dokumentendaten entgegennehmen und priifen
Die neu zustandige PA-Behdrde nimmt die Nachricht entgegen. Abhangig von den tbermittelten
Daten kann die neu zustandige PA-Behoérde weitere Prifungen und Aktivitdten durchfuhren.
Dokumentendaten der ausstellenden Behorde speichern
Die neu zustandige PA-Behorde speichert die Ubermittelten Daten.

111.1.4.2 Anwendungsfall Ricknahme eines Zustandigkeitswechsels

Anwendungsfall
Im Folgenden wird der Anwendungsfall der Riicknahme eines Zustandigkeitswechsels erlautert.
Dieser beschreibt das Szenario, dass ein bereits vollzogener Zustandigkeitswechsel samt Mitzug
zurickgenommen werden muss. In diesem Fall wird ein erneuter Zustandigkeitswechsel in entge-
gengesetzter Richtung vollzogen, so dass alle Rollen korrekt zugewiesen und die Protokollierung
beider Vorgange gewahrleistet ist.
Mitzug
Die "neu zustandige PA-Behdrde A" teilt der "ausstellenden PA-Behdrde B" ihre Zustandigkeit
mit. Diese informiert die "bisher zustandige PA-Behérde C" von dem Zustandigkeitswechsel.

package Use Case - Anw endungsfall Riicknahme Zusténdigkeitsw echsel - Teil 1[ Use Case - Anw endungsfall Riicknahme Zusténdigkeitsw echsel - Teil 1 ])

Zustandigkeit Zustandigkeits-
mitteilen wechsel mitteilen

neu zustédndige Ausstellende bisher zustandige
PA-Behorde A PA-Behorde B PA-Behorde C

Daten liefern

Riicknahme
Wenn eine Riicknahme notwendig ist, teilt die "(bisher) zustédndige PA-Behdérde C" der "aus-
tellenden PA-Behdrde B" mit, dass sie zusténdig ist und diese informiert die "(ehemals) neu
zustandige PA-Behdrde A" von dem Zustandigkeitswechsel.
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package Use Case - Anw endungsfall Riicknahme Zusténdigkeitsw echsel - Teil 2| Use Case - Anw endungsfall Riicknahme Zusténdigkeitsw echsel - Teil 2 ])

z s diakeit Zustandigkeits-
[ w ] [ wechsel mitteilen
(bisher) zustandige Ausstellende (ehemals) neu zustandige
PA-Behérde C PA-Behorde B PA-Behorde A

Daten liefern

Ergebnis
Nach dem erneuten Zustandigkeitswechsel in umgekehrter Richtung ist der Ursprungszustand wie-
der hergestellt und die beiden Vorgange sind eindeutig nachvollziehbar protokolliert.

111.1.5 Datentypen
In diesem Abschnitt werden die flir das Kapitel lll.1, Mitzug der PA-Daten zur értlich zustédndigen Behérde
relevanten Datentypen beschrieben.

111.1.5.1 DatenZurZustaendigkeit

Typ: Dat enZur Zust aendi gkei t

Dieser Datentyp enthalt die Daten, mit denen die ausstellende Behérde das jeweilige Dokument iden-
tifizieren kann.

Abbildung lil.1.1. DatenZurZustaendigkeit

complexType DatenZurZustaendigkeit

N\ plausibilisierteSeriennummer

N\ type | xpassausweis:PlausibilisierteSeriennummer
zustaendigeBehoerde
type |xpassausweis:Behoerde

Kindelemente von Dat enZur Zust aendi gkei t
Typ Anz. |Ref. Seite

Kindelement
plausibilisierteSeriennummer Pl ausi bi |'i si ert eSeri ennummer 1 11.3.2.1 |20

Die plausibilisierte Seriennummer setzt sich aus der Seriennummer des Dokuments mit dem auf dem Dokument
vermerkten Geburtsdatum zusammen.

zustaendigeBehoerde Behoer de ‘1 ‘II.3.2.4 ‘22
Dieses Element enthalt die zustédndige Behdrde.

[11.1.5.1.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Gibermittelt werden: 9301, 9302, 9303
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[11.1.5.2 DatenPass

Typ: Dat enPass

Hier sind die Daten anzugeben, die im Passregister zum Dokument gespeichert sind.

Abbildung 111.1.2. DatenPass

N\ familienname
N type | din91379:datatypeC

0..1| geburtsname
type | din91379:datatypeC

vornamen
type | din91379:datatypeC

artDesDokuments
type |xpassausweis:Code.Passtypen

statusDesDokuments

type |xpassausweis:Code.Dokumentenstatus

tagDerAusstellung
type | xida:Tagesdatum

letzterTagDerGueltigkeitsdauer
type | xida:Tagesdatum

ausstellendeBehoerde

type |xpassausweis:Behoerde

Kindelemente von Dat enPass

Kindelement Typ Anz. |Ref. Seite

familienname dat at ypeC 1 I.7.1 39

Der Familienname gemaR PassG.
geburtsname ‘dat atypeC ‘0..1 ‘ 11.7.1 ‘39

Der Geburtsname gemaR PassG.

vornamen ‘dat atypeC ‘1 ‘ I.7.1 ‘39

Die Vornamen gemaf PassG.
artDesDokuments ‘Oode. Passt ypen ‘1 ‘II.2.1.2.3‘10

Mit diesem Element wird der Passtyp Ubermittelt.

statusDesDokuments ‘Code. Dokunent enst at us ‘1 ‘II.2.1.2.4 ‘ 10

Dieses Element enthalt den Status des Passes. Unterschieden wird zwischen entwertet, entwertet und Uberlassen,
verloren, sichergestellt, eingezogen, ungtiltig, vernichtet, wiedergefunden, ausgehandigt, gestohlen, reklamiert und
beantragt.

tagDerAusstellung ‘Tagesdat um ‘1 ‘II.7.2 ‘39
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Kindelemente von Dat enPass

Kindelement ‘ Typ ‘ Anz. ‘ Ref. ‘ Seite

Dieses Element enthalt den Tag der Ausstellung des Passes.

letzterTagDerGueltigkeitsdauer ‘Tages dat um ‘ 1 ‘ 11.7.2 ‘39

Mit diesem Element wird der letzte Tag der Gilltigkeitsdauer des Passes Gbermittelt.
ausstellendeBehoerde ‘ Behoer de ‘ 1 ‘ 11.3.2.4 ‘22

Dieses Element enthalt die ausstellende Behorde. Die ausstellende Behdrde ist die auf dem Dokument angege-
bene Passbehdrde.

[11.1.5.2.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9312

[11.1.5.3 DatenPersonalausweis

Typ: Dat enPer sonal auswei s

Hier sind die Daten anzugeben, die im Personalausweisregister zum Dokument gespeichert sind.

Abbildung 1l1.1.3. DatenPersonalausweis

rcomplexType DatenPersonalausweis

i ) familienname
N type | din91379:datatypeC

0..1| geburtsname
type | din91379:datatypeC

vornamen
type | din91379:datatypeC

artDesDokuments
type |xpassausweis:Code.Ausweistypen

statusDesDokuments

type |xpassausweis:Code.Dokumentenstatus

tagDerAusstellung
type | xida:Tagesdatum

0..1| sperrkennwort
type | din91379:datatypeC

0.1| sperrsumme
type | din91379:datatypeC

gueltigkeitsdatum
type | xida:Tagesdatum

ausstellendeBehoerde

type |xpassausweis:Behoerde
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Kindelemente von Dat enPer sonal auswei s

Kindelement Typ Anz. |Ref. Seite
familienname dat at ypeC 1 11.7.1 39

Der Familienname gemaf PAuswG.

geburtsname ‘dat atypeC ‘0..1 ‘ 11.7.1 ‘39

Der Geburtsname geman PAuswG.

vornamen ‘dat atypeC ‘1 ‘ 11.7.1 ‘39

Die Vornamen gemafR PAuswG.

artDesDokuments ‘Code. Auswei st ypen \1 \||.2.1.2.2 \ 10

Mit diesem Element wird der Personalausweistyp Ubermittelt.-Unterschieden-wird zwischen-"IDD"fiir den-Perso-

statusDesDokuments ‘Oode. Dokunent enst at us ‘1 ‘II.2.1.2.4‘10

Dieses Element enthalt den Status des Personalausweises. Unterschieden wird zwischen entwertet, entwertet und
Uberlassen, verloren, sichergestellt, eingezogen, ungliltig, vernichtet, wiedergefunden, ausgehandigt, gestohlen,
reklamiert und beantragt.

tagDerAusstellung ‘Tagesdat um ‘1 ‘II.7.2 ‘39

Dieses Element enthalt den Tag der Ausstellung des Personalausweises.

sperrkennwort ‘dat atypeC ‘0..1 ‘ 11.7.1 ‘39

Mit diesem Element wird das Sperrkennwort Gibermittelt. Das Sperrkennwort ist eine Zeichenfolge, die der Sperrung
des elektronischen Identitatsnachweises dient.

sperrsumme ‘dat atypeC ‘0..1 ‘ 11.7.1 ‘39

Mit diesem Element wird die Sperrsumme Ubermittelt. Die Sperrsumme ist ein eindeutiges Merkmal, das aus dem
Sperrkennwort, dem Familiennamen, den Vornamen und dem Tag der Geburt eines Ausweisinhabers errechnet
wird. Es dient der Ubermittlung einer Sperrung vom Sperrnotruf oder einer Personalausweisbehdrde an den Sperr-
listenbetreiber. Mithilfe der Sperrsumme ermittelt der Sperrlistenbetreiber anhand der Referenzliste den Sperr-
schllssel eines zu sperrenden elektronischen Identitatsnachweises.

gueltigkeitsdatum ‘Tages dat um ‘ 1 ‘ 11.7.2 ‘39

Mit diesem Element wird der letzte Tag der Glltigkeitsdauer des Personalausweises Ubermittelt.
ausstellendeBehoerde ‘ Behoer de ‘1 ‘ 11.3.2.4 ‘22

Dieses Element enthalt die ausstellende Behorde. Die ausstellende Behdrde ist die auf dem Dokument angege-
bene Personalausweisbehdrde.

[11.1.5.3.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten tbermittelt werden: 9311

111.1.5.4 DatenEidKarte

Typ: Dat enEi dKart e

Hier sind die Daten anzugeben, die im elD-KartenregisterKarte-Register zum Dokument gespeichert
sind.
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Abbildung 1l.1.4. DatenEidKarte

complexType DatenEidKarte

N\ familienname
N\ type [ din91379:datatypeC

0..1| geburtsname
type [ din91379:datatypeC

vornamen
type [ din91379:datatypeC

statusDesDokuments
type |xpassausweis:Code.Dokumentenstatus

tagDerAusstellung
type | xida:Tagesdatum

sperrkennwort
type [ din91379:datatypeC

sperrsumme
type [ din91379:datatypeC

gueltigkeitsdatum
type [ xida:Tagesdatum

ausstellendeBehoerde
type |xpassausweis:Behoerde

Kindelemente von Dat enEi dKart e

Kindelement Typ Anz. |Ref. Seite

familienname dat at ypeC 1 11.7.1 39

Der Familienname gemaf elDKG.
geburtsname ‘dat atypeC ‘0..1 ‘ 11.7.1 ‘39
Der Geburtsname gemaR elDKG.

vornamen ‘dat atypeC ‘1 ‘ 11.7.1 ‘39

Die Vornamen gemaf elDKG.
statusDesDokuments ‘Oode. Dokunent enst at us ‘1 ‘II.2.1.2.4‘10

Dieses Element enthalt den Status der elD-Karte.

tagDerAusstellung ‘Tagesdat um ‘1 ‘II.7.2 ‘39

Dieses Element enthalt den Tag der Ausstellung der elD-Karte.

sperrkennwort ‘dat atypeC ‘1 ‘ 11.7.1 ‘39

Mit diesem Element wird das Sperrkennwort Gibermittelt. Das Sperrkennwort ist eine Zeichenfolge, die der Sperrung
des elektronischen Identitatsnachweises dient.

sperrsumme ‘dat atypeC ‘1 ‘ 11.7.1 ‘39

Mit diesem Element wird die Sperrsumme Ubermittelt. Die Sperrsumme ist ein eindeutiges Merkmal, das aus dem
Sperrkennwort, dem Familiennamen, den Vornamen und dem Tag der Geburt eines Ausweisinhabers errechnet
wird. Es dient der Ubermittlung einer Sperrung vom Sperrnotruf oder einer elD-Karte--Behérde an den Sperrlisten-
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Kindelemente von Dat enEi dKart e

Kindelement

Typ

‘ Anz.

\ Ref.

‘ Seite

betreiber. Mithilfe der Sperrsumme ermittelt der Sperrlistenbetreiber anhand der Referenzliste den Sperrschliissel
eines zu sperrenden elektronischen Identitatsnachweises.

gueltigkeitsdatum ‘Tages dat um ‘ 1 ‘ 11.7.2 ‘39
Mit diesem Element wird der letzte Tag der Giiltigkeitsdauer der elD-Karte Gbermittelt.
ausstellendeBehoerde ‘Behoer de ‘1 ‘II.3.2.4 ‘22
Dieses Element enthalt die ausstellende Behdrde.
[11.1.5.4.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9313
[11.1.6 Nachrichten
Die folgende Tabelle fasst alle Nachrichten zum Mitzug zusammen.

Alle Nachrichten zu ,,Nachrichten*

Bezeichnung Nr. Beschreibung Dienst Seite
XPA  Zustandig-|9301 Mit dieser Nachricht erklart die neu zustandi- | xpassausweis250517 |56
keitserklarung ge Personalausweisbehorde der ausstellen- | Mitzug-Asynchron
Personalausweis den Personalausweisbehorde ihre Zustan-

digkeit fur den angegebenen Personalaus-
weis.
XPA  Zustandig-|9302 Mit dieser Nachricht erklart die neu zustan-|xpassausweis2505177|56
keitserklarung dige Passbehoérde der ausstellenden Pass-|Mitzug-Asynchron
Pass behoérde ihre Zustandigkeit fir das ibermit-
telte Passdokument.
XPA  Zustandig-|9303 Mit dieser Nachricht erklart die neu zustan- | xpassausweis250511|57
keitserklarung dige elD-Karte—-Behoérde der ausstellenden|Mitzug-Asynchron
elD-Karte elD-Karte—-Behérde ihre Zustandigkeit fur
das Ubermittelte elD-Karte--Dokument.
XPA Mitzug Per-|{9311 Mit dieser Nachricht Ubermittelt die ausstel- | xpassausweis256511|57
sonalausweis lende Personalausweisbehérde die Regis-|Mitzug-Asynchron
terdaten eines Personalausweises an die
ortlich zustandige Personalausweisbehor-
de.
XPA Mitzug Pass {9312 Mit dieser Nachricht Gibermittelt die ausstel-|xpassausweis250577|58
lende Passbehorde die Registerdaten eines | Mitzug-Asynchron
Passes an die ortlich zustéandige Passbehor-
de.
XPA Mitzug elD-{9313 Mit dieser Nachricht Gbermittelt die ausstel- | xpassausweis250577|58
Karte lende elD-Karte-Behorde die Registerdaten | Mitzug-Asynchron
einer elD-Karte an die ortlich zustandige
elD-Karte-Behorde.
XPA Mitzug | 9320 Mit dieser Nachricht Ubermittelt die aus-|xpassausweis250577|59
Zustandigkeits- stellende Behdrde der bisher zusténdigen|Mitzug-Asynchron
wechsel Behorde die Information Uber den Zustan-
digkeitswechsel. Damit ist die empfangen-
de Behorde nicht mehr fir das referenzierte
Dokument zustéandig.
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Alle Nachrichten zu ,,Nachrichten*

Bezeichnung Nr. Beschreibung Dienst Seite
XPA Fehlermittei- {9399 Mit dieser Nachricht wird der sendenden |xpassausweis250577|60
lung Behorde mitgeteilt, dass die gesendete|Mitzug-Asynchron
Nachricht fehlerhaft ist.

111.1.6.1 XPA Zustandigkeitserklarung Personalausweis

Nachricht: m t zug. Zust aendi gkei t ser kl aer ungPer sonal auswei s. 9301

Mit dieser Nachricht erklart die neu zustadndige Personalausweisbehdrde der ausstellenden Personal-
ausweisbehorde ihre Zustandigkeit fir den angegebenen Personalausweis.

Rechtsgrundlagen:
* Rechtsgrundlagen fiir den Mitzug

Abbildung 1Il.1.5. mitzug.ZustaendigkeitserklaerungPersonalausweis.9301
ielement mitzug.ZustaendigkeitserklaerungPersonalausweis.9301 (anonymous type)
(extension of xpassausweis:Nachricht. G2G)

) datenzurZustaendigkeit
NG type [ xpassausweis:DatenZurZustaendigkeit

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . @G (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelement von ni t zug. Zust aendi gkei t ser kl aer ungPer sonal auswei s. 9301
Kindelement Typ Anz. |Ref. Seite
datenzurZustaendigkeit Dat enZur Zust aendi gkei t 1 I.1.5.1 |50

Dieser Typ enthalt Angaben zum anzufragenden Personalausweis.

111.1.6.2 XPA Zustandigkeitserklarung Pass

Nachricht: m t zug. Zust aendi gkei t ser kl aer ungPass. 9302

Mit dieser Nachricht erklart die neu zustdndige Passbehdrde der ausstellenden Passbehdrde ihre
Zustandigkeit fur das Ubermittelte Passdokument.

Rechtsgrundlagen:
* Rechtsgrundlagen fiir den Mitzug
Abbildung Ill.1.6. mitzug.ZustaendigkeitserklaerungPass.9302

element mitzug.ZustaendigkeitserklaerungPass.9302 (anonymous type)
(extension of xpassausweis:Nachricht. G2G)

N datenZurZustaendigkeit
N\ type | xpassausweis:DatenZurZustaendigkeit

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . @G (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).
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Kindelement von ni t zug. Zust aendi gkei t ser kl aer ungPass. 9302
Anz. |Ref. Seite

Kindelement Typ
datenZurZustaendigkeit Dat enZur Zust aendi gkei t 1 I1.1.5.1 |50

Dieser Typ enthalt Angaben zum anzufragenden Pass.

111.1.6.3 XPA Zustandigkeitserklarung elD-Karte

Nachricht: m t zug. Zust aendi gkei t ser kl aer ungEi dKart e. 9303
Mit dieser Nachricht erklart die neu zustandige elD-Karte--Behdrde der ausstellenden elD-Karte--Behor-
de ihre Zustandigkeit fur das Ubermittelte elD-Karte--Dokument.

Rechtsgrundlagen:
* Rechtsgrundlagen fiir den Mitzug
Abbildung lll.1.7. mitzug.ZustaendigkeitserklaerungEidKarte.9303

element mitzug.ZustaendigkeitserklaerungEidKarte.9303 (anonymous type)
(extension of xpassausweis:Nachricht. G2G)

) datenZurZustaendigkeit
N\ type | xpassausweis:DatenZurZustaendigkeit

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . QG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelement von ni t zug. Zust aendi gkei t ser kl aer ungEi dKart e. 9303
Typ Anz. |Ref. Seite

I.1.5.1 |50

Kindelement
datenZurZustaendigkeit Dat enZur Zust aendi gkei t 1

Dieser Typ enthalt Angaben zur anzufragenden elD-Karte.

111.1.6.4 XPA Mitzug Personalausweis

Nachricht: m t zug. M t zugPer sonal auswei s. 9311
Mit dieser Nachricht Ubermittelt die ausstellende Personalausweisbehdrde die Registerdaten eines Per-
sonalausweises an die ortlich zustandige Personalausweisbehorde.

Rechtsgrundlagen:
» Rechtsgrundlagen fiir den Mitzug
Abbildung 1il.1.8. mitzug.MitzugPersonalausweis.9311

element mitzug.MitzugPersonalausweis.9311 (anonymous type)
(extension of xpassausweis:Nachricht.G2G)

) datenPersonalausweis
% type | xpassausweis:DatenPersonalausweis

plausibilisierteSeriennummer
type |xpassausweis:PIausibiIisierteSeriennummer
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Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . QG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von ni t zug. M t zugPer sonal auswei s. 9311
Typ Anz. |Ref. Seite

Kindelement
datenPersonalausweis Dat enPer sonal auswei s 1 11.1.5.3 |52

Dieser Datentyp enthalt alle dokumenten-spezifischen Daten des Personalausweises.

plausibilisierteSeriennummer Pl ausi bi |l i si erteSeri ennumrer ‘1 ‘II.3.2.1 ‘20

Die plausibilisierte Seriennummer setzt sich aus der Seriennummer des Dokuments mit dem auf dem Dokument
vermerkten Geburtsdatum zusammen.

111.1.6.5 XPA Mitzug Pass

Nachricht: mi t zug. M t zugPass. 9312

Mit dieser Nachricht Gbermittelt die ausstellende Passbehérde die Registerdaten eines Passes an die
Ortlich zustandige Passbehorde.

Rechtsgrundlagen:

* Rechtsgrundlagen fiir den Mitzug

Abbildung Il.1.9. mitzug.MitzugPass.9312

'element mitzug.MitzugPass.9312 (anonymous type)
(extension of xpassausweis:Nachricht. G2G) 1

N\ datenPass
—/ type | xpassausweis:DatenPass

plausibilisierteSeriennummer
type |xpassausweis:PlausibiIisierteSeriennummer

Diese Nachricht ist eine Erweiterung des Basistyps Nachr i cht . @G (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von ni t zug. M t zugPass. 9312

Kindelement Typ Anz. |Ref. Seite
datenPass Dat enPass 1 1.1.5.2 |51

Dieser Datentyp enthalt alle dokumenten-spezifischen Daten des Passes.
plausibilisierteSeriennummer Pl ausi bi | i si erteSeri ennumer ‘1 ‘II.3.2.1 ‘20

Die plausibilisierte Seriennummer setzt sich aus der Seriennummer des Dokuments mit dem auf dem Dokument
vermerkten Geburtsdatum zusammen.

111.1.6.6 XPA Mitzug elD-Karte
Nachricht; m t zug. M t zugEi dKart e. 9313
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Mit dieser Nachricht Gbermittelt die ausstellende elD-Karte-Behdrde die Registerdaten einer elD-Karte
an die ortlich zustandige elD-Karte-Behdrde.

Rechtsgrundlagen:

* Rechtsgrundlagen fiir den Mitzug

Abbildung I11.1.10. mitzug.MitzugEidKarte.9313

element mitzug.MitzugEidKarte.9313 (anonymous type)
(extensmn of xpassausweis:Nachricht. G2G)

) datenEidKarte
AN type | xpassausweis:DatenEidKarte

plausibilisierteSeriennummer
type |xpassausweis:PlausibiIisierteSeriennummer

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . @G (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von ni t zug. M t zugEi dKart e. 9313

Kindelement Typ Anz. |Ref. Seite
datenEidKarte Dat enEi dKart e 1 .1.5.4 |53
Dieser Datentyp enthalt alle dokumentenspezifischen Daten der elD-Karte.

plausibilisierteSeriennummer Pl ausi bi |'i si ert eSeri ennurmer ‘1 ‘II.3.2.1 ‘20

Die plausibilisierte Seriennummer setzt sich aus der Seriennummer des Dokuments mit dem auf dem Dokument
vermerkten Geburtsdatum zusammen.

111.1.6.7 XPA Mitzug Zustandigkeitswechsel

Nachricht; m t zug. Zust aendi gkei t swechsel . 9320

Mit dieser Nachricht Gbermittelt die ausstellende Behdrde der bisher zustandigen Behoérde die Informa-
tion Uber den Zustandigkeitswechsel. Damit ist die empfangende Behdrde nicht mehr flr das referen-
zierte Dokument zustandig.

Rechtsgrundlagen:

* Rechtsgrundlagen fiir den Mitzug

Abbildung IlIl.1.11. mitzug.Zustaendigkeitswechsel.9320

relement mitzug.Zustaendigkeitswechsel.9320 (anonymous type)
(extension of xpassausweis:Nachricht.G2G)

) plausibilisierteSeriennummer
AN type | xpassausweis:PlausibilisierteSeriennummer

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . @G (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Mitzug der PA-Daten zur ortlich zustandigen
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Kindelement von i t zug. Zust aendi gkei t swechsel . 9320

Kindelement Typ Anz. |Ref. Seite
plausibilisierteSeriennummer Pl ausi bi |'i si ert eSeri ennummer 1 11.3.2.1 |20

Die plausibilisierte Seriennummer setzt sich aus der Seriennummer des Dokuments mit dem auf dem Dokument
vermerkten Geburtsdatum zusammen.

111.1.6.8 XPA Fehlermitteilung

Nachricht: m t zug. Fehl ernmi ttei | ung. 9399
Mit dieser Nachricht wird der sendenden Behdrde mitgeteilt, dass die gesendete Nachricht fehlerhaft ist.

Rechtsgrundlagen:

* Rechtsgrundlagen fiir den Mitzug

Abbildung 111.1.12. mitzug.Fehlermitteilung.9399

relement mitzug.Fehlermitteilung.9399 (anonymous type)
(extension of xpassausweis:Nachricht. G2G)

N\ status
N\ type | xpassausweis:Code.Fehlertyp

ursprungsnachricht
type |xpassausweis:Identifikation.Nachricht

1| freitext
type [ din91379:datatypeC

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . @G (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von ni t zug. Fehl ernitteil ung. 9399

Kindelement Typ Anz. |Ref. Seite
status Code. Fehl ertyp 1 11.2.1.2.5|11
Dieser Datentyp enthalt den Fehlerstatus zu der gesendeten Nachricht.

ursprungsnachricht \| dent i fikation. Nachri cht \1 \||.3.1.4 \19

Mit diesem Element wird die Ursprungsnachricht referenziert, auf die sich die Fehlermitteilung bezieht.

freitext ‘dat atypeC \o..1 \||.7.1 \39

Mit diesem Element kann eine mdglichst genaue Beschreibung des Fehlers tibermittelt werden.

[11.1.7 Versionshistorie fur 25:6525.11

In diesem Abschnitt wird die Versionshistorie des Kapitels Kapitel 1ll.1, Mitzug der PA-Daten zur értlich
zusténdigen Behdrde zur jeweiligen XPassAusweis-Version beschrieben.

Keine Eintrage

Mitzug der PA-Daten zur ortlich zustandigen
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Einen volistandigevollsténdigen Uberblick Uiber die Versionshistorie liefert Anhang VII.F, Versionshisto-
rie.
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l1l.2 Fortschreibung

Koordinierungsstelle
fur IT-Standards

¥PassAusweis

Rechtsgrundlagen fiir die Fortschreibung
nach §22 Abs. 1ai.V.m. §21 Abs. 6 und §19 Abs. 4a PassG,
§24 Abs. 1ai.V.m. §23 Abs. 6 und §8 Abs 1a PAuswG,
§19 Abs. 5i.V.m. §19a und §7 Abs 1a eIDKG

[11.2.1 Ausgangssituation und Zielsetzung

Die in den PA-Registern der ausstellenden Behoérde gespeicherten Daten zu Dokumenten kénnen gean-
dert werden. Anderungen sind der ausstellenden Behdrde als Fortschreibung mitzuteilen. Dieses Kapitel
beschreibt die Prozesse und die Nachrichten fir die elektronische Ubermittlung der Pass-/Ausweisdaten
von der ortlich zustandigen an die ausstellende PA-Behdrde in Bezug auf bestimmte Fortschreibungs-
anlasse.

XPassAusweis unterscheidet zwischen folgenden Fortschreibungsanlassen.

* Mitteilung von Statusdnderungen
+ Mitteilung von Anderungen am Dokument
* Mitteilung von sonstigen Informationen zu einem Dokument

Die Nachrichten unterscheiden nach der Art der datenaustauschenden Behdrden, also Personalaus-
weisbehorde, Passbehorde oder elD-Karte-Behorde. Aber die Nachrichten sind strukturell gleich und
ermoglichen die Unterscheidung zwischen Ubermittlungsanldssen innerhalb der Nachricht.

111.2.2 Begriffsdefinitionen

In diesem Abschnitt werden in dem Kapitel I1l.2, Fortschreibung verwendete Begriffe beschrieben.
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111.2.2.1 Erfassungsdatum

Das Erfassungsdatum ist das Datum, zu dem eine Fortschreibung im technischen System der jeweiligen
Behorde notiert wird.

[11.2.2.2 Vorfallsdatum

Das Vorfallsdatum ist das Datum, an dem das Ereignis tatsachlich stattgefunden hat. Im Kontext der
Fortschreibung wird dieses Datum z.B. bei Verlust oder Wiederauffinden eines PA-Dokuments verwen-
det.

111.2.3 Ubersicht tiber den Ablauf

In diesem Abschnitt werden die Anlasse beschrieben, die im Kontext der Fortschreibung zu einer Daten-
Ubermittlung fuhren. Dabei werden jeweils die an der Datentbermittiung beteiligten Stellen, die Nach-
richten sowie die Besonderheiten und wichtigen Schliisselwerte der Datenubermittiung benannt.

Je Behordenart sieht die Spezifikation eine Nachricht fiir die Fortschreibung vor. In den Nachrichten
kénnen verschiedene Fortschreibungsanlasse abgebildet werden.

Abbildung 111.2.1. Fortschreibung von PA-Dokumenten

package UseCase| UseCaseFortschreibung ]J

Dokument oder Status
eines Dokumentes
andern

Fortschreibungs-
nachricht
iibermitteln

Ausstellende
PA-Behorde

ortlich zustandige
PA-Behorde

Der Ablauf ist unabhangig vom Fortschreibungsanlass und von der Art der Behorde.

111.2.3.1 Fortschreibungsanlasse

[11.2.3.1.1 Statusdnderungen

Andert eine Behdrde den Status eines Dokumentes, z. B. bei Verlust oder Sicherstellung, wird die Sta-
tusanderung der ausstellenden Behdrde mitgeteilt.

111.2.3.1.2 Anderungen von GroRe, Augenfarbe oder Anschrift

Andert eine Behérde die auf dem Dokument gespeicherten Daten wie die Anschrift, z.B. bei einem
Zuzug, wird die Anderung der ausstellenden Behdrde mitgeteilt.

[11.2.3.1.3 Sonstige Registeranderungen zu einem Dokument

Fihrt eine PA-Behorde z.B. Prifungen zur Passentziehung oder einer Untersagung der Ausreise durch,
ohne dass am Ende der Prifung eine Entziehung oder Untersagung der Ausreise ausgesprochen wird,
teilt die Behorde die Tatsache der Prifung und das Ergebnis der Prifung der ausstellenden Behérde mit.
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111.2.3.2 Rechtsgrundlagen
Die folgenden Tabellen dokumentieren die Daten, die im Kontext der Fortschreibung bedeutsam sind.

Die Tabellen unterscheiden sich nach Passgesetz, Personalausweisgesetz und elD-Karte-Gesetz. Die
Tabellen unterscheiden nicht nach Fortschreibungsanlass.

Tabelle 11.2.1. Datenumfang der Fortschreibung gemaR Passgesetz

Nr. Inhalt Bezug (PassG)

1 Verfahrensbedingte Bearbeitungsvermerke §21. Abs. 2

2 Grofde, Farbe der Augen §21. Abs. 2Nr. 7

3 Gegenwartige Anschrift §21 Abs. 2 Nr. 8

4 Die ortlich zustandige Passbehorde § 21 Abs. 2 Nr. 14a

5 Vermerke Uber Anordnungen nach den §§ 7, 8und |§ 21 Abs. 2 Nr. 15
10

6 Angaben zur Erklarungspflicht des Ausweisinhabers |§ 21 Abs. 2 Nr. 16
nach § 29 des Staatsangehorigkeitsgesetzes

Tabelle 11.2.2. Datenumfang der Fortschreibung gemaR Personalausweisgesetz

Nr. Inhalt Bezug (PAuswG)
1 Verfahrensbedingte Bearbeitungsvermerke § 23 Abs. 3

2 Anschrift § 23 Abs. 3Nr. 8

3 Ortlich zusténdige Personalausweisbehérde § 23 Abs. 3 Nr. 14a
4 Vermerke lber Anordnungen nach § 6 Absatz 7 und Mal3- [§ 23 Abs. 3 Nr. 15

nahmen nach § 6a Absatz 1 bis 3

5 Angaben zur Erklarungspflicht des Ausweisinhabers nach |§ 23 Abs. 3 Nr. 16
§ 29 des Staatsangehorigkeitsgesetzes

Tabelle 111.2.3. Datenumfang der Fortschreibung gemaR elD-Karte-Gesetz

Nr. Inhalt Bezug elD-Karte-Geset-
z(elDKG)
1 Verfahrensbedingte Bearbeitungsvermerke § 19 Abs. 3
Anschrift § 19 Abs. 19 Nr. 6
Ortlich zustéandige elD-Karte-Behérde § 19 Abs. 3 Nr 12

[11.2.4 Der Ablauf im Detail

Prozessbeschreibung
Im Folgenden wird der Prozess zur Fortschreibung von PA-Daten beschrieben. Die Aktivitaten bezie-
hen sich jeweils auf ein einzelnes Dokument. Besitzt eine Person mehrere Dokumente und werden
diese ebenfalls geadndert, wird der Prozess fir jedes Dokument wiederholt.
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activity Prozess-F ioung[ [ Prozess-F i ])

Ausstellende Behorde Ortlich zustindige Behdrde

Behdrde erfahrt von
Fortschreibungsanlass

!

Anderung am
Dokument, am
Status eines
Dokumentes oder
sonstige
Informationen zu
einem Dokument
speichern

l

Ausstellende

ermitteln

:fortschreibung.Aender te.9203
/\ Fortschreibungs-
§ nachricht
Hfor pEees o2 D P erzeugen und
versenden
rtschrei g is.9201
Nachricht
entgegen-
nehmen und
priifen
Dokt it Nein
umen "
il Fehlernachricht ;
identifiziert? - P Fehlernachricht
<> erstellenund | :fortschreibung.Fehler 9299 e evarbeiten
versenden
Ja
Register
fortschreiben

®

Anderung am Dokument, am Status eines Dokumentes oder sonstige Informationen zu einem

Dokument speichern
Die ortlich zustandige PA-Behdrde andert ein vorgelegtes Dokument, den Status des Dokumen-
tes oder speichert sonstige Informationen zu einem Dokument.

Ausstellende Behorde ermitteln
Die ortlich zustandige PA-Behorde ermittelt die ausstellende PA-Behorde des geanderten Doku-
mentes z.B. anhand der Behérdenkennung, welche im Zuge des Mitzugs gespeichert wurde,
bzw. durch die Verwendung der Behordenkennzahl in einem Abruf beim Webservice der Bun-
desdruckerei.

Fortschreibungsnachricht erzeugen und versenden
Die ortlich zustandige PA-Behoérde erzeugt eine Fortschreibungsnachricht und sendet diese an
die ausstellende PA-Behdrde. Jede Behdrdenart verwendet ihre eigene Fortschreibungsnach-
richt.

Nachricht entgegennehmen und priifen
Die ausstellende PA-Behérde nimmt die Nachricht entgegen, prift, ob sie zustandig ist und ob
sie das in der Nachricht angegebene Dokument in ihrem Bestand gespeichert hat.

Register fortschreiben
Die ausstellende PA-Behdrde schreibt in ihnrem Register die Daten zu dem angegebenen Doku-
ment mit den Ubermittelten Informationen fort.
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Fehlernachricht erstellen und versenden
Stellt die Behdrde bei der Entgegennahme der Nachricht fest, dass sie nicht zustandig ist oder
dass sie das angegebene Dokument nicht in ihrem Bestand auffinden kann, erstellt sie eine
Fehlernachricht und sendet diese an die Behorde der Ursprungsnachricht.

Fehlernachricht verarbeiten
Die zustandige Behdrde verarbeitet die Fehlernachricht.

[11.2.5 Datentypen

In diesem Abschnitt werden die flir das Kapitel Ill.2, Fortschreibung relevanten Datentypen beschrieben.

[11.2.5.1 Anschrift

Typ: Anschri ft

Mit diesem Datentyp werden die Daten zur Anschrift fir einen Personalausweis oder eine elD-Karte
abgebildet.

Abbildung lll.2.2. Anschrift

complexType Anschrift

1| hausnummer
type |xima:Meldeanschrift.Hausnummer

1| hausnummerBuchstabeZusatzziffer
type |xima:Meldeanschrift.HausnummerBuchstabeZusatzziffer

1| postleitzahl
type [xima:Meldeanschrift.Postleitzahl

1| strasse
type |xima:Meldeanschrift. Strasse

1| teilnummerDerHausnummer
type | xima:Meldeanschrift. TeilnummerDerHausnummer

1| wohnort
type | xima:Meldeanschrift. Wohnort

1| wohnortFruehererGemeindename
type |xima:Meldeanschrift.WohnortFruehererGemeindename

1| amtlicherGemeindeschluessel
type |xicgvz:Code.GemeindeVZ.AmtIicherGemeindeschIuessel

Kindelemente von Anschri f t

Kindelement Typ Anz. |Ref. Seite

hausnummer Mel deanschri ft. Hausnunmer 0.1

Es sind nur die Ziffern einer Hausnummer anzugeben.
Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt 11.7.1 auf Seite 39).

Die Werte missen dem Muster '[0-9 ]*' entsprechen.

Beschrankungen (XML-Schema-Facetten): maxLength:4
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Kindelemente von Anschri f t

Kindelement Typ Anz. |Ref. Seite

hausnummerBuchstabeZusatzziffer |Mel deanschrift. 0.1
Hausnumrer Buchst abeZusat zzi ff er

Es sind die Buchstaben oder die Zusatzziffern zur Hausnummer gemaf der amtlichen Festlegung der Gemeinde
zur Hausnummer anzugeben.

Beispiel: 124 a, 124 A, 109.5, 135.44, 116/1

Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I.7.1 auf Seite 39).
Die Werte missen dem Muster '[\p{L}0-9./ ]*' entsprechen.

Beschrankungen (XML-Schema-Facetten): maxLength:4

postleitzahl Mel deanschrift. Postl eitzahl ‘0..1 ‘ ‘

Es ist die Postleitzahl anzugeben.

Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I1.7.1 auf Seite 39).
Die Werte miissen dem Muster '[0-9 ]*' entsprechen.

Beschrankungen (XML-Schema-Facetten): maxLength:5

strasse Mel deanschrift. Strasse ‘0..1 ‘ ‘

Es ist die Bezeichnung der StraRe anzugeben. Die Feldlange ist auf 55 Zeichen beschrankt. Bei Uberschreitung
einer Lange von 25 Zeichen darf sinnvoll abgekiirzt werden.

Ist keine Straflenbezeichnung — wohl aber eine Hausnummer — vorhanden, so ist die Zeichenkette ,Hausnummer*
anzugeben. Sind weder Strallenbezeichnung noch Hausnummer vorhanden, so ist die Zeichenkette ,ohne Haus-
nummer” anzugeben.

Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I1.7.1 auf Seite 39).

teilnummerDerHausnummer Mel deanschrift. 0.1
Tei | numrer Der Hausnunmrer

Es sind Teilnummern zur Hausnummer anzugeben.

Beispiel: 16 1/7

Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I1.7.1 auf Seite 39).
wohnort Mel deanschrift. Whnort ‘0..1 ‘ ‘

Es ist die postalische Wohnortsbezeichnung anzugeben.

Die Feldlange ist auf 40 Zeichen beschrankt.
Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I1.7.1 auf Seite 39).

wohnortFruehererGemeindename Mel deanschrift. 0.1
Wohnor t Fr ueher er Genei ndenane

Es ist der friihere Gemeindename anzugeben, der als Stadt- bzw. Ortsteilname dem jetzigen Gemeindenamen
hinzugefiigt werden kann.

Der friihere Gemeindename (jetziger Ortsteil- oder Stadtteilname) ist bei Adressierungen unterhalb des Namens
(oberhalb der StraRenbezeichnung) anzugeben.

Beispiel: Frau
Rita Scholl
Zuffenhausen
Am Stadtpark 12
70123 Stuttgart
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Kindelemente von Anschri ft
Kindelement Typ ‘Anz. ‘Ref. ‘Seite
Die Feldlange ist auf 40 Zeichen beschrankt.
Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I.7.1 auf Seite 39).

amtlicherGemeindeschluessel Code. Genrei ndeVZ. 0.1 11.7.2 39
Ant | i cher Genrei ndeschl uessel

Der amtliche Gemeindeschlussel (AGS).

[11.2.5.1.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9201, 9203, 9501, 9503

[11.2.5.2 AnschriftPass

Typ: Anschri ft Pass
Mit diesem Datentyp wird das Datum zur Anschrift eines Passes abgebildet.

Abbildung 1ll.2.3. AnschriftPass

complexType AnschriftPass

0..1| wohnort
U Tiype [xima:Meldeanschrift. Wohnort
1
1
1
1

1| amtlicherGemeindeschluessel
type |xicgvz:Code.GemeindeVZ.AmtIicherGemeindeschIuessel

Kindelemente von Anschri ft Pass

Kindelement Typ Anz. |Ref. Seite
wohnort Mel deanschri ft. Whnort 0.1

Es ist die postalische Wohnortsbezeichnung anzugeben.

Die Feldlange ist auf 40 Zeichen beschrankt.
Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I1.7.1 auf Seite 39).

amtlicherGemeindeschluessel Code. Genei ndeVZ. 0.1 11.7.2 39
Ant | i cher Genrei ndeschl uessel

Der amtliche Gemeindeschlissel (AGS).

[11.2.5.2.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9202, 9502

111.2.5.3 Sonstigelnformationen

Typ: Sonst i gel nf or mat i onen
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TypeDatentyp zur Ubermittlung von sonstigen Informationen inkl. verfahrensbedingter Bearbeitungsver-
merke.

Abbildung lil.2.4. Sonstigelnformationen

complexType Sonstigelnformationen

) sachverhalt.unformatiert
type |xpassausweis:Administration.Freitext.SachverhaIt.Unformatiert

_1| sachverhalt.formatiert
type |xpassausweis:Administration.Freitext.SachverhaIt.Formatiert

,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,

Kindelemente von Sonst i gel nf or mati onen
Kindelement Typ Anz. |Ref. Seite

sachverhalt.unformatiert Adm ni stration. Freitext. 1 11.5.2.3 |34
Sachverhal t. Unformatiert

Der unformatierte Sachverhalt ist mit diesem Element zu Gbermitteln.

sachverhalt.formatiert Adm ni stration. Freitext. 0.1 1.5.2.2 |34
Sachverhal t. Formati ert

Der formatierte Sachverhalt kann mit diesem Element Gibermittelt werden. Dieses Element ist nur dazu da, zusatz-
lich zur mandatorischen unformatierten auch eine formatierte Ubermittlung des Sachverhalts zu erméglichen. Bei
der Ubermittlung sowohl des unformatierten als auch des formatierten Sachverhalts miissen beide inhalt- Kindele-
mente dieselbe Information Gbermitteln.

[11.2.5.3.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9201, 9202, 9203

111.2.5.4 Statusaenderung

Typ: St at usaender ung

Mit diesem Datentyp werden die Statuséanderungen zu einem Personalausweis, einem Pass oder einer
elD-Karte abgebildet.

Abbildung 111.2.5. Statusaenderung

rcomplexType Statusaenderung

| ) statusDesDokuments
AN type |xpassausweis:Code.Dokumentenstatus

ereignisDatum
type | xida:Tagesdatum

0..1| vorfallsdatum
type | xida:Tagesdatum

10..1|@nhang
type |xpassausweis:Administration.Freitext.SachverhaIt.Formatiert
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Kindelemente von St at usaender ung
Typ Anz. |Ref. Seite
Code. Dokunent enst at us 1 11.2.1.2.4|10

Dieses Element enthalt den Status des Dokuments. Unterschieden wird zwischen entwertet, entwertet und lber-
lassen, verloren, sichergestellt, eingezogen, unglltig, vernichtet, wiedergefunden, ausgehandigt, gestohlen, rekla-
miert und beantragt.

Kindelement

statusDesDokuments

\u.?.z \39

Dieses Element enthalt das Datum der Statusdnderung. Hierbei handelt sich um das Erfassungsdatum, welches
das technische Ereignisdatum darstellt.

ereignisDatum ‘Tages dat um ‘ 1

\o..1 \||.7.2 \39

Dieses Element enthalt das Vorfallsdatum der Statusanderung. Hierbei handelt es sich um das Datum, an dem
sich der Vorfall (nur Verlust und Wiederauffinden) ereignete.

vorfallsdatum ‘Tages dat um

Admi ni stration. Freitext. 0.1 1.5.2.2 |34

Sachverhal t. Formati ert

anhang

Dieses Element enthalt den Anhang zu einem Vorfall (z.B. Verlustmeldung).

[11.2.5.4.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9201, 9202, 9203

[11.2.6 Die Nachrichten

In diesem Abschnitt werden die flr das Kapitel Kapitel Ill.2, Fortschreibung relevanten Nachrichten
beschrieben.

Die folgende Tabelle fasst alle die in diesem Kapitel beschriebenen Nachrichten zusammen.

Alle Nachrichten zu ,,Nachrichten*

Bezeichnung Nr. Beschreibung Dienst Seite
XPA  Fortschrei- {9201 Diese Nachricht enthalt Fortschreibungsda- | xpassausweis2505717|70
bungsnachricht ten zu einem Personalausweis. Es kénnen |Fortschreibung-Asyn
Personalausweis mehrere Datentypen Ubertragen werden.  |chron
XPA  Fortschrei-|{9202 Diese Nachricht enthalt Fortschreibungsda- | xpassausweis2505117|72
bungsnachricht ten zu einem Pass. Es kénnen mehrere|Fortschreibung-Asyn
Pass Datentypen Ubertragen werden. chron
XPA  Fortschrei- {9203 Diese Nachricht enthalt Fortschreibungsda- | xpassausweis2565117|73
bungsnachricht ten zu einer elD-Karte. Es kénnen mehrere | Fortschreibung-Asyn
elD-Karte Datentypen Ubertragen werden. chron
XPA Fehlermittei- | 9299 Mit dieser Nachricht wird der sendenden |xpassausweis2505177|74
lung Behorde mitgeteilt, dass die gesendete |Fortschreibung-Asyn

Nachricht fehlerhaft ist. chron

111.2.6.1 XPA Fortschreibungsnachricht Personalausweis

Nachricht; f or t schr ei bung. Aender ungPer sonal auswei s. 9201

Diese Nachricht enthalt Fortschreibungsdaten zu einem Personalausweis. Es kdnnen mehrere Daten-
typen Ubertragen werden.

Rechtsgrundlagen:
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* Rechtsgrundlagen fiir die Fortschreibung

Abbildung lil.2.6. fortschreibung.AenderungPersonalausweis.9201

[T = m = o o m o T o o o o o e  m m m  —m—————————------- '
'
|
'

element fortschreibung.AenderungPersonalausweis.9201 (anonymous type)
(extension of xpassausweis:Nachricht. G2G)

N\ plausibilisierteSeriennummer
—/ type | xpassausweis:PlausibilisierteSeriennummer

identifikationEreignis
type |xpassausweis:Identifikation.Ereignis

0..1| statusAenderung
type |xpassausweis:Statusaenderung

0..1| anschrift
type | xpassausweis:Anschrift

0..1| sonstigelnformationen
type |xpassausweis:SonstigeInformationen

zustaendigeBehoerde
type |xpassausweis:Behoerde

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . QG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von f ort schr ei bung. Aender ungPer sonal auswei s. 9201

Kindelement Typ Anz. |Ref. Seite

plausibilisierteSeriennummer Pl ausi bi | i si erteSeri ennumer 1 11.3.2.1 |20

Die plausibilisierte Seriennummer setzt sich aus der Seriennummer des Dokuments mit dem auf dem Dokument
vermerkten Geburtsdatum zusammen.

identifikationEreignis I dentifikation. Ereignis \1 \||.3.1.3 ‘18

Dieser Typ enthalt Angaben, die ein Ereignis eindeutig identifizieren und es dem Leser einer Nachricht ermdglichen,
die Reihenfolge von Ereignissen beim Autor nachzuvollziehen.

Sofern dieses Element in einer Nachricht mit mehreren Datensatzen verwendet wird (Sammelnachricht), dient es
der Identifikation des Einzelfalls. Es muss dann entsprechend fir jeden Einzelfall in der Sammelnachricht Gber-
mittelt werden.

statusAenderung ‘St at usaender ung ‘0..1 ‘III.2.5.4 ‘69

Dieses Element enthalt den Status des Personalausweises. Unterschieden wird zwischen entwertet, entwertet und
Uberlassen, verloren, sichergestellt, eingezogen, ungliltig, vernichtet, wiedergefunden, ausgehandigt, gestohlen,
reklamiert und beantragt.

anschrift \Anschri ft \o..1 \|||.2.5.1 \66
Dieses Element enthalt die Anschrift.

sonstigelnformationen ‘Sonst i gel nf ormati onen ‘0..1 ‘III.2.5.3 ‘68

Sonstige Informationen inkl. verfahrensbedingter Bearbeitungsvermerke, die keine der anderen in dieser Nachricht
definierten Registeranderungen betreffen.

zustaendigeBehoerde ‘ Behoer de ‘ 1 ‘ 11.3.2.4 ‘ 22

Dieses Element enthélt die zusténdige Behérde.
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111.2.6.2 XPA Fortschreibungsnachricht Pass

Nachricht: f or t schr ei bung. Aender ungPass. 9202

Diese Nachricht enthalt Fortschreibungsdaten zu einem Pass. Es kdnnen mehrere Datentypen Ubertra-
gen werden.

Rechtsgrundlagen:

* Rechtsgrundlagen fiir die Fortschreibung

Abbildung 111.2.7. fortschreibung.AenderungPass.9202

relement fortschreibung.AenderungPass.9202 (anonymous type)
(extension of xpassausweis:Nachricht.G2G)

| ) plausibilisierteSeriennummer
N type | xpassausweis:PlausibilisierteSeriennummer

identifikationEreignis
type |xpassausweis:Identifikation.Ereignis

0..1| statusAenderung
type |xpassausweis:Statusaenderung

0..1|anschrift
type |xpassausweis:AnschriftPass

0..1|augenfarbe
type | din91379:datatypeC

0..1| groesse
type |xpassausweis:GroesseType

0..1| sonstigelnformationen
type |xpassausweis:Sonstigelnformationen

zustaendigeBehoerde
type |xpassausweis:Behoerde

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . QG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von f ort schr ei bung. Aender ungPass. 9202

Kindelement Typ Anz. |Ref. Seite

plausibilisierteSeriennummer Pl ausi bi | i si ert eSeri ennummer 1 11.3.2.1 |20

Die plausibilisierte Seriennummer setzt sich aus der Seriennummer des Dokuments mit dem auf dem Dokument
vermerkten Geburtsdatum zusammen.

identifikationEreignis I dentifikation. Ereignis \1 \||.3.1.3 ‘18

Dieser Typ enthélt Angaben, die ein Ereignis eindeutig identifizieren und es dem Leser einer Nachricht ermdglichen,
die Reihenfolge von Ereignissen beim Autor nachzuvollziehen.

Sofern dieses Element in einer Nachricht mit mehreren Datenséatzen verwendet wird (Sammelnachricht), dient es
der Identifikation des Einzelfalls. Es muss dann entsprechend fir jeden Einzelfall in der Sammelnachricht Gber-
mittelt werden.
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Kindelemente von f ort schr ei bung. Aender ungPass. 9202

Kindelement Typ Anz. |Ref. Seite

statusAenderung St at usaender ung 0.1 I1.2.5.4 |69

Dieses Element enthalt den Status des Passes. Unterschieden wird zwischen entwertet, entwertet und Giberlassen,
verloren, sichergestellt, eingezogen, ungiiltig, vernichtet, wiedergefunden, ausgehandigt, gestohlen, reklamiert und
beantragt.

anschrift |Anschri ft Pass 0.1 [m252 |68
Dieses Element enthalt die Anschrift.

augenfarbe ‘dat atypeC ‘0..1 ‘ 11.7.1 ‘39
Augenfarbe gemaR "PersonendatenType" aus "TR XhD"

groesse ‘GroesseType ‘0..1 ‘II.3.2.5 ‘22

GroRRe gemal "GroesseType" aus "TR XhD"

sonstigelnformationen ‘Sonst i gel nformati onen ‘0..1 ‘III.2.5.3 ‘68

Sonstige Informationen inkl. verfahrensbedingter Bearbeitungsvermerke, die keine der anderen in dieser Nachricht
definierten Registeranderungen betreffen.

zustaendigeBehoerde ‘ Behoer de ‘ 1 ‘ 11.3.2.4 ‘ 22
Dieses Element enthélt die zusténdige Behérde.

111.2.6.3 XPA Fortschreibungsnachricht elD-Karte

Nachricht; f or t schr ei bung. Aender ungEi dKart e. 9203

Diese Nachricht enthalt Fortschreibungsdaten zu einer elD-Karte. Es kdnnen mehrere Datentypen Uber-
tragen werden.

Rechtsgrundlagen:
» Rechtsgrundlagen fiir die Fortschreibung

Abbildung 1ll.2.8. fortschreibung.AenderungEidKarte.9203

ielement fortschreibung.AenderungEidKarte.9203 (anonymous type)
(extension of xpassausweis:Nachricht.G2G)

N\ plausibilisierteSeriennummer
—/ type | xpassausweis:PlausibilisierteSeriennummer

identifikationEreignis
type |Xpassausweis:Identifikation.Ereignis

0..1| statusAenderung
type |xpassausweis:Statusaenderung

0..1|anschrift
type |xpassausweis:Anschrift

0..1| sonstigelnformationen
type |xpassausweis:Sonstigelnformationen

zustaendigeBehoerde
type |xpassausweis:Behoerde
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Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . QG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von f ort schr ei bung. Aender ungEi dKart e. 9203
Kindelement Typ Anz. |Ref. Seite

plausibilisierteSeriennummer Pl ausi bi |'i si ert eSeri ennurmer 1 11.3.2.1 |20

Die plausibilisierte Seriennummer setzt sich aus der Seriennummer des Dokuments mit dem auf dem Dokument
vermerkten Geburtsdatum zusammen.

identifikationEreignis I dentifikation. Ereignis \1 \||.3.1.3 ‘18

Dieser Typ enthélt Angaben, die ein Ereignis eindeutig identifizieren und es dem Leser einer Nachricht ermdglichen,
die Reihenfolge von Ereignissen beim Autor nachzuvollziehen.

Sofern dieses Element in einer Nachricht mit mehreren Datensatzen verwendet wird (Sammelnachricht), dient es
der Identifikation des Einzelfalls. Es muss dann entsprechend fir jeden Einzelfall in der Sammelnachricht Gber-
mittelt werden.

statusAenderung ‘St at usaender ung ‘0..1 ‘III.2.5.4 ‘69

Dieses Element enthalt den Status der elD-Karte. Unterschieden wird zwischen entwertet, entwertet und tGber-
lassen, verloren, sichergestellt, eingezogen, ungliltig, vernichtet, wiedergefunden, ausgehandigt, gestohlen, rekla-
miert und beantragt.

anschrift ‘Anschri ft \o..1 \|||.2.5.1 ‘66

Dieses Element enthalt die Anschrift.

sonstigelnformationen ‘Sonst i gel nformati onen ‘0..1 ‘III.2.5.3 ‘68

Sonstige Informationen inkl. verfahrensbedingter Bearbeitungsvermerke, die keine der anderen in dieser Nachricht
definierten Registeranderungen betreffen.

zustaendigeBehoerde ‘ Behoer de ‘ 1 ‘ 11.3.2.4 ‘ 22

Dieses Element enthélt die zusténdige Behérde.

111.2.6.4 XPA Fehlermitteilung
Nachricht; f ort schr ei bung. Fehl erm tteil ung. 9299

Mit dieser Nachricht wird der sendenden Behdrde mitgeteilt, dass die gesendete Nachricht fehlerhaft ist.

Rechtsgrundlagen:

» Rechtsgrundlagen fiir die Fortschreibung

Abbildung 111.2.9. fortschreibung.Fehlermitteilung.9299

relement fortschreibung.Fehlermitteilung.9299 (anonymous type)
(extension of xpassausweis:Nachricht.G2G)

N\ status
N type | xpassausweis:Code.Fehlertyp

ursprungsnachricht
type |xpassausweis:Identifikation.Nachricht

1| freitext
type | din91379:datatypeC

Fortschreibung © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final



Seite 75

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . QG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von f ort schr ei bung. Fehl erni ttei | ung. 9299

Kindelement Typ Anz. |Ref. Seite
status Code. Fehl ertyp 1 11.2.1.2.5|11
Dieser Datentyp enthalt den Fehlerstatus zu der gesendeten Nachricht.

ursprungsnachricht ‘I denti fi kation. Nachri cht ‘1 ‘II.3.1.4 ‘19

Mit diesem Element wird die Ursprungsnachricht referenziert, auf die sich die Fehlermitteilung bezieht.
freitext ‘dat atypeC \o..1 \||.7.1 \39
Mit diesem Element kann eine mdéglichst genaue Beschreibung des Fehlers tibermittelt werden.

[11.2.7 Versionshistorie fur 25:6525.11

In diesem Abschnitt wird die Versionshistorie des Kapitels Kapitel Ill.2, Fortschreibung zur jeweiligen
XPassAusweis-Version beschrieben.

Keine Eintré

111.2.7.1 CR-XPA 2024-22 Erweiterung Fortschreibungsnachricht
zustandige Behdrde

Im Kapitel "lll.2 Fortschreibung" wurden die Fortschreibungsnachrichten 9201, 9202 und 9203 um den
Datentyp "zustaendigeBehoerde" erweitert. (siehe Abschnitt 111.2.6.1, ,XPA Fortschreibungsnachricht
Personalausweis* ff)

Einen velistandigevollstandigen Uberblick Uber die Versionshistorie liefert Anhang VII.F, Versionshisto-
rie.
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o0
111.3 Ermachtigung einer

Behorde zur Ausstellung eines - =« o
Dokumentes passhusweis

Hinweis zur Aussetzung der Erméchtigung

Da es zur Zeit keine Moglichkeit fur die potentiell ausstellen-
de PA-Behorde gibt die zustandige PA-Behdrde zu ermitteln,
wird dieses Kapitel ausgesetzt, bis eine Adressierungsmog-
lichkeit geschaffen wurde.

Rechtsgrundlagen fur die Ermachtigung

nach § 19 Abs. 4 PassG, § 8 Abs. 4 PAuswG

[11.3.1 Ausgangssituation und Zielsetzung

Dieses Kapitel beschreibt im Zusammenhang mit der Ausstellung von PA-Dokumenten in Unzustandig-
keit den Prozess und die Nachrichten fiir die elektronische Ubermittlung der Pass-/Ausweisdaten zwi-
schen unzustandiger PA-Behdrde und 6rtlich zustandiger Behdrde.

Liegt ein wichtiger Grund vor (siehe Verwaltungsvorschriften), muss ein Antrag auf Ausstellung eines
PA-Dokuments auch von einer unzustandigen PA-Behdrde bearbeitet werden. Ein PA-Dokument darf
jedoch nur dann von einer unzustandigen PA-Behdrde ausgestellt werden, wenn eine Erméachtigung
der 6rtlich zustandigen PA-Behdrde vorliegt. Die Ermachtigung und die Dokumentendaten werden im
Register der ermachtigten PA-Behorde, die damit auch die ausstellende und aktenfiihrende PA-Behdrde
ist, gespeichert. Die ortlich zustandige PA-Behdrde flihrt den Nachweis tiber PA-Dokumente, fir die sie
eine Ermachtigung erteilt hat und speichert die Dokumentendaten ebenfalls in ihrem Register.

111.3.2 Begriffsdefinitionen
In diesem Abschnitt werden die in dem Kapitel I11.3, Ermé&chtigung einer Behérde zur Ausstellung eines

Dokumentes verwendeten Begriffe beschrieben.

111.3.2.1 Ermachtigung

Die Ermachtigung ist die Ubertragung der Befugnis zur Ausstellung von PA-Dokumenten von der értlich
zustandigen PA-Behdérde an die unzustandige PA-Behdrde.

Ermachtigung einer Behorde zur Ausstellung
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111.3.2.2 Zustandige Behdrde

Zustandige Behorde gemal PassG §19 Abs. 3 bzw. PauswG §8 Abs. 1 ist die Behorde, in deren Bezirk
die antragstellende Person mit Hauptwohnung oder alleiniger Wohnung meldepflichtig bzw. gemeldet ist.

111.3.2.3 Unzustandige Behorde

Unzustandige Behdrde im Rahmen einer Erméachtigung ist die Behdrde, in der die Person nicht gemeldet
bzw. meldepflichtig ist und dort einen Antrag auf ein PA-Dokument stellt (vgl. §19 Abs. 4 PassG bzw.
§8 Abs. 4 PAuswG).

111.3.3 Ubersicht tiber den Ablauf

Die unzustandige PA-Behorde fragt aufgrund eines bei ihr eingegangenen Antrages auf Ausstellung
eines PA-Dokuments eine Ermachtigung bei der ortlich zustdndigen PA-Behérde an und tUbermittelt eine
eindeutige Vorgangs-ID, die in allen folgenden Nachrichten referenziert wird. Die 6rtlich zustandige PA-
Behorde pruft den Antrag auf Erteilung der Erméachtigung. Im Falle einer positiven Prifung erteilt diese
der unzustandigen PA-Behdrde die Ermachtigung zur Ausstellung des PA-Dokuments und Gbermittelt
die Zusage. Die nun erméachtigte PA-Behdrde wird mit Ausstellung des PA-Dokuments ausstellende und
aktenfuhrende PA-Behorde. Nach Ausstellung des PA-Dokuments durch die erméachtigte PA-Behdrde
speichert diese die Dokumentendaten in ihrem Register und Ubermittelt die Daten zum Dokument der
Ortlich zustandigen PA-Behdrde. Die ortlich zustédndige PA-Behoérde speichert die Dokumentendaten in
ihrem Register.
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package UseCase| Ermaechtigung ])

% Ermachtigung
unzustandige w ortlich zustandige

PA-Behorde A PA-Behorde B

Ermachtigung
<<<erteilen

§

Dokumentdaten

ausstellende ibermitteln >>> ortlich zustandige
PA-Behorde A PA-Behorde B

§

Dokumentendaten
Ubermitteln >>>

ortlich zustandige
Meldebehorde

[11.3.4 Der Ablauf im Detail

111.3.4.1 Prozessbeschreibung Ermachtigung

Prozessbeschreibung
Im Folgenden wird der Prozess der Ausstellung eines PA-Dokuments durch eine unzustandige PA-
Behorde beschrieben. Die Aktivitaten beziehen sich jeweils auf ein einzelnes Dokument.
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activity Pr = Pro ])

ige / Erméchtigte / Behérde Ortlich zusténdige Behorde

Behérde erhlt Antrag zur Ausstellung eines
Dokumentes in Erméchtigung aus w ichtigem Grund

(O Frirung ces ‘
Anliegens

Behdrde

" Zustandige ‘
ermitteln

is.0401 |

Erméchtigungs- | :‘:f;;;:eh,:.
anfrage ety nehmen und
erzeugen und Anliegen
versenden priifen
sl e i ass 9402 \ ’

N
°
@

| cer
Erméchtigung erteilen? Ja
Nein ( Erméchtigung )
‘ erteilen und ‘
| " speichern
[Ger 9411
e N N
Antwort N Erméchtigungsantwort
. entgegennehmen | 0 T erzeugen und versenden
8 9412
Erméchtigung erteitt? Nein
Ja %
[ Erteiite )
Ermichtigung ‘
speichern
[ Dokument
ausstellen und
aushandigen
N
> 0421

" Nachricht zu N

- . Dokumentendaten
erzeugen und speichern
versenden
: i 0422 |

VAN

Priifung des Anliegens
Die unzustandige PA-Behorde prift den bei ihr eingegangenen Antrag des Blrgers auf Ausstel-
lung eines PA-Dokuments. Dabei priift die unzustéandige PA-Behdrde, ob Voraussetzungen fir eine
Ermachtigung vorliegen.

Zustandige PA-Behorde ermitteln
Die unzustandige PA-Behorde ermittelt im Zuge der Sachbearbeitung bei Annahme des Anliegens
(wie bei der analogen Bearbeitung) die ortlich zustéandige PA-Behdrde.

Ermachtigungsanfrage erzeugen und versenden
Die unzustandige PA-Behorde erzeugt und versendet eine Ermachtigungsanfrage an die ermittelte
ortlich zustandige PA-Behorde.

Nachricht entgegennehmen und Anliegen priifen
Die ortlich zustandige PA-Behorde nimmt die Nachricht entgegen und prift die Ermachtigungsan-
frage entsprechend der Verwaltungsvorschriften.
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Ermachtigung erteilen und speichern
Erteilt die ortlich zustandige PA-Behorde eine Ermachtigung, dann speichert sie den Nachweis dar-
Uber in ihrem Register.

Ermachtigungsantwort erzeugen und versenden
Die ortlich zustandige PA-Behoérde erzeugt eine Ermachtigungsantwort und versendet diese an die
unzustandige PA-Behdérde. Die Ermachtigungsantwort wird sowohl bei einer erteilten Ermachtigung
als auch bei einer nicht erteilten Ermachtigung erzeugt und an die unzustandige PA-Behoérde ver-
sendet.

Antwort entgegennehmen
Die unzustandige PA-Behdrde nimmt die Ermachtigungsantwort entgegen.

Erteilte Erméachtigung speichern
Hat die ortlich zustéandige PA-Behoérde eine Ermachtigung erteilt, wird diese im Register der nun
ermachtigten PA-Behorde gespeichert.

Dokument ausstellen und aushandigen
Die erméachtigte PA-Behdrde veranlasst die Ausstellung des beantragten PA-Dokuments und han-
digt dieses dem Dokumenteninhaber aus. Sie speichert die Dokumentendaten in ihrer Funktion als
ausstellende und aktenfihrende PA-Behodrde in ihrem Register.

Nachricht zu Dokumentendaten erzeugen und versenden
Die ermachtigte PA-Behorde informiert die ortlich zustandige PA-Behorde iber das ausgegebene
PA-Dokument und Ubermittelt dieser die Daten zum Dokument.

Dokumentendaten speichern
Die ortlich zustandige PA-Behoérde nimmt die Nachricht zur Dokumentenausgabe entgegen, spei-
chert die Dokumentendaten in ihrem Register und informiert die 6rtlich zustandige Meldebehérde.

111.3.5 Datentypen

In diesem Abschnitt werden die fiir das Kapitel 111.3, Erméchtigung einer Behérde zur Ausstellung eines
Dokumentes relevanten Datentypen beschrieben.

111.3.5.1 AnfrageDatenErmaechtigung

Typ: Anf r ageDat enEr maecht i gung

Dieser Datentyp enthalt die Daten, mit denen die ortlich zustandige Behoérde die Ermachtigungsanfrage
und die Zustandigkeit fur eine Person prufen kann.

Abbildung Ill.3.1. AnfrageDatenErmaechtigung

complexType AnfrageDatenErmaechtigung

| ) vornamen
AN type |xian:AIIgemeinerName

familienname

type |xian:AIIgemeinerName

geburtsdatum
type |xida:TeilbekanntesDatumMitUnbekannt
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Kindelemente von Anf r ageDat enEr naecht i gung

Kindelement Typ Anz. |Ref. Seite
vornamen Al | genei ner Name 1 11.7.2 39
Die Vornamen.

familienname ‘AI | gerrei ner Name ‘1 ‘II.7.2 ‘39
Der Familienname.

geburtsdatum ‘Tei | bekannt esDat unM t Unbekannt ‘1 ‘II.7.2 ‘39

Der Tag der Geburt.

[11.3.5.1.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9401, 9402

111.3.5.2 AnschriftErmaechtigung

Typ: Anschri ft Er maecht i gung
Mit diesem Datentyp werden die Daten zur Anschrift fiir einen Personalausweis oder-eine-elD-Karte

abgebildet.

Abbildung lll.3.2. AnschriftErmaechtigung

complexType AnschriftErmaechtigung

0..1

hausnummer

type |xima:Meldeanschrift.Hausnummer

hausnummerBuchstabeZusatzziffer

type |xima:Meldeanschrift.HausnummerBuchstabeZusatzziffer

postleitzahl

type |xima:Meldeanschrift.PostIeitzahI

strasse

type |xima:Meldeanschrift.Strasse

teilnummerDerHausnummer

type |xima:MeIdeanschrift.TeiInummerDerHausnummer

wohnort

type |xima:Meldeanschrift.Wohnort

wohnortFruehererGemeindename

type |xima:Meldeanschrift.WohnortFruehererGemeindename

amtlicherGemeindeschluessel

type |xicgvz:Code.GemeindeVZ.AmtIicherGemeindeschIuessel

Kindelemente von Anschri f t Er maecht i gung

Kindelement Typ Anz. |Ref. Seite
hausnummer Mel deanschri ft . Hausnunmmer 0.1

Es sind nur die Ziffern einer Hausnummer anzugeben.
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Kindelemente von Anschri ft Er maechti gung

Kindelement Typ ‘Anz. ‘Ref. ‘Seite
Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I1.7.1 auf Seite 39).

Die Werte miissen dem Muster '[0-9 ]*' entsprechen.

Beschrankungen (XML-Schema-Facetten): maxLength:4

hausnummerBuchstabeZusatzziffer |Mel deanschrift. 0.1
Hausnumrer Buchst abeZusat zzi ff er

Es sind die Buchstaben oder die Zusatzziffern zur Hausnummer gemaf der amtlichen Festlegung der Gemeinde
zur Hausnummer anzugeben.

Beispiel: 124 a, 124 A, 109.5, 135.44, 116/1

Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I.7.1 auf Seite 39).
Die Werte miissen dem Muster '[\p{L}0-9./ J*' entsprechen.

Beschrankungen (XML-Schema-Facetten): maxLength:4

postleitzahl Mel deanschri ft. Postl eitzahl ‘0..1 ‘ ‘

Es ist die Postleitzahl anzugeben.

Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I.7.1 auf Seite 39).
Die Werte miissen dem Muster '[0-9 ]*' entsprechen.

Beschrankungen (XML-Schema-Facetten): maxLength:5

strasse Mel deanschrift. Strasse ‘0..1 ‘ ‘

Es ist die Bezeichnung der StraRRe anzugeben. Die Feldlange ist auf 55 Zeichen beschrankt. Bei Uberschreitung
einer Lange von 25 Zeichen darf sinnvoll abgekiirzt werden.

Ist keine Straflenbezeichnung — wohl aber eine Hausnummer — vorhanden, so ist die Zeichenkette ,Hausnummer*
anzugeben. Sind weder Strallenbezeichnung noch Hausnummer vorhanden, so ist die Zeichenkette ,ohne Haus-
nummer® anzugeben.

Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I1.7.1 auf Seite 39).

teilnummerDerHausnummer Mel deanschrift. 0.1
Tei | nummrer Der Hausnumrer

Es sind Teilnummern zur Hausnummer anzugeben.

Beispiel: 16 1/7

Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I.7.1 auf Seite 39).
wohnort Mel deanschrift. Whnort ‘0..1 ‘ ‘

Es ist die postalische Wohnortsbezeichnung anzugeben.

Die Feldlange ist auf 40 Zeichen beschrankt.
Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I.7.1 auf Seite 39).

wohnortFruehererGemeindename Mel deanschrift. 0.1
Wohnor t Frueher er Genei ndenane

Es ist der frihere Gemeindename anzugeben, der als Stadt- bzw. Ortsteilname dem jetzigen Gemeindenamen
hinzugefiigt werden kann.

Der friihere Gemeindename (jetziger Ortsteil- oder Stadtteilname) ist bei Adressierungen unterhalb des Namens
(oberhalb der StralBenbezeichnung) anzugeben.

Beispiel: Frau
Rita Scholl

Zuffenhausen
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Kindelemente von Anschri ft Er maechti gung

Kindelement Typ ‘Anz. ‘Ref. ‘Seite
Am Stadtpark 12

70123 Stuttgart

Die Feldlange ist auf 40 Zeichen beschrankt.
Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I.7.1 auf Seite 39).

amtlicherGemeindeschluessel Code. Genei ndeVZ. 0.1 11.7.2 39
Ant | i cher Genei ndeschl uessel

Der amtliche Gemeindeschlussel (AGS).

[11.3.5.2.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9401, 9402, 9411, 9412, 9421

111.3.5.3 AnschriftPassErmaechtigung

Typ: Anschri ft PassEr maecht i gung
Mit diesem Datentyp wird das Datum zur Anschrift eines Passes abgebildet.

Abbildung 1Il.3.3. AnschriftPassErmaechtigung

complexType AnschriftPassErmaechtigung

0..1| wohnort
T iype [xima:Meldeanschrift. Wohnort
1
1
1
1

1|amtlicherGemeindeschluessel
type |xicgvz:Code.GemeindeVZ.AmtIicherGemeindeschIuessel

Kindelemente von Anschri f t PassEr maecht i gung

Kindelement Typ Anz. |Ref. Seite
wohnort Mel deanschri ft. Whnort 0.1

Es ist die postalische Wohnortsbezeichnung anzugeben.

Die Feldlange ist auf 40 Zeichen beschrankt.
Der Typ dieses Elements ist eine Einschrankung des Basistyps dat at ypeC (siehe Abschnitt I1.7.1 auf Seite 39).

amtlicherGemeindeschluessel Code. Genei ndeVZ. 0.1 11.7.2 39
Ant | i cher Genrei ndeschl uessel

Der amtliche Gemeindeschlissel (AGS).

[11.3.5.3.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gibermittelt werden: 9422

Ermachtigung einer Behorde zur Ausstellung
eines Dokumentes © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final



Seite 84

111.3.5.4 AntwortDatenErmaechtigung

Typ: Ant wor t Dat enEr maecht i gung

Dieser Datentyp enthalt die Daten, mit denen die 6rtlich zustandige PA-Behdrde auf eine Ermachtiungs-
anfrage antwortet.

Abbildung 1ll.3.4. AntwortDatenErmaechtigung

rcomplexType AntwortDatenErmaechtigung

N\ vornamen
N type | xian:AllgemeinerName

familienname
type |xian:AIIgemeinerName

geburtsdatum
type |xida:TeiIbekanntesDatumMitUnbekannt

ortdergeburt
type | din91379:datatypeC

Kindelemente von Ant wor t Dat enEr naecht i gung

Kindelement Typ Anz. |Ref. Seite
vornamen Al | genei ner Name 1 11.7.2 39
Die Vornamen.

familienname ‘AI | gerei ner Narre ‘1 ‘II.7.2 ‘39
Der Familienname.

geburtsdatum ‘Tei | bekannt esDat unM t Unbekannt ‘1 ‘II.7.2 ‘39
Der Tag der Geburt.

ortdergeburt ‘dat atypeC \1 \ 11.7.1 \39
Der Ort der Geburt.

[11.3.5.4.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten tibermittelt werden: 9411, 9412

111.3.5.5 DatenPassErmaechtigung

Typ: Dat enPassEr maecht i gung

Hier sind die Daten anzugeben, die im Passregister zum Dokument gespeichert sind.
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Abbildung 111.3.5. DatenPassErmaechtigung

N\ familienname
N type [din91379:datatypeC

0..1| 9eburtsname
type [din91379:datatypeC

vornamen
type [din91379:datatypeC

artDesDokuments
type |xpassausweis:Code.Passtypen

statusDesDokuments
type |xpassausweis:Code.Dokumentenstatus

tagDerAusstellung
type [ xida:Tagesdatum

letzterTagDerGueltigkeitsdauer
type [ xida: Tagesdatum

ausstellendeBehoerde
type |xpassausweis:Behoerde

Kindelemente von Dat enPassEr naechti gung

Kindelement Typ Anz. |Ref. Seite

familienname dat at ypeC 1 1.7.1 39

Der Familienname gemaf PassG.
geburtsname ‘dat atypeC \o..1 \ 11.7.1 \39
Der Geburtsname gemal PassG.

vornamen ‘dat atypeC ‘1 ‘ 1.7.1 ‘39

Die Vornamen gemaf PassG.
artDesDokuments ‘Oode. Passt ypen \1 \||.2.1.2.3 \ 10

Mit diesem Element wird der Passtyp Gbermittelt.

statusDesDokuments ‘Oode. Dokunent enst at us \1 \||.2.1.2.4 \ 10

Dieses Element enthalt den Status des Passes. Unterschieden wird zwischen entwertet, entwertet und Giberlassen,
verloren, sichergestellt, eingezogen, ungiiltig, vernichtet, wiedergefunden, ausgehandigt, gestohlen, reklamiert und
beantragt.

tagDerAusstellung ‘Tages dat um ‘ 1 ‘ 11.7.2 ‘39
Dieses Element enthalt den Tag der Ausstellung des Passes.

letzterTagDerGueltigkeitsdauer ‘ Tagesdat um ‘ 1 ‘ 11.7.2 ‘ 39
Mit diesem Element wird der letzte Tag der Gliltigkeitsdauer des Passes Ubermittelt.
ausstellendeBehoerde | Behoer de 1 1324 |22
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Kindelemente von Dat enPassEr naecht i gung

Kindelement Typ

‘Anz. \ Ref.

‘ Seite

Dieses Element enthalt die ausstellende Behorde. Die ausstellende Behdrde ist die auf dem Dokument angege-

bene Passbehorde.

[11.3.5.5.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9422

111.3.5.6 DatenPersonalausweisErmaechtigung

Typ: Dat enPer sonal auswei sEr naecht i gung

Hier sind die Daten anzugeben, die im Personalausweisregister zum Dokument gespeichert sind.

Abbildung 1I1.3.6. DatenPersonalausweisErmaechtigung

complexType DatenPersonalausweisErmaechtigung

: ) familienname
AN type | din91379:datatypeC

0..1| geburtsname
type | din91379:datatypeC

vornamen
type | din91379:datatypeC

artDesDokuments

type |xpassausweis:Code.Ausweistypen

statusDesDokuments

type |xpassausweis:Code.Dokumentenstatus

tagDerAusstellung
type |xida:Tagesdatum

0..1| sperrkennwort
type | din91379:datatypeC

01| sperrsumme
type | din91379:datatypeC

gueltigkeitsdatum
type |xida:Tagesdatum

ausstellendeBehoerde

type |xpassausweis:Behoerde

Kindelemente von Dat enPer sonal auswei sEr naecht i gung

Kindelement Typ Anz. |Ref. Seite
familienname dat at ypeC 1 11.7.1 39
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Kindelemente von Dat enPer sonal auswei sEr naecht i gung

Kindelement ‘ Typ ‘ Anz. ‘ Ref. ‘ Seite
Der Familienname gemanR PAuswG.

geburtsname ‘dat atypeC \o..1 \ 11.7.1 \39

Der Geburtsname geman PAuswG.

vornamen ‘dat atypeC ‘1 ‘ 1.7.1 ‘39

Die Vornamen gemaf PAuswG.

artDesDokuments ‘Oode. Auswei st ypen \1 \||.2.1.2.2 \ 10

Mit diesem Element wird der Personalausweistyp Ubermittelt.-Unterschieden-wird-zwischen"IDD"fir-den-Perso-
statusDesDokuments | Code. Dokunrent enst at us 1 112.12.4]10

Dieses Element enthalt den Status des Personalausweises. Unterschieden wird zwischen entwertet, entwertet und
Uberlassen, verloren, sichergestellt, eingezogen, ungliltig, vernichtet, wiedergefunden, ausgehandigt, gestohlen,
reklamiert und beantragt.

tagDerAusstellung ‘Tagesdat um ‘1 ‘II.7.2 ‘39

Dieses Element enthalt den Tag der Ausstellung des Personalausweises.

sperrkennwort ‘dat atypeC ‘0..1 ‘ 1.7.1 ‘39

Mit diesem Element wird das Sperrkennwort Gbermittelt. Das Sperrkennwort ist eine Zeichenfolge, die der Sperrung
des elektronischen Identitatsnachweises dient.

sperrsumme ‘dat atypeC ‘0..1 ‘ 11.7.1 ‘39

Mit diesem Element wird die Sperrsumme Ubermittelt. Die Sperrsumme ist ein eindeutiges Merkmal, das aus dem
Sperrkennwort, dem Familiennamen, den Vornamen und dem Tag der Geburt eines Ausweisinhabers errechnet
wird. Es dient der Ubermittlung einer Sperrung vom Sperrnotruf oder einer Personalausweisbehdrde an den Sperr-
listenbetreiber. Mithilfe der Sperrsumme ermittelt der Sperrlistenbetreiber anhand der Referenzliste den Sperr-
schllssel eines zu sperrenden elektronischen Identitatsnachweises.

gueltigkeitsdatum ‘Tages dat um ‘ 1 ‘ 11.7.2 ‘39

Mit diesem Element wird der letzte Tag der Giiltigkeitsdauer des Personalausweises Gbermittelt.
ausstellendeBehoerde |Behoer de 1 1324 |22

Dieses Element enthalt die ausstellende Behorde. Die ausstellende Behorde ist die auf dem Dokument angege-
bene Personalausweisbehdrde.

[11.3.5.6.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gibermittelt werden: 9421

111.3.5.7 ErmaechtigungErteilt

Typ: Er maechti gungErteilt

Basistyp fur die Erteilung einer Ermachtigung
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Abbildung 111.3.7. ErmaechtigungErteilt

rcomplexType ErmaechtigungErteilt

N\ antwortDaten
N\ type [ xpassausweis:AntwortDatenErmaechtigung

anschrift
type |xpassausweis:AnschriftErmaechtigung

behoerde
type |xpassausweis:Behoerde

Kindelemente von Er maecht i gungErteil t
Kindelement Typ Anz. |Ref. Seite
antwortDaten Ant wor t Dat enEr naecht i gung 1 I11.3.5.4 |84

Dieser Typ enthalt Angaben, ob eine Ermachtigung zur Ausstellung eines Passes erteilt wurde.
anschrift ‘Anschri ft Er maechti gung ‘1 ‘III.3.5.2 ‘81

Mit diesem Datentyp werden die Daten zum Wohnort abgebildet, die bei der 6rtlich zustandigen Meldebehdrde
zu ermitteln sind.

behoerde \Behoer de \1 \||.3.2.4 \22

Dieses Element Gbermittelt Daten einer Behorde.

[11.3.5.7.1 Nutzung des Datentyps

Von diesem Typ leiten ab: ErmaechtigungErteiltPass, ErmaechtigungErteiltPersonalausweis

111.3.5.8 ErmaechtigungErteiltPass

Typ: Er maechti gungErteil t Pass
Datentyp fur die Erteilung der Ermachtigung zu einem Pass.

Abbildung 111.3.8. ErmaechtigungErteiltPass

rcomplexType ErmaechtigungErteiltPass
1 (extension of xpassausweis:ErmaechtigungErteilt)

N\ artDesDokuments
N\ type | xpassausweis:Code.Passtypen

Dieser Typ ist eine Erweiterung des Basistyps Er maecht i gungErtei |l t (siehe Abschnitt 111.3.5.7 auf
Seite 87).

Kindelement von Er naecht i gungErteil t Pass
Kindelement Typ Anz. |Ref. Seite
artDesDokuments Code. Passt ypen 1 11.2.1.2.3|10

Mit diesem Element wird der Passtyp Ubermittelt.
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[11.3.5.8.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9412

111.3.5.9 ErmaechtigungErteiltPersonalausweis

Typ: Er maecht i gungErt ei | t Per sonal auswei s
Datentyp fir die Erteilung der Ermachtigung zu einem Personalausweis.

Abbildung 111.3.9. ErmaechtigungErteiltPersonalausweis

complexType ErmaechtigungErteiltPersonalausweis !
 (extension of xpassausweis:ErmaechtigungErteilt)

-
'
|
'

| ) artDesDokuments
N type |xpassausweis:Code.Ausweistypen

,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,

Dieser Typ ist eine Erweiterung des Basistyps Er maechti gungErtei |l t (siehe Abschnitt 111.3.5.7 auf
Seite 87).

Kindelement von Er maecht i gungErt ei | t Per sonal auswei s

Kindelement Typ Anz. |Ref. Seite
artDesDokuments Code. Auswei st ypen 1 11.2.1.2.210
Mit diesem Element wird der Personalausweistyp Ubermittelt.-Unterschieden-wird-zwischen"IDD"-fiir- den-Perso-

[11.3.5.9.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gibermittelt werden: 9411

111.3.5.10 SonstigelnformationenErmaechtigung

Typ: Sonst i gel nf or mat i onenEr maecht i gung

TypeDatentyp zur Ubermittlung von sonstigen Informationen inkl. verfahrensbedingter Bearbeitungsver-
merke.

Abbildung Il.3.10. SonstigelnformationenErmaechtigung

complexType SonstigelnformationenErmaechtigung

) sachverhalt.unformatiert
% type |xpassausweis:Administration.Freitext.SachverhaIt.Unformatiert

10..1| sachverhalt.formatiert
type |xpassausweis:Administration.Freitext.SachverhaIt.Formatiert

,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,
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Kindelemente von Sonst i gel nf or mat i onenEr naecht i gung

Kindelement Typ Anz. |Ref. Seite

sachverhalt.unformatiert Adm ni stration. Freitext. 1 11.5.2.3 |34
Sachverhal t. Unformatiert

Der unformatierte Sachverhalt ist mit diesem Element zu Gbermitteln.

sachverhalt.formatiert Adm ni stration. Freitext. 0.1 1.5.2.2 |34
Sachverhalt. Formatiert

Der formatierte Sachverhalt kann mit diesem Element Gbermittelt werden. Dieses Element ist nur dazu da, zusatz-
lich zur mandatorischen unformatierten auch eine formatierte Ubermittlung des Sachverhalts zu erméglichen. Bei
der Ubermittlung sowohl des unformatierten als auch des formatierten Sachverhalts miissen beide inhalt- Kindele-
mente dieselbe Information Gbermitteln.

[11.3.5.10.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9411, 9412

[11.3.6 Nachrichten

Die folgende Tabelle fasst alle Nachrichten zur Ermachtigung zusammen.

Alle Nachrichten zu ,,Nachrichten “

Bezeichnung Nr. Beschreibung Dienst Seite
XPA  Erméchti- {9401 Mit dieser Nachricht fragt die unzustandige | xpassausweis2505717|91
gung Anfrage Per- PA-Behdrde bei der ortlich zustandigen PA-| Ermaechtigung-Asyn
sonalausweis Behdrde eine Erméchtigung zur Ausstellung | chron

eines Personalausweises an.
XPA  Ermachti- {9402 Mit dieser Nachricht fragt die unzustandige | xpassausweis2565717|91
gung Anfrage PA-Behdrde bei der 6rtlich zustandigen PA-| Ermaechtigung-Asyn
Pass Behorde eine Ermachtigung zur Ausstellung | chron

eines Passes an.
XPA Ermachti-| 9411 Mit dieser Nachricht teilt die ortlich zustan-|xpassausweis250577|92
gung Antwort Per- dige PA-Behdérde der unzustandigen PA-|Ermaechtigung-Asyn
sonalausweis Behorde mit, ob die Erméachtigung zur|chron

Ausstellung eines Personalausweises erteilt

wurde.
XPA Ermach-|9412 Mit dieser Nachricht teilt die ortlich zustan-|xpassausweis250577|93
tigung Antwort dige PA-Behorde der unzustandigen PA-|Ermaechtigung-Asyn
Pass Behdrde mit, ob die Ermachtigung zur Aus-|chron

stellung eines Passes erteilt wurde.
XPA  Erméchti- {9421 Mit dieser Nachricht teilt die erméachtigte PA- | xpassausweis250571|94
gung Dokumen- Behdrde der ortlich zustédndigen PA-Behdr-| Ermaechtigung-Asyn
tendaten Perso- de die Daten zum ausgestellten Personal-|chron
nalausweis ausweis mit und informiert Gber die Aushan-

digung des Dokuments.
XPA  Ermachti-|9422 Mit dieser Nachricht teilt die erméachtigte PA- | xpassausweis2565717|95
gung Dokumen- Behorde der ortlich zustdndigen PA-Behor- | Ermaechtigung-Asyn
tendaten Pass de die Daten zum ausgestellten Pass mit|chron

und informiert Uber die Aushandigung des

Dokuments.
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111.3.6.1 XPA Ermachtigung Anfrage Personalausweis

Nachricht; er maecht i gung. anf r agePer sonal auswei s. 9401

Mit dieser Nachricht fragt die unzustandige PA-Behorde bei der ortlich zustandigen PA-Behdrde eine
Ermachtigung zur Ausstellung eines Personalausweises an.

Rechtsgrundlagen:

* §19 Abs. 4 PassG, §8 Abs. 4 PAuswG

Abbildung 111.3.11. ermaechtigung.anfragePersonalausweis.9401

element ermaechtigung.anfragePersonalausweis.9401 (anonymous type)
(extension of xpassausweis:Nachricht. G2G)

N\ anfrageDaten
—/ type [ xpassausweis:AnfrageDatenErmaechtigung

0.1 anschrift
type |xpassausweis:AnschriftErmaechtigung

artDesDokuments
type |xpassausweis:Code.Ausweistypen

vorgangsldErmaechtigung
type [ din91379:datatypeC

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . QG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von er maecht i gung. anf r agePer sonal auswei s. 9401

Kindelement Typ Anz. |Ref. Seite
anfrageDaten Anf r ageDat enEr maecht i gung 1 111.3.5.1 |80

Dieser Typ enthalt Angaben zur Anfrage einer Ermachtigung auf Ausstellung eines Personalausweises.
anschrift ‘Anschri f t Er maecht i gung \o..1 \|||.3.5.2 ‘81

Mit diesem Datentyp werden die Daten zur Anschrift abgebildet. Sie dienen der Identifikation durch die Sachbear-
beitung und sind optional.

artDesDokuments ‘Oode. Auswei st ypen \1 \||.2.1.2.2 \ 10
Mit diesem Element wird der Personalausweistyp Ubermittelt.-Unterschieden-wird-zwischen"IDD"-fiir- den-Perso-
vorgangsldErmaechtigung ‘dat atypeC ‘ 1 ‘ 1.7.1 ‘39

Ein eindeutiges Merkmal zur Identifikation im Laufe der weiteren Kommunikation. Dieses ist mit der Anfrage initial
zu vergeben. Hierflr gibt es keine Formatvorgaben.

111.3.6.2 XPA Ermachtigung Anfrage Pass

Nachricht; er maecht i gung. anf r agePass. 9402
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Mit dieser Nachricht fragt die unzustandige PA-Behorde bei der ortlich zustandigen PA-Behorde eine
Ermachtigung zur Ausstellung eines Passes an.

Rechtsgrundlagen:
* §19 Abs. 4 PassG, §8 Abs. 4 PAuswG

Abbildung Il.3.12. ermaechtigung.anfragePass.9402

relement ermaechtigung.anfragePass.9402 (anonymous type)
(extension of xpassausweis:Nachricht. G2G)

N\ anfrageDaten
—/ type | xpassausweis:AnfrageDatenErmaechtigung

0..1| anschrift
type |xpassausweis:AnschriftErmaechtigung

artDesDokuments
type |xpassausweis:Code.Passtypen

vorgangsldErmaechtigung
type [din91379:datatypeC

Diese Nachricht ist eine Erweiterung des Basistyps Nachr i cht . @G (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von er maecht i gung. anfr agePass. 9402

Kindelement Typ Anz. |Ref. Seite
anfrageDaten Anf r ageDat enEr maecht i gung 1 111.3.5.1 |80
Dieser Typ enthalt Angaben zur Anfrage einer Ermachtigung auf Ausstellung eines Passes.

anschrift ‘Anschri ft Er maechti gung ‘0..1 ‘III.3.5.2 ‘81

Mit diesem Datentyp werden die Daten zur Anschrift abgebildet. Sie dienen der Identifikation durch die Sachbear-
beitung und sind optional.

artDesDokuments ‘Oode. Passt ypen ‘1 ‘II.2.1.2.3 ‘ 10

Mit diesem Element wird der Passtyp Ubermittelt.

vorgangsldErmaechtigung ‘dat atypeC ‘ 1 ‘ I.7.1 ‘39

Ein eindeutiges Merkmal zur Identifikation im Laufe der weiteren Kommunikation. Dieses ist mit der Anfrage initial
zu vergeben. Hierflr gibt es keine Formatvorgaben.

111.3.6.3 XPA Ermachtigung Antwort Personalausweis

Nachricht; er maecht i gung. ant wor t Per sonal auswei s. 9411

Mit dieser Nachricht teilt die 6rtlich zustandige PA-Behorde der unzustédndigen PA-Behdrde mit, ob die
Ermachtigung zur Ausstellung eines Personalausweises erteilt wurde.

Rechtsgrundlagen:

* §19 Abs. 4 PassG, §8 Abs. 4 PAuswG
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Abbildung 111.3.13. ermaechtigung.antwortPersonalausweis.9411

relement ermaechtigung.antwortPersonalausweis.9411 (anonymous type)
1 (extension of xpassausweis:Nachricht. G2G)

: ) antwortPersonalausweis o ablehnung
NG type | N4 type [ xs:boolean

ermaechtigungErteilt
type |xpassausweis:ErmaechtigungErteiItPersonaIausweis

0..1| sonstigelnformationen
type |xpassausweis:SonstigeInformationenErmaechtigung

vorgangsldErmaechtigung
type [din91379:datatypeC

ursprungsnachricht
type |xpassausweis:Identifikation.Nachricht

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . QG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von er maecht i gung. ant wor t Per sonal auswei s. 9411

Kindelement Typ Anz. |Ref. Seite

antwortPersonalausweis 1

Mit diesem Datentyp wird das Ergebnis der Ermachtigungsanfrage Ubermittelt.

[C1/2] ablehnung xs: bool ean ‘1 ‘ ‘

Dieses Feld istimmer "True" und wird im Falle einer Ablehnung der Ermachtigungsanfrage gesendet.

[C2/2] ermaechtigungErteilt Er maechti gungErteil t Per sonal aus- |1 111.3.5.9 |89
wei s

Dieser Typ enthalt Angaben zu der erteilten Ermachtigung zur Ausstellung eines Personalausweises.

sonstigelnformationen Sonsti gel nf or mat i onenEr maechti - 0.1 11.3.5.10|89
gung
Mit diesem Datentyp werden zuséatzliche Angaben zu der Antwort Gbermittelt. Im Falle einer Ablehnung ist dieses
Feld mandatorisch.

vorgangsldErmaechtigung ‘dat atypeC ‘ 1 ‘ 11.7.1 ‘39

Ein eindeutiges Merkmal zur Identifikation. Es ist die Vorgangs-Id aus der Anfrage zu verwenden.
ursprungsnachricht ‘I denti fikation. Nachri cht \1 \||.3.1.4 \19

Mit diesem Element wird die Ursprungsnachricht vom Typ 9401 referenziert.

111.3.6.4 XPA Ermachtigung Antwort Pass

Nachricht: er maecht i gung. ant wor t Pass. 9412

Mit dieser Nachricht teilt die rtlich zustandige PA-Behorde der unzustédndigen PA-Behdrde mit, ob die
Ermachtigung zur Ausstellung eines Passes erteilt wurde.

Rechtsgrundlagen:
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* §19 Abs. 4 PassG, §8 Abs. 4 PAuswG

Abbildung lll.3.14. ermaechtigung.antwortPass.9412

relement ermaechtigung.antwortPass.9412 (anonymous type)
(extension of xpassausweis:Nachricht. G2G)

) antwortPass @\ ablehnung
AN type | N4 type [xs:boolean

ermaechtigungErteilt
type |xpassausweis:ErmaechtigungErteiltPass

0..1| sonstigelnformationen
type |xpassausweis:SonstigeInformationenErmaechtigung

vorgangsldErmaechtigung
type [ din91379:datatypeC

ursprungsnachricht
type |xpassausweis:Identifikation.Nachricht

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . @G (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von er maecht i gung. ant wor t Pass. 9412
Kindelement Typ Anz. |Ref. Seite

antwortPass 1

Mit diesem Datentyp wird das Ergebnis der Ermachtigungsanfrage tUbermittelt.

[C1/2] ablehnung ‘xs: bool ean ‘1 ‘ ‘
Dieses Feld ist immer "True" und wird im Falle einer Ablehnung der Ermachtigungsanfrage gesendet.
[C2/2] ermaechtigungErteilt ‘Er maechti gungErteil t Pass ‘1 ‘III.3.5.8 ‘88
Dieser Typ enthalt Angaben zu der erteilten Ermachtigung zur Ausstellung eines Passes.
sonstigelnformationen Sonsti gel nf or mat i onenEr maecht i - 0.1 11.3.5.10|89
gung

Mit diesem Datentyp werden zusétzliche Angaben zu der Antwort Gbermittelt. Im Falle einer Ablehnung ist dieses
Feld mandatorisch.

vorgangsldErmaechtigung ‘dat atypeC ‘ 1 ‘ 11.7.1 ‘39
Ein eindeutiges Merkmal zur Identifikation. Es ist die Vorgangs-Id aus der Anfrage zu verwenden.
ursprungsnachricht \| denti fikation. Nachri cht \1 \||.3.1.4 \19

Mit diesem Element wird die Ursprungsnachricht vom Typ 9402 referenziert.

111.3.6.5 XPA Ermachtigung Dokumentendaten Personalausweis

Nachricht; er mraecht i gung. dokunent endat enPer sonal auswei s. 9421

Mit dieser Nachricht teilt die ermachtigte PA-Behdrde der ortlich zustdndigen PA-Behorde die Daten zum
ausgestellten Personalausweis mit und informiert Giber die Aushandigung des Dokuments.

Ermachtigung einer Behorde zur Ausstellung
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Rechtsgrundlagen:

* §11 Abs. 6 PAuswG i.V.m. §23 Abs. 6 PAuswG

Abbildung 1ll.3.15. ermaechtigung.dokumentendatenPersonalausweis.9421

relement ermaechtigung.dokumentendatenPersonalausweis.9421 (anonymous type)
(extension of xpassausweis:Nachricht. G2G)

| ) seriennummer
AN type | xpassausweis:String. Seriennummer

datenPersonalausweis
type |xpassausweis:DatenPersonalausweisErmaechtigung

0..1| anschrift
type |xpassausweis:AnschriftErmaechtigung

vorgangsldErmaechtigung
type [din91379:datatypeC

Diese Nachricht ist eine Erweiterung des Basistyps Nachr i cht . GG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von er maecht i gung. dokunent endat enPer sonal auswei s. 9421
Kindelement Typ Anz. |Ref. Seite
seriennummer String. Seri ennunmer 1 11.3.2.2 |21

Mit diesem Typ wird die Seriennummer eines Dokumentes abgebildet. Erlaubt sind 10 Zeichen. Fiir zentral aus-
gestellte Dokumente der Bundesdruckerei sind ausschlieRlich die Buchstaben C, F, G, H, J,K,L, M,N,P, R, T, V,
W, X, Y, Zund die Ziffern 0, 1, 2, 3, 4, 5, 6, 7, 8, 9 erlaubt. Fir Kinderreisepass, vorlaufigen Reisepass, vorlaufigen
Dienstpass, vorlaufigen Diplomatenpass, vorlaufigen Personalausweis und beim Ersatz-Personalausweis wird die
Seriennummer aus einem Buchstaben, gefolgt von einem Leerzeichen und einer achtstelligen Zahl gebildet. Beide
Varianten enthalten an der letzten Stelle eine Prufziffer.

datenPersonalausweis ‘Dat enPer sonal auswei sEr naecht i gung ‘1 ‘III.3.5.6 ‘86

Hier sind die Daten anzugeben, die im Personalausweisregister zum Dokument gespeichert sind.
anschrift ‘Anschr i ft Er maechti gung \o..1 \|||.3.5.2 ‘81

Mit diesem Datentyp werden die Daten zur Anschrift fiir einen Personalausweis abgebildet.

vorgangsldErmaechtigung ‘dat atypeC ‘ 1 ‘ 1.7.1 ‘39
Ein eindeutiges Merkmal zur Identifikation. Es ist die Vorgangs-Id aus der Anfrage zu verwenden.

111.3.6.6 XPA Erméachtigung Dokumentendaten Pass

Nachricht: er maecht i gung. dokunent endat enPass. 9422

Mit dieser Nachricht teilt die erméachtigte PA-Behodrde der 6rtlich zustandigen PA-Behoérde die Daten zum
ausgestellten Pass mit und informiert Gber die Aushandigung des Dokuments.

Rechtsgrundlagen:

* §22 Abs. 6 PassG i.V.m. §21 Abs. 6 PassG
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Abbildung 111.3.16. ermaechtigung.dokumentendatenPass.9422

relement ermaechtigung.dokumentendatenPass.9422 (anonymous type)
(extension of xpassausweis:Nachricht.G2G)

N\ seriennummer
—/ type | xpassausweis:String.Seriennummer
datenPass

type |xpassausweis:DatenPassErmaechtigung

0..1|anschriftPass
type |xpassausweis:AnschriftPassErmaechtigung

vorgangsldErmaechtigung
type | din91379:datatypeC

Diese Nachricht ist eine Erweiterung des Basistyps Nachr i cht . QG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von er maecht i gung. dokunent endat enPass. 9422
Kindelement Typ Anz. |Ref. Seite

seriennummer String. Seri ennunmmer 1 11.3.2.2 |21

Mit diesem Typ wird die Seriennummer eines Dokumentes abgebildet. Erlaubt sind 10 Zeichen. Fir zentral aus-
gestellte Dokumente der Bundesdruckerei sind ausschlieRlich die Buchstaben C, F, G, H, J, K,L, M, N, P, R, T, V,
W, X,Y, Zund die Ziffern 0, 1, 2, 3, 4, 5, 6, 7, 8, 9 erlaubt. Fir Kinderreisepass, vorlaufigen Reisepass, vorlaufigen
Dienstpass, vorlaufigen Diplomatenpass, vorlaufigen Personalausweis und beim Ersatz-Personalausweis wird die
Seriennummer aus einem Buchstaben, gefolgt von einem Leerzeichen und einer achtstelligen Zahl gebildet. Beide
Varianten enthalten an der letzten Stelle eine Prifziffer.

datenPass ‘Dat enPassEr maecht i gung ‘1 ‘III.3.5.5 ‘84

Hier sind die Daten anzugeben, die im Passregister zum Dokument gespeichert sind.
anschriftPass ‘Anschri ft PassEr maechti gung ‘0..1 ‘III.3.5.3 ‘83

Mit diesem Datentyp werden die Daten zur Anschrift fiir einen Pass abgebildet.

vorgangsldErmaechtigung ‘dat atypeC ‘ 1 ‘ I.7.1 ‘39

Ein eindeutiges Merkmal zur Identifikation. Es ist die Vorgangs-Id aus der Anfrage zu verwenden.

[11.3.7 Versionshistorie fur 25:0525.11

In diesem Abschnitt wird die Versionshistorie des Kapitels Kapitel 111.3, Ermé&chtigung einer Behérde zur
Ausstellung eines Dokumentes zur jeweiligen XPassAusweis-Version beschrieben.

Keine Eintrdage
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Einen volistandigevollsténdigen Uberblick Uiber die Versionshistorie liefert Anhang VII.F, Versionshisto-
rie.

Ermachtigung einer Behorde zur Ausstellung
eines Dokumentes © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final



Koordinierungsstelle
fur IT-Standards

XPassAusweis

IV Abruf von Lichtbil-
dern aus Pass- und
Ausweisregistern



Seite 99

(Y
V.1 Automatisierter

Abruf von Lichtbildern fur K
. . N I(oqrdlmerungsstelle
Sicherheitsbehdrden fr T Standards

nach 8§ 22a Abs. 2 Satz 5 PassG bzw. § 25 Abs. 2 Satz 4 PAuswG

Hinweis zuzur Suche mit Namensangaben

Weil in den PA-Registern nicht die personenstandsrechtliche Schreibweise der betroffenen Per-
sonen gespeichert wird, sondern die Namensangaben wie diese auf dem Dokument notiert sind,
kann bei langen Namensangaben (Vornamen, Familiennamen, Geburtsnamen) ggfs. die Per-
son mit den Suchkriterien nicht gefunden werden.

IV.1.1 Ausgangssituation und Zielsetzung

Die Polizeibehdérden des Bundes und der Lander, der Militdrische Abschirmdienst, der Bundesnach-
richtendienst, die Verfassungsschutzbehérden des Bundes und der Lander, Steuerfahndungsdienststel-
len der Lander, der Zollfahndungsdienst und die Hauptzollamter (Sicherheitsbehdrden, SIB) dirfen das
Lichtbild aus dem Pass- und Personalausweisregister zur Erfullung ihrer Aufgaben im automatisierten
Verfahren abrufen. Die Verordnung zu automatisierten Datenabrufen aus den Pass- und Personalaus-
weisregistern legt die Auswahldaten, die Regelungen zum Verfahren und die Standards fur die Kommu-
nikation fest. Um das Lichtbild abzurufen, suchen die berechtigten Sicherheitsbehdrden mit den Identi-
fikationsdaten der Person und ggf. weiteren Daten zum Dokument im Register der PA-Behdrde, die das
Dokument ausgestellt hat oder in den zentralen Datenbestédnden der Lander.

Wenn kein Dokument vorliegt, empfiehlt es sich, dass die Sicherheitsbehdrde eine Personensuche
gemal XMeld-Spezifikation durchfiihrt,

* um eine eindeutige Identifikation der angefragten Person bzw. des angefragten Personaldokuments
vorzunehmen und um die Auswahldaten Familienname, Vornamen, Geburtsdatum und den letzten
Tag der Giiltigkeit des Dokumentes zu ermitteln oder

» um die ausstellende Behdrde fiir den Versand der Nachricht zu identifizieren. Die Adressierung fir
den Lichtbildabruf erfolgt iber den DVDV-Eintrag der Behorde.

Gegebenenfalls kann die ausstellende Behorde auch beim Dokumentenhersteller angefragt werden.
Ausschlief3lich zur Klarung

« wer Inhaber des Dokumentes ist flir den Fall, dass eine auslandische o6ffentliche Stelle die Serien-
nummer des Dokumentes Uibermittelt hat,

* ob das Dokument durch einen Nichtberechtigten genutzt wird oder
» ob das Dokument fir ungiiltig erklart oder abhandengekommen ist,

Automatisierter Abruf von Lichtbildern fiir Sicher-
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(s. § 20 Abs. 3 Nr. 2 PAuswG bzw. § 16 Abs. 4 Nr. 2 PassG) kann die Seriennummer des Dokumentes
zum automatisierten Abruf des Lichtbildes verwendet werden.

IV.1.2 Begriffsdefinitionen

In diesem Abschnitt werden die in dem Kapitel IV.1, Automatisierter Abruf von Lichtbildern fiir Sicher-
heitsbehdrden verwendeten Begriffe beschrieben.

IV.1.2.1 Abrufende Stelle

Die ,abrufende Stelle® fihrt den Lichtbildabruf durch. Sie ist ausschlie3lich eine der oben genannten
Sicherheitsbehdrden. Es gelten die Protokollierungsvorschriften von § 25 Abs. 2 Satz 6, 7 und 8 PAuswG
und § 22a Abs. 2 Satz 7, 8 und 9 PassG.

IV.1.2.2 Auskunftgebende Stelle

Die "auskunftgebende Stelle" ist entweder die Pass- oder Personalausweisbehdrde, die den Pass oder
Personalausweis ausgestellt hat oder ein zentraler Datenbestand fiir Lichtbilder. Diese Stellen Gibermit-
teln das Lichtbild.

IV.1.3 Ubersicht iiber den Ablauf

* Personendaten als Auswahldaten

Bevor die abrufende Stelle das Lichtbild abruft, empfiehlt es sich, eine Personensuche gemaf XMeld-
Spezifikation durchzuflhren, um die notwendigen Auswahldaten fiir den Lichtbildabruf zu erhalten.
Mit dem Meldedatenabruf erhalt die abrufende Stelle neben den Personendaten die Informationen
Uber die ausstellende Behdrde und das Ablaufdatum des Passes oder Personalausweises. Mit diesen
Informationen ruft sie das Lichtbild bei der auskunftgebenden Stelle ab. Bei einem eindeutigen Treffer
Ubermittelt die auskunftgebende Stelle das Lichtbild.

package UseCase1l [ Anw endungsfall POL-PA_Personendaten-Dokumentendaten ]J

Personendaten /
Dokumentendaten angeben
um Auskunft
ersuchen
Lichtbild Gibermitteln

Empfehlung:
Personensuche bei der

zustandigen Meldebehorde
durchfiihren

=

PA-Behorde

Sicherheitsbehorde

¢ Seriennummer als Auswahldatum

Automatisierter Abruf von Lichtbildern fiir Sicher-
heitsbehdrden © Koordinierungsstelle fiir IT-Standards, Bremen 25.11/final



Seite 101

Ausschliel3lich zur Klarung
wer Inhaber des Dokumentes ist flr den Fall, dass eine auslandische 6ffentliche Stelle die Serien-

nummer des Dokumentes Ubermittelt hat,
ob das Dokument durch einen Nichtberechtigten genutzt wird oder
ob das Dokument fiir unguiltig erklart oder abhandengekommen ist,

(s. § 20 Abs. 3 Nr. 2 PAuswG bzw. § 16 Abs. 4 Nr. 2 PassG) darf der automatisierte Lichtbildabruf Gber
die Seriennummer des Dokuments erfolgen. Die abrufende Stelle ermittelt die ausstellende Behdrde.
Mit der Seriennummer ruft sie das Lichtbild bei der auskunftgebenden Stelle ab. Bei einem eindeutigen
Treffer Ubermittelt die auskunftgebenden Stelle das Lichtbild.

package UseCase2| Anw endungsfall POL-PA_Seriennummer ])

Seriennummer des
Ausweisweisdokuments
angeben

um Auskunft
ersuchen
Lichtbild ibermitteln

Sicherheitsbehorde

PA-Behorde

Die Behorden verwenden dabei die in der folgenden Tabelle erfassten Auswahldaten.

Tabelle IV.1.1. Datenumfang Auswahldaten fiir die Abfrage aus dem Pass- und

Personalausweisregister

Nr. Inhalt Bezug (Rechtsgrundlage) in Anlehnung an
DSMeld

1 Familienname § 4 PPeKDAV §4 Abs. 1 Nr. 12 0101a

2 Vornamen § 4 PPeKDAV §4 Abs. 1 Nr. 1 0301

3 Tag der Geburt § 4 PPeKDAV §4 Abs. 1 Nr. 1 0601

4 Letzter Tag der Guiltigkeit § 4 PPeKDAV §4 Abs. 1 Nr. 1 1703 bzw. 1707

5 Seriennummer eines Dokuments § 4 PPeKDAV §4 Abs. 1 Nr. 2 1708 bzw. 1709

#Verordnung zu automatisierten Datenabrufen aus den Pass-, den Personalausweis- und den elD-Karte-Registern PPeKDAV

Die auskunftgebende Stelle identifiziert das angefragte Dokument anhand der Auswahldaten und Gber-
mittelt als Antwort die Abrufdaten gemaf folgender Tabelle.
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Tabelle 1V.1.2. Datenumfang Abrufdaten aus dem Pass- und Personalausweisregister

Nr.

Inhalt

Bezug (Rechtsgrundlage)

1

Lichtbild

§ 4 PPeKDAYV §4 Abs. 2 Nr. 1

IV.1.4 Der Ablauf im Detall

Dieser Abschnitt beschreibt den Prozess und die Aktivitaten im Kontext des Lichtbildabrufs. Dabei wer-
den jeweils die an der Datentbermittlung beteiligten Stellen, die Nachrichten sowie die wichtigen Schlis-
selwerte der Datenlbermittlung benannt. Der Prozess ist zusatzlich in dem abgebildeten Prozessmodell
dargestellt.

IV.1.4.1 Der automatisierte Lichtbildabruf durch Sicherheitsbehor-
den

Beteiligte Stellen an der Dateniibermittlung
1. Suchanfrage fiir den Lichtbildabruf

Die synchronen-Nachrichten

+ abrufende Stelle (Autor)

+ auskunftgebende Stelle (Leser)
2. Antwort auf Suchanfrage fir den Lichtbildabruf
+ auskunftgebende Stelle (Autor)

+ abrufende Stelle (Leser)

1. Suchanfrage fir den Lichtbildabruf

* Nachricht 9001

2. Antwort zur Suchanfrage fir den Lichtbildabruf

* Nachricht 9002
Di I Nachrict

+ Sueharfrage fir-den Liehtbildabruf

* Nachricht 9011

o 4 ¢ Suchanfrace fir-den Lichtbi F

» Nachricht 9012

Automatisierter Abruf von Lichtbildern fiir Sicher-

heitsbehdrden
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Prozessdefinition

activity |

PPA-Behdrde [ [ 1

Lichtbild erforderlich

Personen-und

Dokumentendaten Seriennummer

[ Personensuche )
‘ durchfiihren ‘

‘/ Daten erhatten )

(Austellende Behorde
‘ auswahlen ‘

Suchanfrage formulieren und )
Anfragenachricht an die ermittelte {

Behorde

PA-Behorde

\" Verfahrenstechnische |
>

7| Nachricht 9001 [L

= \
verarbeiten I~

erstellen und

Nachricht 9002 [<

Negativantwort

(e K
verarbeiten N

=

Nachricht 9002

Positivantwort
Nachricht 9002

( itvant .
verarbeiten [

=

|
| “versenden

" Fehlermitteilung

1

Anfrage

I

nein durchfiihrbar?

ja

[ mit Auswahldaten
im Register suchen

Priifung, )

Schliissel 01, 03, 04

Negativantwort
erstellen un
versenden

| Lichtbildern erfolgen darf

in welchem Umfang die
Ausgabe bei mehreren

nein

Kann ein Lichtbiid
ibermittelt w erden?

(" Priifung, ob eindeutiger |

Gibt es Treffer?

ja

Treffer vorliegt

Eindeutiger Treffer?

nein

Liegt das Lichtbild

online abrufbar vor?
nein

ja

[ Positivantwort )

Schliissel 02

‘ erstellen und
versenden

Verwendung bestimmter Schliissel
1. Suchanfrage fiir den Lichtbildabruf

Fir die Suchanfrage sind keine Schlisselwerte vorgesehen.

2. Antwort auf die Suchanfrage fiir den Lichtbildabruf

Fir die Antwort zur Suchanfrage werden

kunf t/ er gebni sst at us bei einer

* Negativauskunft die Schlissel 01, 03 oder 04 und bei einer

» Positivantwort der Schliissel 02

der Schlusseltabelle "Lichtbildabruf Ergebnisstatus” verwendet.

im Element antwort Suchanf rage/ aus-

Automatisierter Abruf von Lichtbildern fiir Sicher-
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In einem Fehlerfall wird im Element ant wor t suchanf r age/ r ueckwei sung/ gr undDer Ru-
eckwei sung ein Schliissel der Schliisseltabelle "Lichtbildabruf Nichtbeantwortung Grund" tiber-
mittelt. Zulassig sind die Schliissel 01 und 02.

Prozessbeschreibung

Im Folgenden wird der Prozess zum Datenabrufverfahren flir den Lichtbildabruf beschrieben. Der

Prozess besteht aus folgenden Aktivitaten:

Personensuche durchfiihren
Wenn der Lichtbildabruf Gber die Personen- und Dokumentendaten erfolgen soll, nutzt die abru-
fende Stelle die empfohlene Personensuche und steuert mit den Anforderungselementen in der
XMeld-Nachricht, welche Daten sie in der Detailauskunft abrufen méchte (s. detaillerte Prozess-
beschreibung in XMeld).

Fir den Lichtbildabruf benétigt die Sicherheitsbehdrde die Informationen Uber

» den vollstandigen aktuellen Familiennamen mit den Namensbestandteilen der Person in soge-
nannter unstrukturierter Schreibweise (DSMeld 0101a)

» samtliche Vornamen in der Reihenfolge, wie sie in einer deutschen Personenstandsurkunde
eingetragen sind (DSMeld 0301)

» den Tag der Geburt (DSMeld 0601)
* Personalausweis - Ausstellungsbehdrde (DSMeld 1701)
» Personalausweis - letzter Tag der Gliltigkeitsdauer (DSMeld 1703)

oder
* Pass - Ausstellungsbehdrde (DSMeld 1705)
* Pass - letzter Tag der Gultigkeitsdauer (DSMeld 1707)

Daten erhalten
Sofernin der Personensuche genau eine Person gefunden wird und keine Auskunftssperre gem.
§ 51 BMG zur betroffenen Person eingetragen ist, erstellt die Meldebehdrde eine Detailauskunft
zur Person mit den Uber die Personensuche abgerufenen Daten.

Ausstellende Behorde auswaéhlen
Aus den erhaltenen Daten der Meldebehdrde wahlt die abrufende Stelle die auskunftgebende
Stelle aus, von der ein Lichtbild abgerufen werden soll.

Suchanfrage formulieren und Anfragenachricht an die ermittelte ausstellende Behorde ver-
senden
Die abrufende Stelle formuliert die Nachricht 9001-oder-Nachricht 9011

Hat sie zuvor die Personensuche durchgefuhrt, Gbernimmt sie die aus dem Melderegister Uber-
mittelten Informationen Uber den Familiennamen (DSMeld 0101a), die Vornamen (DSMeld
0301), das Geburtsdatum (DSMeld 0601) und den letzten Tag der Gultigkeitsdauer (DSMeld
1703 oder DSMeld 1707).

Wenn mit der Seriennummer gesucht wird, dann ist diese als einziges Auswahlkriterium in der
Nachricht anzugeben.

Die Anfragenachricht wird an die ermittelte ausstellende Behdrde versendet.

Verfahrenstechnische Priifung
Die auskunftgebende Stelle prift die eingegangene Suchanfrage auf verfahrenstechnische
Durchfuhrbarkeit.

Fehlermitteilung erstellen und versenden
Ist die Suche aufgrund verfahrenstechnischer Prifungen nicht durchfihrbar, antwortet die aus-
kunftgebende Stelle mit der Nachricht 9002 oderNachricht 9012(Fehlermitteilung) und gibt den
Grund fur die Nichtdurchfihrbarkeit im Element ant wor t Suchanf r age/ r ueckwei sung an.
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Griinde fiir eine Fehlermeldung sind entsprechend der Codeliste Lichtbildabruf Nichtbeantwor-
tung Grund:

* 01 - Es liegt ein interner technischer Fehler vor.
» 02 - Es liegt ein fachlicher Fehler vor.

Fehlermitteilung verarbeiten
Die abrufende Stelle verarbeitet die Nachricht 9002 oder-Nachricht 9012(Fehlermitteilung) und
sendet ggf. eine erneute Suchanfrage an die auskunftgebende Stelle.

Mit Auswahldaten im Register suchen
Ist die Anfrage verfahrenstechnisch durchfiihrbar, sucht die auskunftgebende Stelle mit den
Ubermittelten Suchkriterien in ihrem Register die Eintrage, die mit den Gbermittelten Suchkrite-
rien vollstandig Gbereinstimmen.

Negativantwort erstellen und versenden
Wenn im Register der auskunftgebenden Stelle kein Eintrag gefunden wird, erstellt und ver-
sendet die auskunftgebende Stelle eine Negativantwort mit der Nachricht 9002 oder-Nach-
richt 9012und Ubermittelt im Element er gebni sst at us den Schlissel 01 der Schliisseltabelle
"Lichtbildabruf Ergebnisstatus" (kein Eintrag im Register gefunden).

Priifung, ob eindeutiger Treffer vorliegt
Wenn im Register der auskunftgebenden Stelle mindestens ein Eintrag gefunden wurde, prift
die auskunftgebende Stelle, ob genau ein Eintrag vorliegt.

Landesspezifische Priifung, in welchem Umfang die Ausgabe bei mehreren Lichtbildern erfol-
gen darf
Wenn mit den Auswahldaten mehrere Eintradge im Register der auskunftgebenden Stelle gefun-
den wurden, kénnen diese Eintrdge mit landesspezifischen Prifungen weiter untersucht wer-
den, um ggf. einen Eintrag fir die Ubermittlung auszuwéhlen.

Negativantwort erstellen und versenden
Konnte mit der landesspezifischen Suche kein einzelnes Lichtbild ermittelt werden, erstellt und
versendet die auskunftgebende Stelle eine Negativantwort mit der Nachricht 9002 oder-Nach-
richt 9012und Ubermittelt im Element er gebni sst at us den Schlissel 04 der Schliisseltabelle
"Lichtbildabruf Ergebnisstatus" (mehrere Eintrage gefunden; Lichtbild steht zum automatisierten
Abruf nicht zur Verfiigung).

Negativantwort erstellen und versenden
Konnte die auskunftgebende Stelle mit der landesspezifischen Suche einen einzelnen Eintrag
ermitteln oder lag bereits ein eindeutiger Treffer vor, prift die auskunfigebende Stelle, ob das
Lichtbild online abrufbar ist. Ist das Lichtbild nicht online abrufbar, erstellt und versendet die
auskunftgebende Stelle eine Negativantwort mit der Nachricht 9002 oder-Nachricht-9012und
Ubermittelt im Element er gebni sst at us den Schllssel 03 der Schliisseltabelle "Lichtbildab-
ruf Ergebnisstatus" (Eintrag gefunden; Lichtbild steht zum automatisierten Abruf nicht zur Ver-
figung).

Positivantwort erstellen und versenden
Wenn das Lichtbild online abrufbar ist, erstellt und versendet die auskunftgebende Stelle eine
Positivantwort mit der Nachricht 9002 oder-Nachricht 9012und Ubermittelt das Lichtbild und im
Element er gebni sst at us den Schlissel 02 der Schlisseltabelle "Lichtbildabruf Ergebnissta-
tus" (Eintrag gefunden; Lichtbild steht zum automatisierten Abruf zur Verfigung).

Negativantwort verarbeiten
Die anfragende Stelle verarbeitet die Negativantwort und formuliert mit den Informationen ggf.
eine neue Suchanfrage.

Positivantwort verarbeiten
Die anfragende Stelle verarbeitet das tibermittelte Lichtbild.
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Besonderheiten
Keine

IV.1.5 Datentypen

In diesem Abschnitt werden die fur relevanten Datentypen beschrieben. Fur Informationen Uber die

allgemeinen Datentypen sei auf Kapitel I1.3 auf Seite 14 verwiesen.

IV.1.5.1 Auskunft

Typ: Auskunf t
Mit diesem Datentyp werden die Informationen zur Auskunft abgebildet.

Abbildung IV.1.1. Auskunft

rcomplexType Auskunft
) ergebnisstatus
/7 |type [ xpassausweis:Code.Lichtbildabruf. Ergebnisstatus
0.1 [ lichtbild
type | xilb:Lichtbild
Kindelemente von Auskunf t
Kindelement Typ Anz. |Ref. Seite
ergebnisstatus Code. Li cht bi | dabr uf . 1 11.2.1.2.7 |11
Er gebni sst at us
Mit diesem Element wird der Ergebnisstatus zur Suchanfrage Gbermittelt.
lichtbild |Li cht bi | d 0.1 [u72 |39
Dieses Element enthalt das Lichtbild zur Suchanfrage.

IV.1.5.1.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9002; 9012

IV.1.5.2 Auswahldaten
Typ: Auswahl dat en

Mit diesem Datentyp werden die Auswahldaten fir die Suchanfrage im Kontext des Lichtbildabrufs nach

§ 22a Abs. 2 Satz 5 PassG bzw. § 25 Abs. 2 Satz 4 PAuswG abgebildet.

Abbildung IV.1.2. Auswahldaten

complexType Auswahldaten

| _@ personendatenUndDokumentendaten
type |xpassausweis:PersonendatenUndDokumentendaten

seriennummer
type |xpassausweis:String.Seriennummer
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Kindelemente von Auswahl dat en

Kindelement Typ Anz. |Ref. Seite
[C1/2] personendatenUndDokumen-|Per sonendat enUndDokunent endat en 1 IV.1.5.3 |107
tendaten

In diesem Element sind die Personen- und Dokumendaten zur Suchanfrage anzugeben.
[C2/2] seriennummer String. Seri ennunmer ‘1 ‘II.3.2.2 ‘21

In diesem Element ist die Seriennummer des Dokumentes zuziiglich der Prifziffer aus der maschinenlesbaren
Zone anzugeben. Dabei enthalten vorlaufige und reguldre Dokumente 10 Zeichen.

IV.1.5.2.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten tUbermittelt werden: 9001; 9041

IV.1.5.3 PersonendatenUndDokumentendaten

Typ: Per sonendat enUndDokunent endat en

Mit diesem Datentyp werden die Personen- und Dokumentendaten fiir die Suchanfrage im Kontext des
Lichtbildabrufs nach § § 22a Abs. 2 Satz 5 PassG bzw. § 25 Abs. 2 Satz 4 PAuswG abgebildet.

Abbildung IV.1.3. PersonendatenUndDokumentendaten

complexType PersonendatenUndDokumentendaten

N\ nachname
N type [ xian:AllgemeinerName

vornamen
type |xian:AI|gemeinerName

geburtsdatum
type |xida:TeilbekanntesDatumMitUnbekannt

dokumentLetzterTagDerGueltigkeit
type [ xs:date

Kindelemente von Per sonendat enUndDokunent endat en
Kindelement Typ Anz. |Ref. Seite
nachname Al | genei ner Nane 1 11.7.2 39

Hier ist der Familienname in der unstrukturierten Darstellung nach DSMeld 0101a anzugeben.

vornamen ‘AI | genei ner Nane ‘1 ‘II.7.2 ‘39

Hier sind die Vornamen aus DSMeld 0301 vollstandig anzugeben.
geburtsdatum ‘Tei | bekannt esDat unM t Unbekannt ‘1 ‘II.7.2 ‘39

Hier ist das Geburtsdatum anzugeben.

dokumentLetzterTagDerGueltigkeit ‘xs: dat e ‘ 1 ‘ ‘

Hier ist das Datum anzugeben, bis zu dem das Dokument giltig ist.
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IV.1.5.3.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9001; 9644

IV.1.5.4 SuchanfrageAntwort

Typ: Suchanf r ageAnt wor t

Mit diesem Datentyp werden die Informationen zur Antwort auf die Suchanfrage abgebildet. Die Antwort
auf die Suchanfrage enthalt entweder Informationen dazu, warum die Auskunft nicht erteilt werden kann

oder das Lichtbild selbst.

Abbildung IV.1.4. SuchanfrageAntwort

complexType SuchanfrageAntwort

rueckweisung
type |xpassausweis:SuchanfrageNichtMoeinch

.

auskunft
type [ xpassausweis:Auskunft

Kindelemente von Suchanf r ageAnt wor t
Kindelement Typ Anz. |Ref. Seite
[C1/2] rueckweisung Suchanf rageN cht Mbegl i ch 1 IV.1.5.5 [108
Mit diesem Element wird mitgeteilt, warum die Suchanfrage zurlickgewiesen wird.
[C2/2] auskunft Auskunf t \1 \|v.1.5.1 \ 106
Mit diesem Element wird das Suchergebnis der auskunftgebenden Stelle mitgeteilt.
IV.1.5.4.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9002; 9012
IV.1.5.5 SuchanfrageNichtMoeglich
Typ: Suchanf rageN cht Moegl i ch
Mit diesem Datentyp werden Informationen zur nicht ausgefiihrten Suchanfrage abgebildet.
Abbildung IV.1.5. SuchanfrageNichtMoeglich
complexType SuchanfrageNichtMoeglich
) grundDerRueckweisung
/T [type [xpassausweis:Code.Lichtbildabruf.NichtbeantwortungGrund
:_O._.1 freitext
type | din91379:datatypeC
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Kindelemente von Suchanf rageN cht Mbegl i ch
Typ Anz.

Code. Li cht bi | dabr uf . 1
Ni cht beant wor t ungG und

Ref.
11.2.1.2.8

Seite
11

Kindelement

grundDerRueckweisung

Mit diesem Element wird der Grund angegeben, warum die Suchanfrage nicht durchgefiihrt werden kann.

freitext dat at ypeC 0.1 [u71 |39
Mit diesem Element kann eine mdglichst genaue Beschreibung des Fehlers Ubermittelt werden.
IV.1.5.5.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9002; 9642
I\VV.1.6 Die Nachrichten
In diesem Abschnitt werden die relevanten Nachrichten beschrieben.
Die folgende Tabelle fasst alle die in diesem Kapitel beschriebenen Nachrichten zusammen.
Alle Nachrichten zu ,,Nachrichten*

Bezeichnung Nr. Beschreibung Dienst Seite
Suchanfrage flr|9001 Mit dieser Nachricht stellt die abrufende Stel- | xpassausweis250577|109
den Lichtbildabruf le eine synchrone Anfrage an eine auskunft- | SIB-Lichtbildabruf-Sy
durch Sicherheits- gebende Stelle zum Lichtbildabruf. nchron
behdrden
Antwort zur Such-{9002 | Mit dieser Nachricht antwortet die auskunft-| xpassausweis256577|110
anfrage fiur den gebende Stelle auf die synchrone Suchan-|SIB-Lichtbildabruf-Sy
Lichtbildabruf frage. nchron
durch Sicherheits-
behérden

. i ‘ ) . ; ;
Si . Seine asyncnrone ;Ieg.sa. ° E.Ets EIEEEEIEEEN”SS
Srd wnfigebende Stelle zum Licht
; i =  di I . BLi " )
Si . age
Srd

IV.1.6.1 Suchanfrage fur den Lichtbildabruf durch Sicherheitsbehor-

den

Nachricht: | i cht bi | dabr uf Si b. suchanfrage. 9001

Mit dieser Nachricht stellt die abrufende Stelle eine synchrone Anfrage an eine auskunftgebende Stelle
zum Lichtbildabruf.

Rechtsgrundlagen:

» § 22a Abs. 2 Satz 5 PassG bzw. § 25 Abs. 2 Satz 4 PAuswG
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Abbildung IV.1.6. lichtbildabrufSib.suchanfrage.9001

element lichtbildabrufSib.suchanfrage.9001 (anonymous type)
(extension of xpassausweis:Nachricht.G2G)

-
'
'
'

N\ auswahldaten
N type | xpassausweis:Auswahldaten

Diese Nachricht ist eine Erweiterung des Basistyps Nachr i cht . GG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelement von | i cht bi | dabr uf Si b. suchanfrage. 9001

Kindelement Typ Anz. |Ref. Seite
auswahldaten Auswahl dat en 1 IV.1.5.2 | 106

Dieses Element enthélt die Auswahldaten zur Suchanfrage.

IV.1.6.2 Synehronertichtbitdabruf

Nachricht: | i cht bi | dabr uf Si b. ant wort. 9002

i icht-ist-ei i i Nachri-cht - G2G{(sieche-Abschnitt .31 1-auf Sei-

te-14).
auswahldaten Auswahl dat en 4 M452 |106
Di E Sl die 2 | = ” _
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. , , heieht oheAbsehmit H-34-4-auf-Sei

te-14):
Kindelemente vonlicht bi-l- dabruf Si-b.-antwort.9002
4 M-1.54 108
‘Identifi kation. Nachricht \4 \%44 \49

Mit dieser Nachricht antwortet die auskunftgebende Stelle auf die synchrone Suchanfrage.
Rechtsgrundlagen:

* § 22a Abs. 2 Satz 5 PassG bzw. § 25 Abs. 2 Satz 4 PAuswG

Abbildung IV.1.9. lichtbildabrufSib.antwort.9002

éelement lichtbildabrufSib.antwort.9002 (anonymous type)
E(extension of xpassausweis:Nachricht. G2G) ,

N\ antwortSuchanfrage
N type | xpassausweis:SuchanfrageAntwort

ursprungsnachricht
type |xpassausweis:Identifikation.Nachricht

Diese Nachricht ist eine Erweiterung des Basistyps Nachr i cht . GG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von | i cht bi | dabr uf Si b. ant wort . 9002
Kindelement Typ Anz. |Ref. Seite
antwortSuchanfrage Suchanf r ageAnt wor t 1 IV.1.5.4 (108

Mit diesem Element wird die Antwort auf die Suchanfrage mitgeteilt.

ursprungsnachricht I dentifikation.Nachricht ‘1 ‘II.3.1.4 ‘19

Mit diesem Element wird die Ursprungsnachricht referenziert, mit der die Suchanfrage mitgeteilt wurde. Als Schliis-
sel darf im Kindelement nachrichtentyp nur der Wert 9001 (ibermittelt werden.

1634 Suehant fiir- chtbitdabrut dureh-Sicherheitshehérd

Nachricht: I cht bi-l dabruf Si-b. suchanfrage. 9011
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Diese Nachricht ist sine Erwei Bas bl eht . @G (siohe Abschnitt 11341 auf Sei
te 14).

Kindelementvon-li cht bi | dabruf Si-b. suchanfrage. 9011
auswahldaten Auswahl dat en 4 452 |106
Di E Sl die A | S ” _

IV.1.7 Versionshistorie 25:0525.11

In diesem Abschnitt wird die Versionshistorie des Kapitels Kapitel IV.1, Automatisierter Abruf von Licht-
bildern fiir Sicherheitsbehdrden zur jeweiligen XPassAusweis-Version beschrieben.

M nehrapnen—N = hian = FP=Y han cie-An A
\/

Automatisierter Abruf von Lichtbildern fiir Sicher-
heitsbehdrden © Koordinierungsstelle fiir IT-Standards, Bremen 25.11 /final



Seite 113

IV.1.7.1 CR-XPA 2024-32 Entfall asynchroner Lichtbildabruf
Im Kapitel "IV. 1, Automatisierter Abruf von Lichtbildern fiir Sicherheitsbehdrden” wurde gemal3 §5 Absatz
1 PPeKDAYV der asynchrone Lichtbildabruf entfernt.

Einen velistandigevollstandigen Uberblick iber die Versionshistorie liefert Anhang VII.F, Versionshisto-
rie.
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V.1 Datentbermittlung an
zentrale Lichtbildbestande Koordinierungssell

fir IT-Standards
¥PassAusweis

nach § 27a PassG und § 34a PAuswG und landesrechtlichen Rege-
lungen

V.1.1 Ausgangssituation und Zielsetzung

Die Lander kénnen durch Festlegung in ihren Landesgesetzen zentral gefihrte Pass und/oder Perso-
nalausweis-Datenbestande errichten und Einrichtungen mit der Fiihrung dieser Datenbestande beauf-
tragen, die von den PA-Behdrden mit tagesaktuellen Daten beliefert werden.

Dieses Kapitel beschreibt die entsprechenden Nachrichten, welche zwischen PA-Behdrden und zentral
gefihrtem Register ausgetauscht werden. Es regelt Gemeinsamkeiten und Uberlasst Detailregelungen
landesinternen Handlungsanweisungen bzw. Anwendungsvorschriften.

V.1.2 Begriffsdefinitionen

V.1.2.1 Datenlieferung an zentralen Datenbestand

Eine ausstellende PA-Behdrde kann eine Datenlieferung an einen zentralen Datenbestand in Form einer
Bestandslieferung oder in Form einer Anderungslieferung durchfiihren. Details werden landesrechtlich
geregelt.

V.1.2.2 Bestandslieferung

Mit einer Bestandslieferung Ubermittelt die PA-Behtrde nach Aufforderung alle nach Landesrecht
bestimmten Daten ihres Registers an einen zentralen Datenbestand. Der Prozess der Bestandslieferung
ist in landesspezifischen Lieferkonzepten zu regeln.

V.1.2.3 Anderungslieferung

Mit einer Anderungslieferung tibermittelt die PA-Behdrde regelmaRig die seit der letzten Datenlieferung
vorgenommenen Ausgaben oder Léschungen hoheitlicher Dokumente ohne gesonderte Aufforderung
von der Pass- und Personalausweisbehdrde an den zentralen Datenbestand.

V.1.2.4 Quittierungsmechanismus

Mit dem spezifischen Quittierungsmechanismus informiert der zentrale Datenbestand die PA-Behdrde
Uber die Verarbeitung der Datenlieferung. Der Quittierungmechanismus vereint die Quittierung des Emp-
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fangs und der Verarbeitung der Datenlieferung sowie die Beanstandung einzelner Datensatze in nur
einer Nachricht. RtS-Nachrichten finden daher im Kontext der Belieferung zentraler Datenbestande zur
Ubermittlung fehlerhafter Datensétze keine Verwendung.

V.1.3 Ubersicht tiber den Ablauf

Es werden die Daten aller PA-Dokumente ab dem Status "beantragt” an den zentral gefiihrten Daten-
bestand libermittelt (Codeliste "XPassAusweis Dokumentenstatus - Schllissel 12").

Die konkrete Auspragung der Dateniibermittlung von den PA-Behdrden an den zentral gefiihrten Daten-
bestand ist in den Landern geregelt. Allen Regeln gemeinsam ist die mindestens tagliche Aktualisierung
von PA-Daten.

Die zwischen PA-Behorde und zentralem Datenbestand ablaufenden Kommunikations- und Datenaus-
tauschprozesse werden in dem nachfolgenden UseCase-Diagramm dargestellt, welches anschlielend
beschrieben wird.

Dateniibermittlung
an Dritte

Anderung
im Register

Datenlieferung
PA-Behorde Zentraler Datenbestand

Datenlieferung
Fir die Erfillung der tGbertragenen Aufgaben bendétigt der zentral geflihrte Datenbestand Daten aus
den Registern der PA-Behorden. Diese werden im Rahmen der Datenlieferung durch die PA-Behor-
de an den zentral gefiihrten Datenbestand Ubermittelt. Anlasse fiir die Ubermittlung sind sowohl die
Anforderung einer Bestandslieferung als auch die Anderung von Daten im Pass-/Ausweisregister,
welche in der Regel im Rahmen einer regelmafigen (entsprechend landesrechtlicher Regelungen)
Anderungslieferung durch die PA-Behorde mitgeteilt werden. Wenn keine Anderungen im Pass-/
Ausweisregister vorliegen, wird eine leere Anderungslieferung gesendet.

Quittierung
Die Ubermittelten Daten werden durch den zentralen Datenbestand gepriift, fehlerfreie Daten in den
zentralen Bestand (ibernommen und der Verarbeitungsstatus der Lieferung quittiert.

Die Prozesse fiir die Datenlieferung nutzen die in der folgenden Tabelle erfassten Daten.

Tabelle V.1.1. Datenumfang fiir die Ubermittlung an zentrale Datenbestinde der PA-Behérden

Nr. Inhalt Bezug (RECHTSGRUNDLAGE) |in Anlehnung an
DSMeld

1 Familienname (Pflicht) § 4 PPeKDAV §4 Abs. 1 Nr. 1 0101a

2 Vornamen (Pflicht) § 4 PPeKDAYV §4 Abs. 1 Nr. 1 0301

3 Tag der Geburt (Pflicht) § 4 PPeKDAYV §4 Abs. 1 Nr. 1 0601

4 Letzter Tag der Gliltigkeit (Pflicht) § 4 PPeKDAYV §4 Abs. 1 Nr. 1 1703 bzw. 1707
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Nr. Inhalt Bezug (RECHTSGRUNDLAGE) |in Anlehnung an
DSMeld
Seriennummer eines Dokuments (Pflicht) § 4 PPeKDAV §4 Abs. 1 Nr. 2 1708 bzw. 1709

Lichtbild (optional; wenn im Register der Pass-/ |§ 4 PPeKDAV §4 Abs. 2
Ausweisbehorde vorhanden, dann ist es zu
Ubermitteln).

7 Unterschriftsbild (optional; wenn im Register § 4 PPeKDAV §4 Abs. 2 Nr. 2
der Pass-/Ausweisbehorde vorhanden, dann ist
es zu Ubermitteln)

8 Amtlicher Gemeindeschlussel (Pflicht) Erforderlich fur die Zuordnung
des Datensatzes zur sendenden
Behorde

V.1.3.1 Besonderheiten der Datenlieferung und Quittierung

Bestandsdatenlieferungen erfolgen in der Regel auf Datenbasis eines Stichtags und ermdéglichen dem
Datenempfanger der Daten einen Datenbestand im eigenen Register aufzubauen oder den eigenen
Bestand mit den Gbermittelten Daten abzugleichen. Bei der Belieferung der zentral gefiihrten Datenbe-
stande Ubermitteln die Pass- bzw. Personalausweisbehdrden jeweils ihre Daten des Registers. Wenn die
PA-Behdrde fiir mehrere Gemeinden zustandig ist (z. B. Samtgemeinden, Verwaltungsgemeinschaften,
Amter usw.) gilt:

« Lieferungen erfolgen unter Verwendung des AGS der ausstellenden PA-Behorde.

» Sind im PA-Register Gemeinde AGS vorhanden, kénnen Liefernachrichten zu Lieferungen je Gemein-
de zusammengefasst werden.

V.1.3.1.1 Paketierung

Bestandslieferungen enthalten in der Regel grofe Datenmengen, die nicht in einer einzigen Nachricht
Ubermittelt werden kénnen. Daher besteht die Notwendigkeit, Lieferungen in ausreichend kleine Pake-
te teilen und einzeln versenden zu kénnen. Diese Teillieferungen missen als gultige Nachrichten inter-
pretiert werden. Weiterhin benétigen die Teillieferungen entsprechende Informationen, die es ermogli-
chen, diese nach Empfang der Bestandsdatenlieferung wieder zuzuordnen und die Vollstandigkeit der
Gesamtlieferung zu gewahrleisten. Ein Paket entspricht einer Liefernachricht. Um alle Pakete einer
Datenlieferung beim zentral geflhrten Datenbestand wieder in der richtigen Reihenfolge zusammenfi-
gen und die Vollstandigkeit der Datenlieferung Uberpriifen zu kénnen, missen in jeder Nachricht die
Elemente paket numrer und| et zt esPaket Ubermittelt werden. Die Paketnummer ist dabei innerhalb
einer Datenlieferung mit 1 beginnend liickenlos und aufsteigend zu zahlen.

Eine Aufteilung in mehrere Pakete kann auch bei einer Anderungslieferung erforderlich sein.

V.1.3.1.2 Quittierung

Der zentrale Datenbestand quittiert jede Bestandslieferung und jede Anderungslieferung von einer PA-
Behorde gelieferten-Daten. Mit der Quittierung erhalten PA-Behorden eine Rickmeldung tber die Anzahl
der gelesenen, der zuriickgewiesenen und der insgesamt beanstandeten Datensatze.

V.1.4 Der Ablauf im Detail

Dieser Abschnitt beschreibt den Prozess und die Aktivitdten im Kontext der Datenlieferung an zentrale
Datenbestande. Dabei werden jeweils die an der Datenlibermittlung beteiligten Stellen und die Nach-
richten benannt. Der Prozess ist zusatzlich in dem abgebildeten Prozessmodell dargestellit.
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V.1.4.1 Datenlieferung an zentral gefuhrte Datenbestande

Beteiligte Stellen an der Dateniibermittlung

1. Datenidbermittiung an den zentralen Datenbestand
* PA-Behorde (Autor)
» Zentraler Datenbestand (Leser)
2. Quittierung der Datenubermittlung an den zentralen Datenbestand
« Zentraler Datenbestand (Autor)
* PA-Behorde (Leser)

Die Nachrichten

1. Datenlieferung an zentralen Datenbestand
» Nachricht 9100
* Nachricht 9199

2. Quittierung der Datenlieferung an zentralen Datenbestand
» Nachricht 9101

Prozessbeschreibung

Im Folgenden wird der Prozess zur Datenubermittiung an zentrale Datenbestande beschrieben. Der
Prozess besteht aus folgenden Aktivitaten:

Bestandslieferung oder Anderungslieferung erzeugen
Die PA-Behorde erzeugt die Bestandslieferung mit der Nachricht 9199 auf Anforderung des
zentralen Datenbestands oder die Anderungslieferung mit der Nachricht 9100. Sie Ubermittelt
die Nachricht an den zentralen Datenbestand.

Nachrichten priifen
Der zentrale Datenbestand nimmt die Nachrichten entgegen. Wenn alle Pakete einer Lieferun-
gen vollstandig eingegangen sind, priift er diese auf Schemakonformitat und inhaltliche Plausi-
bilitat.

Quittierungsnachricht erzeugen
Wenn eine Datenlieferungsnachricht nicht verarbeitet werden kann, wird die komplette Daten-
lieferung zurlckgewiesen. Bei Rlckweisungen einer gesamten Bestandslieferung ist es nicht
erforderlich jedes einzelne Paket einer Lieferung abzuweisen, sondern es ist ausreichend nur
das Paket mit der hdchsten angelieferten Paketnummer einer Lieferung abzuweisen. Dazu
erzeugt und versendet der zentrale Datenbestand eine Nachricht 9101 und Ubermittelt im Ele-
ment ant wor t st at us den Schlissel 01 der Schlusseltabelle "Zentrale Datenbestédnde Ant-
wortstatus" (Nachricht kann aus technischen Griinden nicht gelesen werden) oder Schliissel 02
der SchlUsseltabelle "Zentrale Datenbestédnde Antwortstatus" (Lieferung ist nicht vollstandig)

Datensatzweise bearbeiten
Wenn die Datenlieferungsnachricht verarbeitet werden kann, prift der zentrale Datenbestand
jeden einzelnen Datensatz der Nachricht gegen den eigenen Bestand, um beispielsweise dop-
pelte Seriennummern zu erkennen. Der zentral gefiihrte Datenbestand importiert die korrekten
Datensatze und identifiziert fehlerhafte Datenséatze.

Quittierungsnachricht erzeugen
In der Quittierungsnachricht Nachricht 9101 teilt der zentrale Datenbestand der sendenden PA-
Behorde das Ergebnis der Bearbeitung der Datenlieferung mit. Er Gbermittelt die Anzahl der
gelesenen Datensatze, die Anzahl der zurickgewiesenen Datensatze und die Anzahl der Daten-
satze, zu denen Anmerkungen existieren. Konnte die Datenlieferung vollstandig verarbeitet wer-
den, wird im Element ant wor t st at us der Schliissel 00 der Schliisseltabelle "Zentrale Daten-
bestéande Antwortstatus" (Leistung wurde erbracht) bermittelt. Enthalten einzelne Datensatze
Fehler, wird der Status der Verarbeitung des Datensatzes mit dem Element "konsequenz" mit
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dem entsprechendem Schlissel mitgeteilt und der Fehler im Element "fehlermeldung" textlich
beschrieben. Die Lander kdnnen weitere Fehler-Codes mit einer weiteren Schlisseltabelle hin-
terlegen.

Quittierung auswerten
Die PA-Behorde wertet die Quittierungsnachricht aus. Konnte die Lieferung vom zentralen
Datenbestand vollstandig verarbeitet werden, endet der Prozess.

Probleme kldren
Wourde die gesendete Datenlieferung vom zentralen Datenbestand vollstandig zurlickgewiesen,
prift die PA-Behorde die Ursache der fehlerhaften Lieferung.

Wurden zu einzelnen Datensatze Meldungen zurtickgeliefert, priift die PA-Behdérde, ob ggf. Soft-
wareprobleme vorliegen.

Nach der Problemklarung entscheidet die PA-Behdrde , ob eine Lieferung erforderlich ist.
Fehlerhaften Zustand im PA-Register korrigieren
Liegt die Ursache fiir das Zuriickweisen einzelner Datensatze in den Registerdaten, so korrigiert
die PA-Behorde das Register.
Datenlieferungsnachricht erzeugen
Nach der Korrektur der Registerdaten erzeugt die PA-Behdérde eine neue Datenlieferung.

PA-Behorde

Zentral gefiihrter Datenbestand

Anderung

Aufforderung
PA-Register

Bestandslieferung

Bestandslieferung oder
Anderungslieferung
erzeugen

Mitteilung der T
Datenlieferung ac ";: ten
(9100 /9199) prufen

Nachricht
verarbeitbar?

Fehlerhaften Zustand
im PA-Register
korrigieren

Datensatzweise
bearbeiten

Quittierung
auswerten

Quittierung Quittierungsnachricht
nein (9101) erzeugen

Verarbeitungs-
stand der
Lieferung?

Meldung auf

SW-
Problem?

nicht
ja verarbeitet

[ Probleme klaren ]

vollstiandig
verarbeitet

Besonderheiten
Keine
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V.1.5 Datentypen

In diesem Abschnitt werden die flr das Kapitel V.1, Dateniibermittiung an zentrale Lichtbildbestdnde
relevanten Datentypen beschrieben. Fur Informationen tber die allgemeinen Datentypen wird auf Kapitel
11.3 auf Seite 14 verwiesen.

V.1.5.1 Nachrichtenidentifikation
Typ: Nachri cht eni denti fi kation

Dieser Datentyp dient der Identifikation einer Nachricht .

Abbildung V.1.1. Nachrichtenidentifikation

icomplexType Nachrichtenidentifikation

m\ paketierung
type |xpassausweis:Paketierung

1| gemeinde
type |xpassausweis:Gemeinde

Kindelemente von Nachri cht eni denti fi kati on
Kindelement Typ Anz. |Ref. Seite
paketierung Paketi erung 1 V.1.5.2 120

Dieses Element gibt die korrekte Abfolge aller Pakete an.
gemeinde ‘Gemsi nde \o..1 \v.1 5.3 \ 121

Bei der Belieferung der zentral gefiihrten Datenbestande Ubermitteln die Pass- bzw. Personalausweisbehdérden
jeweils ihre Daten des Registers. Wenn die PA-Behorde fiir mehrere Gemeinden zustandig ist (z. B. Samtgemein-
den, Verwaltungsgemeinschaften, Amter usw.) gilt:

+ Lieferungen erfolgen unter Verwendung des AGS der ausstellenden PA-Behdrde.
+ Sind im PA-Register Gemeinde AGS vorhanden, kénnen Liefernachrichten zu Lieferungen je Gemeinde zusam-
mengefasst werden.

V.1.5.1.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Gibermittelt werden: 9100, 9199

V.1.5.2 Paketierung

Typ: Paket i erung

Dieses Element ist zur Sicherstellung der korrekten Abfolge aller Pakete (paket nunmer ) einer Liefe-
rung (I auf endeNunmer Der Li ef er ung) sowie der Vollstandigkeitskontrolle (Kennzeichen | et zt es-
Paket ) vorgesehen.

Ein Paket ist eine XPassAusweis-Nachricht, die in der Regel 1 — n Datensatze enthalt.

Nachfolgend ein Beispiel fir die Verwendung des Elementes paket i er ung zur Markierung der korrek-
ten Reihenfolge der Lieferungen und Pakete:
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laufendeNummerDerLie- |paketnummer letztesPaket
ferung

false

false

true

false

true

true

A WINIDN =] =
2D A N2 W DN -

true

Abbildung V.1.2. Paketierung

rcomplexType Paketierung

N\ laufendeNummerDerLieferung
-/ type | xs:positivelnteger

paketnummer
type |xs:positive|nteger

letztesPaket
type | xs:boolean

Kindelemente von Paket i er ung

Kindelement Typ Anz. |Ref. Seite

laufendeNummerDerLieferung XSs: posi tivel nteger 1

Nummer der Lieferung.
Bei einer Lieferung aus mehreren Paketen hat jedes zur Lieferung gehdrende Paket dieselbe laufende Nummer.

Fur aufeinanderfolgende Lieferungen muss die laufende Nummer vom sendenden System fortlaufend, aufsteigend
und liickenlos vergeben werden. Die empfangende Stelle (Leser) prift anhand dieser Nummer, dass keine Liefe-
rung verlorengegangen ist.

paketnummer ‘xs: posi tivel nt eger ‘1 ‘ ‘

Dieses Element wird innerhalb der Lieferung fortlaufend durchnummeriert (jedes Paket einer Lieferung erhalt so
eine eindeutige Nummer).

letztesPaket ‘xs: bool ean ‘ 1 ‘ ‘

Kennzeichen fiir das letzte Paket einer Lieferung.

V.1.5.2.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9100, 9199

V.1.5.3 Gemeinde
Typ: Genei nde

Dieser Typ dient der Identifikation der liefernden bzw. empfangenden Gemeinde.
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Abbildung V.1.3. Gemeinde

complexType Gemeinde

N\ amtlichergemeindename

N\ type [ din91379:datatypeC

amtlichergemeindeschluessel

type |xicgvz:Code.GemeindeVZ.AmtIicherGemeindesch|uessel

1|zugangsportal

type [ din91379:datatypeC

Kindelemente von Genei nde

Kindelement Typ Anz. |Ref. Seite

amtlichergemeindename dat at ypeC 1 1.7.1 39

Der amtliche Gemeindename.

amtlichergemeindeschluessel Code. Genei ndeVZ. 1 11.7.2 39
Amt | i cher Gerei ndeschl uessel

Der amtliche Gemeindeschlussel (AGS).

erforderlich.

Wenn der Typ Gemeinde genutzt wird, um eine Gemeinde zu adressieren, dann ist dieses Kindelement zwingend

zugangsportal

dat at ypeC

\o..1 \||.7.1

\39

weisbehorde.

Eventuell ist inhaltsbasiert ein Weiter-Routing erforderlich.

Information Uber die elektronische Erreichbarkeit des Fachverfahrens im Zustandigkeitsbereich der Pass-/Aus-

V.1.5.3.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9100, 9101, 9199

V.1.5.4 Lieferdatensatz

Typ: Li ef er dat ensat z

Dieser Datentyp bildet die Grundlage fur den Lieferdatensatz an den zentral geflhrten Datenbestand.

Abbildung V.1.4. Lieferdatensatz

complexType Lieferdatensatz

(o2

identifikation.ereignis

type |xink:Identifikation.Ereignis

dokumentendaten

type |xpassausweis:Dokumentendaten
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Kindelemente von Li ef er dat ensat z

Kindelement Typ Anz. |Ref. Seite

identifikation.ereignis Identifikation.Ereignis 1 11.7.2 39

Dieses Element dient der eindeutigen Kennzeichnung der einzelnen Datensatze innerhalb einer Lieferung. In der
Quittierungsnachricht wird dieses Element zur Identifikation der fehlerhaften Datenséatze wiedergegeben.

dokumentendaten Dokument endat en ‘1 ‘V.1 5.5 ‘123

In diesem Element werden die Daten eines Dokuments Ubermittelt.

V.1.5.4.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9100, 9199

V.1.5.5 Dokumentendaten

Typ: Dokunent endat en

Mit diesem Datentyp werden die Daten zu einem Dokument, die fiir die Ubermittlung an den zentral
gefiihrten Datenbestand verwendet werden diirfen, abgebildet.

Abbildung V.1.5. Dokumentendaten

rcomplexType Dokumentendaten

| o) nachname
AN type |xian:AIIgemeinerName

vornamen

type |xian:AIIgemeinerName

geburtsdatum
type |xida:TeiIbekanntesDatumMitUnbekannt

dokumentLetzterTagDerGueltigkeit
type | xs:date

seriennummer

type |xpassausweis:String.Seriennummer

0.1/ lichtbild
type | xilb:Lichtbild

0..1| unterschriftsbild
type |xpassausweis:Unterschriftsbild

amtlicherGemeindeschluessel

type |xpassausweis:Code.AmtIicherGemeindeschIuessel

Kindelemente von Dokunent endat en

Kindelement Typ Anz. |Ref. Seite

nachname Al | genei ner Nane 1 11.7.2 39
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Kindelemente von Dokunent endat en

Kindelement ‘ Typ ‘ Anz. ‘ Ref. ‘ Seite

Mit diesem Element wird der Familienname Ubermittelt.

vornamen ‘AI | genei ner Nane ‘1 ‘II.7.2 ‘39

Mit diesem Element werden die Vornamen vollstandig tGbermittelt.
geburtsdatum ‘Tei | bekannt esDat unM t Unbekannt ‘1 ‘II.7.2 ‘39

Mit diesem Element wird das Geburtsdatum tGbermittelt.

dokumentLetzterTagDerGueltigkeit ‘xs: date ‘ 1 ‘ ‘

Mit diesem Element wird das Datum, bis zu dem das Dokument giltig ist, Gbermittelt.

seriennummer ‘St ring. Seri ennunmer ‘1 ‘II.3.2.2 ‘21

Mit diesem Element wird die Seriennummer des Dokumentes zuzuglich der Prifziffer aus der maschinenlesbaren
Zone ubermittelt.

lichtbild |Lichtbi I d 0.1 |72 |39

Mit diesem Element wird das Lichtbild Gbermittelt.

unterschriftsbild |Unterschri ftsbild 0.1 |vi156 [124

Mit diesem Element wird das Unterschriftsbild Gbermittelt.

amtlicherGemeindeschluessel Code. Ant | i cher Genei ndeschl uessel |1 .2.1.2. |12
10

Mit diesem Element wird der amtliche Gemeindeschliissel Gibermittelt.

Bei der Belieferung der zentral gefihrten Datenbestande Ubermitteln die Pass- bzw. Personalausweisbehérden
jeweils ihre Daten des Registers. Wenn die PA-Behérde fir mehrere Gemeinden zustandig ist (z. B. Samtgemein-
den, Verwaltungsgemeinschaften, Amter usw.) gilt:

* Lieferungen erfolgen unter Verwendung des AGS der ausstellenden PA-Behdrde.

« Sind im PA-Register Gemeinde AGS vorhanden, kénnen Liefernachrichten zu Lieferungen je Gemeinde zusam-
mengefasst werden.

Aufgrund der technischen Zuordnung des gesamten Datensatzes zur sendenden Behorde ist dies notwendig.

V.1.5.5.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten tibermittelt werden: 9100, 9199

V.1.5.6 Unterschriftshild

Typ: Unterschriftsbild

Mit diesem Datentyp wird ein Unterschriftsbild im Binarformat Ubermittelt, inklusive der Angabe des
Bildformats als MIME-Type.

Dieser Typ ist eine Erweiterung des Basistyps xs: base64Bi nary.

Attribut von Unt er schri ft sbi I d
Attribut Typ Anz. |Ref. Seite
mimeType dat at ypeC 1 1.7.1 39

Mit diesem Attribut wird das Format des Gbermittelten Unterschriftsbild als MIME-Type Gbermittelt.
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V.1.5.6.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Gbermittelt werden: 9100, 9199

V.1.5.7 Datensatzloeschung

Typ: Dat ensat zl oeschung

Das Element wird tGbermittelt, um einen Datensatz aus dem zentralen Datenbestand zu entfernen. Es
enthalt nur die Identifikationsmerkmale des zu 16schenden Dokumentendatensatzes.

Abbildung V.1.6. Datensatzloeschung

complexType Datensatzloeschung

) identifikation.ereignis
N\ type [ xink:Identifikation. Ereignis

identifikation.betroffenesdokument

type |xpassausweis:String.Seriennummer

Kindelemente von Dat ensat zIl oeschung

Kindelement Typ Anz. |Ref. Seite

identifikation.ereignis Identifikation.Ereignis 1 11.7.2 39

Dieses Element dient der eindeutigen Kennzeichnung der einzelnen Datensatze innerhalb einer Lieferung. In der
Quittierungsnachricht wird dieses Element zur Identifikation der fehlerhaften Datenséatze wiedergegeben.

Im Kindelement er ei gni szei t punkt ist der Zeitpunkt zu Gbermitteln, an welchem der Datensatz im PA-Register
geandert wurde.

identifikation.betroffenesdokument |Stri ng. Seri ennunmer ‘1 ‘II.3.2.2 ‘21

Dieses Element dient der eindeutigen Kennzeichnung des zu I6schenden Dokuments aus dem zentralen Daten-
bestand.

V.1.5.7.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9100

V.1.5.8 Quittierung

Typ: Qui ttierung

Dieser Typ ist fur die Verwendung in der Quittierung von Datenlieferungen an zentrale Datenbestande
vorgesehen.
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Abbildung V.1.7. Quittierung

complexType Quittierung

N\ laufende.nummer.der.lieferung
N type | xs:positivelnteger

antwortstatus
type |xpassausweis:Code.ZentraleDatenbestaende.Antwortstatus

fehlermeldung
type | din91379:datatypeC

o
-

saetze.gelesen
type |xs:nonNegativeInteger

saetze.zurueckgewiesen
type |xs:nonNegativeInteger

saetze.meldung
type |xs:nonNegativeInteger

gemeinde
type |xpassausweis:Gemeinde

Kindelemente von Qui tti erung

Kindelement Typ Anz. |Ref. Seite

laufende.nummer.der.lieferung XSs: posi tivel nt eger 1

Dieses Element identifiziert die zugehorige Datenlieferung.

antwortstatus Code. Zent r al eDat enbest aende. 1 1.2.1.2. |12
Ant wor t st at us 1"

Dieses Element gibt darliber Aufschluss, ob eine Lieferung am System des Lesers bearbeitet wurde oder nicht.

Ein ant wor t st at us mit dem Wert 00 — Leistung wurde erbracht — bedeutet, dass die Lieferung vom System des
Lesers erfolgreich bearbeitet wurde. Eine neue Lieferung muss dann mit einer neuen, um 1 erhéhten | auf ende-
nunmer geliefert werden. Ein ant wor t st at us mit dem Wert 00 sagt aber nichts darliber aus, wie viele Satze
erfolgreich bearbeitet wurden; diese Information kann nur aus den Fehlerstatistik-Elementen enthommen werden.

Ein ant wor t st at us mit einem Wert ungleich 00 bedeutet, dass die gesamte Lieferung vom System des Lesers
abgelehnt worden ist. Eine neue Lieferung — in der Regel wird dies ein Wiederholversuch sein — muss die alte
| auf endenunmer wieder verwenden.

fehlermeldung ‘dat atypeC \o..1 \||.7.1 \39

In diesem Element kann eine textuelle Fehlermeldung mit Bezug auf die gesamte Datenlieferung mitgeliefert wer-
den.

saetze.gelesen ‘xs: nonNegat i vel nt eger ‘1 ‘ ‘

Die Anzahl der vom System des Lesers erkannten Datensétze.

saetze.zurueckgewiesen ‘xs: nonNegat i vel nt eger ‘1 ‘ ‘

Die Anzahl der vom System des Lesers zurlickgewiesenen und nicht tbernommenen Satze.

saetze.meldung ‘xs: nonNegat i vel nt eger ‘1 ‘ ‘

Die Anzahl der Satze, zu denen das System des Lesers eine oder mehrere Meldungen (Rickmeldung, Fehler
oder Hinweis) ausgegeben hat.
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Kindelemente von Qui tti erung
Kindelement Typ Anz. |Ref. Seite
gemeinde Genei nde 1 V.1.5.3 |121

Die mit dem Datentyp Qui tti er ung versehenen Nachrichten zwischen zentral gefiihrtem Datenbestand und
PA-Behorde werden jeweils mit dem AGS befiillt, welcher in der Lieferung enthalten war. Dies ist der AGS der
ausstellenden PA-Behdrde oder falls die Lieferung aus dem PA-Register pro Gemeinde erfolgt ist, der Gemeinde
AGS.

V.1.5.8.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten ibermittelt werden: 9101

V.1.5.9 Quittierungssatz

Typ: Qui ttierungssatz

Dieser Quittierungssatz ist zu verwenden, wenn der Empfang einer Nachricht zent r al eDat en-
best aende. aender ungsl i ef erung. 9100 oder zent r al eDat enbest aende. best andsl i ef e-
rung. 9199 quittiert werden soll.

Abbildung V.1.8. Quittierungssatz

rcomplexType Quittierungssatz

) ursprungsereignis
NG type | xink:ldentifikation. Ereignis

konsequenz
type |xpassausweis:Code.ZentraIeDatenbestaende.Konsequenz.FehIer

fehlermeldung
type [ din91379:datatypeC

_1|fehlercode
type |xpassausweis:Code.ZentraIeDatenbestaende.FehIercodes.landesspezifisch

Kindelemente von Qui tti erungssat z

Kindelement Typ Anz. |Ref. Seite

ursprungsereignis Identifikation.Ereignis 1 11.7.2 39

Mit diesem Element werden die Daten zur Identifikation des Ereignisses aus der Ursprungsnachricht ibermittelt.

konsequenz Code. Zent r al eDat enbest aende. 1 1.2.1.2. |13
Konsequenz. Fehl er 13

Mit diesem Element teilt der Autor der Quittierungsmeldung mit, welche Konsequenz der festgestellte Fehler fiir
die Speicherung des Datensatzes im System des Lesers hat:

» Der Schlissel 01 bedeutet, dass der Datensatz aufgrund des Fehlers nicht im zentralen Datenbestand gespei-
chert wird.

» Bei Angabe des Schlissels 02 wird der Datensatz trotz des aufgetretenen Fehlers im zentralen Datenbestand
gespeichert.
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Kindelemente von Qui tti erungssat z

Kindelement ‘ Typ ‘ Anz. ‘ Ref. ‘ Seite

» Der Schlissel 03 kann verwendet werden, wenn die Meldung als Anmerkung zu verstehen ist. Der Datensatz
wird verarbeitet und im zentralen Datenbestand gespeichert.

fehlermeldung ‘dat atypeC ‘1 ‘ 1.7.1 ‘39

Das Element enthalt eine textliche Darstellung des erkannten Fehlers. Diese soll den Leser der Quittierung in die
Lage versetzen, mdgliche Ursachen zu ermitteln bzw. den fehlerhaften Zustand zu beheben.

Die Fehlertexte sind nicht standardisiert. Sie werden vom sendenden System festgelegt. Eine Dokumentation
der Texte soll dem Leser zuganglich sein. Das System des Lesers wird diese Meldungen in der Regel flur den
Bearbeiter zur Anzeige bringen.

fehlercode Code. Zent r al eDat enbest aende. 0.1 1.2.1.2. |13
Fehl er codes. | andesspezi fi sch 12

Mit diesem Element kann ein landesspezifischer Fehlercode Ubermittelt werden.

V.1.5.9.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten ibermittelt werden: 9101

V.1.6 Die Nachrichten

In diesem Abschnitt werden die flr das Kapitel V.1, Dateniibermittlung an zentrale Lichtbildbestdnde
relevanten Nachrichten beschrieben.

Die folgende Tabelle fasst alle die in diesem Kapitel beschriebenen Nachrichten zusammen.

Alle Nachrichten zu ,,ZentraleDatenbestaende*

Bezeichnung Nr. Beschreibung Dienst Seite
Anderungsnach- {9100 Diese Nachricht dient der Ubermittiung von |xpassausweis256571|129
richt an den Pass- und Personalausweisdaten gemaf |ZentraleAenderungsli
zentral gefuhrten Tabelle V.1.1, ,Datenumfang fiir die Uber-|eferung
Datenbestand mittlung an zentrale Datenbestéande der PA-

Behorden®. Sie enthalt Lieferdatensatze aus
genau einer Pass-/Personalausweisbehor-

de.
Quittierungsnach- {9101 Mit dieser Nachricht wird der |xpassausweis2505717 (132
richt des zentral Erhalt  einer  Datenlieferung  (Nach-|ZentraleDatenbestae
gefihrten Daten- richt zentral eDat enbest aende. aen- |nde2ppa
bestands nach derungsl i ef erung. 9100 oder zent r a-
erhaltener Daten- | eDat enbest aende.
lieferung best andsl i ef erung. 9199) quittiert

(XPassAusweis-Quittierungsnachricht). Zu
einzelnen Datensatzen kann die Quittierung
Hinweise oder Fehlermeldungen enthalten.

Bestandsliefe- 9199 Diese Nachricht dient der Ubermittiung von |xpassausweis250571 130

rungsnachricht an Pass- und Personalausweisdaten gemal |ZentraleBestandslief
den zentral Tabelle V.1.1, ,Datenumfang fiir die Uber-|erung
gefiihrten Daten- mittlung an zentrale Datenbesténde der PA-
bestand Behdrden®. Sie enthélt Lieferdatensatze aus
genau einer Pass-/Personalausweisbehor-
de.
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V.1.6.1 Anderungsnachricht an den zentral gefiihrten Datenbestand

Nachricht: zent r al eDat enbest aende. aender ungsl i ef er ung. 9100

Diese Nachricht dient der Ubermittlung von Pass- und Personalausweisdaten gemaR Tabelle V.1.1,
,2Datenumfang fur die Ubermittlung an zentrale Datenbestédnde der PA-Behorden®. Sie enthalt Lieferda-
tensatze aus genau einer Pass-/Personalausweisbehdrde.

Umsetzungshinweise:

Im Element Nachri cht eni dentifi kati on wird die Gemeinde angegeben, fir die die Lieferung
Daten enthalt. Eine Lieferung darf nur Datensatze der angegebenen Gemeinde enthalten.

Die Datenlieferungen missen durch den zentral gefihrten Datenbestand in der korrekten Reihenfolge
verarbeitet werden. Daflir werden die Liefernachrichten durch den Autor im Element | auf endeNum
nmer Der Li ef er ung lickenlos und fortlaufend aufsteigend nummeriert. Umfangreiche Datenlieferungen
mussen vom Autor auf mehrere Pakete aufgeteilt werden. Ein Paket entspricht einer Liefernachricht. Um
alle Pakete einer Datenlieferung beim zentral gefiihrten Datenbestand wieder in der richtigen Reihenfol-
ge zusammenflgen und die Vollstandigkeit der Datenlieferung tUberprifen zu kénnen, missen in jeder
Nachricht die Elemente paket nunmer und | et zt esPaket Ubermittelt werden. Die Paketnummer ist
dabei innerhalb einer Datenlieferung mit 1 beginnend lickenlos und aufsteigend zu z&hlen.

Nachfolgend ein Beispiel flr die Verwendung der Elemente | auf endeNurmmer Der Li ef er ung,
paket numrer und | et zt esPaket zur Markierung der korrekten Reihenfolge der Datenlieferungen
und der zugehorigen Pakete:

laufendeNummerDerLie- |paketnummer letztesPaket artDerLieferung
ferung

1 1 false bestandslieferung

1 2 false bestandslieferung

1 3 true bestandslieferung
2 1 false anderungslieferung
2 2 true anderungslieferung
3 1 true anderungslieferung
4 1 true anderungslieferung

Die Liefernachricht besteht auerdem aus einer Folge von Datensatzen.

Das Kindelement er ei gni szei t punkt innerhalb des jeweils mitgelieferten Elements i dent i fi ka-
tion. erei gni s enthalt das Datum und die Uhrzeit (méglichst sekundengenau), an dem die Anderung
an diesem Datensatz vorgenommen wurde. Damit kann durch den zentral gefiihrten Datenbestand die
chronologische Reihenfolge der Anderungen verifiziert werden. Die Datensétze sind dessen unge-
achtet in chronologischer Reihenfolge anzuliefern.

Rechtsgrundlagen:

* § 27a PassG und § 34a PAuswG und landesrechtliche Regelungen
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Abbildung V.1.9. zentraleDatenbestaende.aenderungslieferung.9100

relement zentraleDatenbestaende.aenderungslieferung.9100 (anonymous type)
1 (extension of xpassausweis:Nachricht. G2G)

| ) nachrichtenidentifikation
DN T [type | xpassausweis:Nachrichtenidentifikation
' 1
. |
10+ datensatz 3 dokumentendaten.liefern
type | N type | xpassausweis:Lieferdatensatz

dokumentendaten.loeschen

type |xpassausweis:Datensatzloeschung

Diese Nachricht ist eine Erweiterung des Basistyps Nachr i cht . @G (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von zent r al eDat enbest aende. aender ungsl i ef erung. 9100

Kindelement Typ Anz. |Ref. Seite
nachrichtenidentifikation Nachri cht eni denti fikation 1 V151 |120

Dieses Element dient der Identifikation einer Nachricht.

datensatz ‘ ‘0..n ‘ ‘

Ein Datensatz muss entweder ein Anderungs- oder Neuanlagesatz (dokument endat en. | i ef er n) oder ein
Loschsatz (dokunent endat en. | oeschen) sein.

[C1/2] dokumentendaten.liefern ‘Li ef erdat ensat z ‘1 ‘V.1 5.4 ‘ 122
Dieses Element enthalt den Lieferdatensatz an das zentral gefiihrte Register.

[C2/2] dokumentendaten.loe-| Dat ensat z| oeschung 1 V.1.5.7 |125
schen

Das Element enthat die aus dem zentralen Datenbestand zu I6schenden Dokumente.

V.1.6.2 Bestandslieferungsnachricht an den zentral gefihrten
Datenbestand

Nachricht; zent r al eDat enbest aende. best andsl i ef erung. 9199

Diese Nachricht dient der Ubermittlung von Pass- und Personalausweisdaten gemaR Tabelle V.1.1,
,Datenumfang fir die Ubermittiung an zentrale Datenbestande der PA-Behdrden®. Sie enthalt Lieferda-
tensatze aus genau einer Pass-/Personalausweisbehdrde.

Umsetzungshinweise:

Im Element Nachri cht eni dentifi kati on wird die Gemeinde angegeben, fir die die Lieferung
Daten enthalt. Eine Lieferung darf nur Datensatze der angegebenen Gemeinde enthalten.

Die Datenlieferungen muissen durch den zentral gefiihrten Datenbestand in der korrekten Reihenfolge
verarbeitet werden. Daflir werden die Liefernachrichten durch den Autor im Element | auf endeNum
nmer Der Li ef er ung lickenlos und fortlaufend aufsteigend nummeriert. Umfangreiche Datenlieferungen
mussen vom Autor auf mehrere Pakete aufgeteilt werden. Ein Paket entspricht einer Liefernachricht. Um
alle Pakete einer Datenlieferung beim zentral gefiihrten Datenbestand wieder in der richtigen Reihenfol-
ge zusammenfiigen und die Vollstandigkeit der Datenlieferung iberpriifen zu kénnen, missen in jeder
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Nachricht die Elemente paket nunmer und | et zt esPaket Ubermittelt werden. Die Paketnummer ist
dabei innerhalb einer Datenlieferung mit 1 beginnend liickenlos und aufsteigend zu zahlen.

Nachfolgend ein Beispiel fur die Verwendung der Elemente | auf endeNunmer Der Li ef er ung,
paket numrer und | et zt esPaket zur Markierung der korrekten Reihenfolge der Datenlieferungen
und der zugehorigen Pakete:

laufendeNummerDerLie- |paketnummer letztesPaket artDerLieferung
ferung

1 1 false bestandslieferung

1 2 false bestandslieferung

1 3 true bestandslieferung
2 1 false anderungslieferung
2 2 true anderungslieferung
3 1 true anderungslieferung
4 1 true anderungslieferung

Die Liefernachricht besteht aulerdem aus einer Folge von Datensatzen.

Das Kindelement er ei gni szei t punkt innerhalb des jeweils mitgelieferten Elements i dent i f i ka-
tion. erei gni s enthalt das Datum und die Uhrzeit (méglichst sekundengenau), an dem die Anderung
an diesem Datensatz vorgenommen wurde. Damit kann durch den zentral gefihrten Datenbestand die
chronologische Reihenfolge der Anderungen verifiziert werden. Die Datensétze sind dessen unge-
achtet in chronologischer Reihenfolge anzuliefern.

Rechtsgrundlagen:

* § 27a PassG und § 34a PAuswG und landesrechtliche Regelungen

Abbildung V.1.10. zentraleDatenbestaende.bestandslieferung.9199

relement zentraleDatenbestaende.bestandslieferung.9199 (anonymous type)
: (extension of xpassausweis:Nachricht. G2G)

N\ nachrichtenidentifikation
type |xpassausweis:Nachrichtenidentifikation

dokumentendaten.liefern
type |xpassausweis:Lieferdatensatz

0..+| datensatz
type |

®

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . QG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von zent r al eDat enbest aende. best andsl i ef er ung. 9199

Kindelement Typ Anz. |Ref. Seite
nachrichtenidentifikation Nachri cht eni dentifikation 1 V151 |120

Dieses Element dient der Identifikation einer Nachricht.

datensatz ‘ ‘0..n ‘ ‘

Dieses Element enthalt einen Datensatz eines Dokuments.

dokumentendaten.liefern ‘ Li ef erdat ensat z ‘ 1 ‘V.1 5.4 ‘ 122
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Kindelemente von zent r al eDat enbest aende. best andsl i ef er ung. 9199
Kindelement ‘Typ ‘Anz. ‘Ref. ‘Seite
‘Dieses Element enthalt den Lieferdatensatz an das zentral gefiihrte Register.

V.1.6.3 Quittierungsnachricht des zentral geftihrten Datenbestands
nach erhaltener Datenlieferung

Nachricht: zent r al eDat enbest aende. dat enl i ef erungqui tti erung. 9101

Mit dieser Nachricht wird der Erhalt einer Datenlieferung (Nachricht zent r al eDat enbest aende. aen-
derungsl i ef erung. 9100 oder zentr al eDat enbest aende. best andsl i ef erung. 9199) quit-
tiert (XPassAusweis-Quittierungsnachricht). Zu einzelnen Datensatzen kann die Quittierung Hinweise
oder Fehlermeldungen enthalten.

Umsetzungshinweise:

In quittierung wird die Gemeinde angegeben, fir die die zu quittierende Nachricht zentr al e-
Dat enbest aende. aender ungsl i ef erung. 9100 oder zent r al eDat enbest aende. best ands-
I i ef erung. 9199 Daten enthielt.

Rechtsgrundlagen:

* § 27a PassG und § 34a PAuswG und landesrechtliche Regelungen

Abbildung V.1.11. zentraleDatenbestaende.datenlieferungquittierung.9101

relement zentraleDatenbestaende.datenlieferungquittierung.9101 (anonymous type)
(extension of xpassausweis:Nachricht.G2G)

| ) quittierung
type |xpassausweis:Quittierung

0..*| meldung

type |xpassausweis:Quittierungssatz

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . QG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von zent r al eDat enbest aende. dat enl i ef erungqui tti erung. 9101
Kindelement Typ Anz. |Ref. Seite
quittierung Quittierung 1 V.1.5.8 |125
meldung Quittierungssatz 0..n V.1.5.9 [127

V.1.7 Versionshistorie flir 25:0525.11

In diesem Abschnitt wird die Versionshistorie des Kapitels Kapitel V.1, Dateniibermittlung an zentrale
Lichtbildbesténde zur jeweiligen XPassAusweis-Version beschrieben.

Keine Eintra
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V.1.7.1 CR-XPA 2024-36 Zeitpunkt fur Ubermittlung der Daten an
zentralen Lichtbildbestand

Im Kapitel "V.1.3, Ubersicht iiber den Ablauf” wurde definiert, ab welchem Status Lichtbilder an zentrale
Lichtbildbesténde tibermittelt werden.

Einen velistandigevollstandigen Uberblick iber die Versionshistorie liefert Anhang VII.F, Versionshisto-
rie.
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V1.1 Meldung Uber L
Dokumentfortschreibung
durch Onlinedienste an die Koordinierungsstelle

fiir IT-Standards

PA_B eh O rd en XPassAusweis

Rechtsgrundlagen fur die Dokumentfortschreibung durch Onlinedienste

nach 8§ 18 Abs. 6 PAuswG, § 19 und Anhang 1b PAuswV, 88§
12 Abs. 4 f. eIDKG, 8 1 Abs. 3 und Anlage 1c PassV i.V.m.
8§ 23a BMG und Begrindung Bundesratsdrucksache 395/21
,verordnung zu automatisierten Datenabrufen aus den Pass-
und Personalausweisregistern sowie zur Anderung der Pass-
verordnung, der Personalausweisverordnung und der Aufent-
haltsverordnung”“ Seite 43, Nr.10 ff

VI.1.1 Ausgangssituation und Zielsetzung

Dieses Kapitel behandelt im Zusammenhang mit der elektronischen Wohnsitzanmeldung den Folgepro-
zess der Meldung einer digitalen Anschriften- bzw. Chipanderung eines PA-Dokuments. Dabei werden
der Prozess und die Nachrichten fiir die elektronische Ubermittlung der PA-Daten von einem Online-
dienst an die ortlich zustandige PA-Behdrde beschrieben.

Wird eine Anschriftenanderung fir einen Personalausweis oder eine elD-Karte Giber einen Onlinedienst
angestolden, teilt dieser der ortlich zustandigen PA-Behdrde mit, dass die Daten auf dem Chip des Per-
sonalausweises oder elD-Karte mit der Anschrift der aktuellen Haupt- oder alleinigen Wohnung aktua-
lisiert wurden. Im Falle eines Personalausweises wird auch der angestoRene Druckauftrag fir einen
Anderungsaufkleber mitgeteilt. Bei elD-Karten ist die Anschrift nur auf dem Chip gespeichert und nicht
zusatzlich auf dem Dokument aufgedruckt. Handelt es sich um einen Pass, werden die Chipdaten im
Onlinedienst nicht aktualisiert, da die Wohnortangabe nicht Bestandteil der Chipdaten ist. Entsprechend
informiert der Onlinedienst nur Uber den angestoltenen Druckauftrag eines Wohnortanderungsaufkle-
bers.

Die Nachrichten unterscheiden sich nach der Art, der aufgrund des vorliegenden PA-Dokuments zu
adressierenden PA-Behérde, also Personalausweisbehdrde, Passbehdrde oder elD-Karte-Behdrde.

VI1.1.2 Begriffsdefinitionen

In diesem Abschnitt werden die in dem Kapitel VI.1, Meldung (ber Dokumentfortschreibung durch
Onlinedienste an die PA-Behérden verwendeten Begriffe beschrieben.
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VI.1.2.1 Onlinedienst

Bei einem Onlinedienst handelt es sich in diesem Kapitel um einen Dienst, der im Auftrag der PA-Behdr-
den als PassAusweisPortal eine Adressanderung gemaf § 19 Abs. 2 PAuswV sowie § 1 Abs. 2 PassV
und § 12 Abs. 4 eIDKG durchfihrt.

VI.1.3 Ubersicht tilber den Ablauf

Im Anschluss an eine elektronische Anmeldung geman § 23a BMG beginnt der Prozess der elektroni-
schen Anderung der Adressdaten auf dem Chip des PA-Dokuments (bei Personalausweisen und elD-
Karten) sowie das AnstoRen des Druckauftrags fiir den Anderungsaufkleber (bei Personalausweisen
und Passen). Bei Personalausweisen und elD-Karten initiiert der Biirger aktiv die Anderung. Bei Passen
geschieht dies vollautomatisiert durch den Onlinedienst. Der Onlinedienst informiert anschlieRend die
Ortlich zustandige PA-Behoérde Uber eine vollzogene Anschriften- bzw. Chipénderung eines PA-Doku-
ments. Die PA-Behérde selbst ist in den Prozess mit dem Biirger und ggf. beteiligter Dritter (neue Ande-
rungsaufkleber) nicht involviert. Nach Entgegennahme der Nachricht prift die 6rtlich zustédndige PA-
Behdrde, ob sie das PA-Dokument in ihrem Register hat. Wenn dies der Fall ist, speichert die 6rtlich
zustandige PA-Behdrde die gednderten Adressdaten zum bestehenden Dokument in ihrem Register
und stdRt ggf. ein Fortschreibungsverfahren an. Andernfalls flhrt sie eine manuelle Prifung zum Sach-
verhalt durch.

package UseCase|[ OnlinedienstFortscheibung-Usecase ])

ggf.
Fortschreibungs-
verfahren anstoRen

Anderungsmitteilung

Onlinedienst PA-Behorde

VI.1.4 Der Ablauf im Detalil

VI.1.4.1 Prozessbeschreibung Meldung Gber Dokumentfortschrei-
bung durch Onlinedienste an die PA-Behoérden

Prozessbeschreibung
Im Folgenden wird der Prozess der Meldung einer Dokumentfortschreibung von einem Onlinedienst
an die ortlich zustadndige PA-Behdrde beschrieben. Die Aktivitdten beziehen sich jeweils auf ein
einzelnes PA-Dokument.

Meldung tUber Dokumentfortschreibung durch
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activity Prozess-Onlinedi [[=) Prozess-Onlinedi - ])

Online-Dienst Ortlich zusténdige Behdrde

Biirger nimmt iber den Onlinedienst eine Fortschreibung der
Adressdaten auf dem Chip des PA-Dokuments vor und/oder der
Onlinedienst stoRt den Druck des Anderungsaufklebers an

Zustandige
Behorde
ermitteln

l < onlil i il T is.9501

Fortschreibungs-
nachricht
erzeugen und
versenden

Dx : onlinedit i Pass.9502

EidKarte.9503

Nachricht
entgegennehmen
und priifen

Dokumment bereits im
Register enthalten? Nein

Ja

Adressdaten-
dnderung zu
einem Dokument
im Register
speichern

:

Zustindige Behorde ermittein
Nachdem die Biirgerin oder der Biirger die Fortschreibung der Adressdaten auf dem Chip des PA-
Dokuments (iber den Onlinedienst vorgenommen und/oder der Onlinedienst den Druck des Ande-
rungsaufklebers angestofien hat, ermittelt der Onlinedienst die ortlich zustandige PA-Behorde.

Fortschreibungsnachricht erzeugen und versenden
Der Onlinedienst erzeugt eine Fortschreibungsnachricht und sendet diese an die 6rtlich zustéandige
PA-Behdrde. Jede Behdrdenart verwendet ihre eigene Fortschreibungsnachricht.

Nachricht entgegennehmen und priifen
Die ortlich zustéandige PA-Behdrde nimmt die Nachricht entgegen, prift, ob sie zustandig ist und ob
sie das in der Nachricht angegebene PA-Dokument in ihrem Bestand gespeichert hat. Das Mitzugs-
verfahren ist zu diesem Zeitpunkt bereits infolge der melderechtlichen Anmeldung abgeschlossen.

Adressdatenanderung zu einem Dokument im Register speichern
Die ortlich zustandige PA-Behdérde speichert die gedanderten Adressdaten zu einem in ihrem Register
enthaltenen PA-Dokument.

Manuelle Priifung vornehmen
Ist das PA-Dokument nicht im Bestand der értlich zustandigen PA-Behorde enthalten, fihrt die 6rtlich
zustandige PA-Behdrde eine manuelle Prifung zum Sachverhalt durch.

VI.1.5 Datentypen

In diesem Abschnitt werden die fir das Kapitel VI.1, Meldung iber Dokumentfortschreibung durch
Onlinedienste an die PA-Behérden relevanten Datentypen beschrieben.
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VI.1.5.1 Aktualisierung

Typ: Akt ual i si erung

Mit diesem Element werden die Referenzdaten zum Aufkleberdruck oder der Chipaktualisierung vom
Onlinedienst Ubermittelt.

Abbildung VI.1.1. Aktualisierung

complexType Aktualisierung

o) referenz ;
AN type [din91379:datatypeC | ;

zeitpunkt
type | xs:dateTime

Kindelemente von Akt ual i si er ung
Kindelement Typ Anz. |Ref. Seite
referenz dat at ypeC 1 1.7.1 39

Mit diesem Element teilt der Onlinedienst der Behérde eine Referenz der Anderung mit, so dass in dem Zeitraum,
in dem die Protokolldaten im Onlinedienst vorgehalten werden die Méglichkeit besteht, den Vorgang Uber die
Systemgrenzen hinweg nachzuverfolgen. Die Referenz kann eine beliebige eindeutige ID (z.B. uuid oder auch
eine andere eindeutige Zeichenfolge) aus dem Onlinedienst sein.

zeitpunkt xs: dat eTi e ‘1 ‘ ‘

Mit diesem Element wird der Zeitpunkt einer Anderung mitgeteilt

VI.1.5.1.1 Nutzung des Datentyps
Dieser Typ kann in den folgenden Nachrichten Ubermittelt werden: 9501, 9502, 9503

VI.1.5.2 DsgvoEinwilligung

Typ: DsgvoEi nwi | |i gung

Far den Abruf der Daten aus dem Melderegister ist eine Einwilligung It. DSGVO erforderlich. Mit diesem
Element werden Daten zur Einwilligung aus dem Onlinedienst Ubermittelt.

Abbildung VI.1.2. DsgvoEinwilligung

icomplexType DsgvoEinwilligung

) zeitpunkt
type |xs:dateTime

1|zusatzangaben
type | din91379:datatypeC
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Kindelemente von DsgvoEi nwi | | i gung
Kindelement Typ Anz. |Ref. Seite

zeitpunkt xs: dat eTi e 1

Zeitpunkt der Einwilligung zur Datenlbermittlung aus dem Melderegister

zusatzangaben dat at ypeC ‘0..1 ‘ 11.7.1 ‘39

Zusatzangaben, die zur Einwilligung protokolliert werden sollen. Z.B. identifizierende Daten des Vorgangs im Por-
tal.

VI.1.5.2.1 Nutzung des Datentyps

Dieser Typ kann in den folgenden Nachrichten tbermittelt werden: 9501, 9502, 9503

VI.1.6 Nachrichten

Die folgende Tabelle fasst alle Nachrichten zu Dokumentfortschreibungen durch Onlinedienste zusam-
men.

Alle Nachrichten zu ,,Nachrichten*

Bezeichnung Nr. Beschreibung Dienst Seite
XPA Nachricht 9501 Diese Nachricht enthélt Fortschreibungsda- | xpassausweis256577|139
Onlinedienst-Fort- ten eines Onlinedienstes zu einem Perso-|OnlinedienstFortschr
schreibung Per- nalausweis. eibung-Asynchron
sonalausweis
XPA Nachricht | 9502 Diese Nachricht enthalt Fortschreibungsda- | xpassausweis2565177|140
Onlinedienst-Fort- ten eines Onlinedienstes zu einem Pass. OnlinedienstFortschr
schreibung Pass eibung-Asynchron
XPA Nachricht|9503 Diese Nachricht enthalt Fortschreibungsda- | xpassausweis250577|141
Onlinedienst-Fort- ten eines Onlinedienstes zu einer elD-Karte. | OnlinedienstFortschr
schreibung elD- eibung-Asynchron
Karte

V1.1.6.1 XPA Nachricht Onlinedienst-Fortschreibung Personalaus-
weis

Nachricht: onlinedi-enst Fortscheibung. Personal-auswei-sonl i nedi enst Fort schrei bun-
g. Per sonal auswei s. 9501

Diese Nachricht enthalt Fortschreibungsdaten eines Onlinedienstes zu einem Personalausweis.

Rechtsgrundlagen:

* Rechtsgrundlagen fiir die Dokumentfortschreibung durch Onlinedienste
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Abbildung VI1.1.3.
onlinedienstFortscheibung.PersonalausweisonlinedienstFortschreibung.Personalausweis.9501

‘element onlinedienstFortschreibung.Personalausweis.9501 (anonymous type)
(extension of xpassausweis:Nachricht. G2G)

| N\ plausibilisierteSeriennummer
N\ type | xpassausweis:PlausibilisierteSeriennummer
anschrift

type |xpassausweis:Anschrift

dsgvo.Einwilligung
type |xpassausweis:DsgvoEinwiIIigung

aktualisierung.Chip
type |xpassausweis:AktuaIisierung

aktualisierung.Aufkleber
type |xpassausweis:AktuaIisierung

Diese Nachricht ist eine Erweiterung des Basistyps Nachr i cht . GG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von onl-i nedi-enst Fort schei bung. Personal aus-
wei-sonl i nedi enst Fort schr ei bung. Per sonal auswei s. 9501

Kindelement Typ Anz. |Ref. Seite

plausibilisierteSeriennummer Pl ausi bi | i si ert eSeri ennurmer 1 11.3.2.1 |20

Die plausibilisierte Seriennummer setzt sich aus der Seriennummer des Dokuments mit dem auf dem Dokument
vermerkten Geburtsdatum zusammen.

anschrift ‘Anschri ft \1 \|||.2.5.1 ‘66
Dieses Element enthalt die Anschrift.

dsgvo.Einwilligung ‘DsgvoEi nwi | 1i gung \1 ‘VI.1.5.2 \@

Fir den Abruf der Daten aus dem Melderegister ist eine Einwilligung It. DSGVO erforderlich. Mit diesem Element
werden Daten zur Einwilligung aus dem Onlinedienst Ubermittelt.

aktualisierung.Chip ‘Akt ual i si erung \1 ‘VI.1.5.1 \@

Mit diesem Element werden die Referenzdaten zur Aktualisierung des Chips vom Onlinedienst Ubermittelt.
aktualisierung.Aufkleber ‘Akt ual i si erung ‘1 ‘VI.1.5.1 ‘@

Mit diesem Element werden die Referenzdaten zum Aufkleberdruck vom Onlinedienst Gibermittelt.

VI.1.6.2 XPA Nachricht Onlinedienst-Fortschreibung Pass

Nachricht; onl-i nedi-enst Fort schei bung. Passonl i nedi enst Fort schrei bung. Pass. 9502
Diese Nachricht enthalt Fortschreibungsdaten eines Onlinedienstes zu einem Pass.

Rechtsgrundlagen:

* Rechtsgrundlagen fiir die Dokumentfortschreibung durch Onlinedienste
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Abbildung VI.1.4. onlinedienstFortscheibung.PassonlinedienstFortschreibung.Pass.9502

element onlinedienstFortschreibung.Pass.9502 (anonymous type)
(extensmn of xpassausweis:Nachricht. G2G)

N\ plausibilisierteSeriennummer
-/ type | xpassausweis:PlausibilisierteSeriennummer
anschrift

type |xpassausweis:AnschriftPass

dsgvo.Einwilligung
type |xpassausweis:DsgvoEinwiIIigung

aktualisierung.Aufkleber
type |xpassausweis:AktuaIisierung

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . @G (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von onl-i nedi-enst Fort schei bung. Passonl i nedi enst Fort schr ei bung. Pass. 9502
Kindelement Typ Anz. |Ref. Seite
plausibilisierteSeriennummer Pl ausi bi |l i si erteSeri ennumer 1 11.3.2.1 |20

Die plausibilisierte Seriennummer setzt sich aus der Seriennummer des Dokuments mit dem auf dem Dokument
vermerkten Geburtsdatum zusammen.

anschrift ‘Anschri ft Pass \1 \|||.2.5.2 ‘68

Dieses Element enthalt die Anschrift.
dsgvo.Einwilligung ‘DsgvoEi nwi | i gung \1 ‘VI.1.5.2 \@

Fur den Abruf der Daten aus dem Melderegister ist eine Einwilligung It. DSGVO erforderlich. Mit diesem Element
werden Daten zur Einwilligung aus dem Onlinedienst Ubermittelt.

aktualisierung.Aufkleber ‘Akt ual i si erung ‘1 ‘VI.1.5.1 ‘@
Mit diesem Element werden die Referenzdaten zum Aufkleberdruck vom Onlinedienst Gbermittelt.

VI.1.6.3 XPA Nachricht Onlinedienst-Fortschreibung elD-Karte

Nachricht: onl-i-nedi-enst Fortschei-bung. Ei-dKarteonl i nedi enst Fort schr ei bung. Ei d-
Karte. 9503

Diese Nachricht enthalt Fortschreibungsdaten eines Onlinedienstes zu einer elD-Karte.

Rechtsgrundlagen:

* Rechtsgrundlagen fiir die Dokumentfortschreibung durch Onlinedienste
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Abbildung VI.1.5.
onlinedienstFortscheibung.EidKarteonlinedienstFortschreibung.EidKarte.9503

element onlinedienstFortschreibung.EidKarte.9503 (anonymous type)
. ' (extension of xpassausweis:Nachricht. G2G)

N\ plausibilisierteSeriennummer
—/ type | xpassausweis:PlausibilisierteSeriennummer
anschrift

type |xpassausweis:Anschrift

dsgvo.Einwilligung
type |xpassausweis:DsgvoEinwiIIigung

aktualisierung.Chip
type |xpassausweis:AktuaIisierung

Diese Nachricht ist eine Erweiterung des Basistyps Nachri cht . QG (siehe Abschnitt 11.3.1.1 auf Sei-
te 14).

Kindelemente von onl i nedi enst Fort schei bung. Ei d-
Kart-eonl i nedi enst Fortschrei bung. Ei dKart e. 9503

Kindelement Typ Anz. |Ref. Seite
plausibilisierteSeriennummer Pl ausi bi | i si erteSeri ennumrer 1 11.3.2.1 |20

Die plausibilisierte Seriennummer setzt sich aus der Seriennummer des Dokuments mit dem auf dem Dokument
vermerkten Geburtsdatum zusammen.

anschrift ‘Anschri ft \1 \|||.2.5.1 ‘66

Dieses Element enthalt die Anschrift.
dsgvo.Einwilligung ‘DsgvoEi nwi | i gung \1 ‘VI.1.5.2 \@

Fur den Abruf der Daten aus dem Melderegister ist eine Einwilligung It. DSGVO erforderlich. Mit diesem Element
werden Daten zur Einwilligung aus dem Onlinedienst ubermittelt.

aktualisierung.Chip ‘Akt ual i si erung \1 \vm 5.1 \ﬁ
Mit diesem Element werden die Referenzdaten zur Aktualisierung des Chips vom Onlinedienst Gibermittelt.

VI.1.7 Versionshistorie fur 25-:0525.11

In diesem Abschnitt wird die Versionshistorie des Kapitels Kapitel VI.1, Meldung iber Dokumentfort-
schreibung durch Onlinedienste an die PA-Behdérden zur jeweiligen XPassAusweis-Version beschrie-
ben.

VI.1.7.1 CR-XPA-2022-13, EWA-PA 2024-23 Schreibfehler in Nach-
richten zu OnlineFortschreibung

Neueslm Kapltel “V/ 1, Meldung uber Dokumentfortschrelbung durch Onllnedlenste an dle PA-Behor-

Schre/bfeh/er in den Nachr/chtenbeze/chnungen der Nachr/chten 9501 9502 und 9503 fir die Online-
dienst-Fortschreibung korrigiert (fehlendes ,R").
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Einen volistandigevollsténdigen Uberblick Uiber die Versionshistorie liefert Anhang VII.F, Versionshisto-
rie.
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VII.A Ubersicht iiber alle
Nachrichten

Koordinierungsstelle
fur IT-Standards

XPassAusweis

In diesem Anhang werden alle Nachrichten — nach Hauptgruppen getrennt — aufgefihrt.

Bezeichnung ‘ Nr. | Beschreibung Dienst Seite
Schema-Datei: xpassausweis-baukasten.xsd
Schema-Datei: xpassausweis-codes.xsd
Schema-Datei: xpassausweis-ermaechtigung.xsd

XPA Erméchti- 9401 Mit dieser Nachricht fragt die unzustandige | xpassausweis2505171|Seite 91
gung Anfrage PA-Behdrde bei der 6rtlich zustandigen PA-| Ermaechtigung-Asyn
Personalausweis Behorde eine Ermachtigung zur Ausstellung | chron

eines Personalausweises an.

Rechtsgrundlagen:

* §19 Abs. 4 PassG, §8 Abs. 4 PAuswG
XPA Erméchti- 9402 Mit dieser Nachricht fragt die unzustandige | xpassausweis2505717|Seite 91
gung Anfrage PA-Behdrde bei der 6rtlich zustandigen PA-| Ermaechtigung-Asyn
Pass Behorde eine Ermachtigung zur Ausstellung | chron

eines Passes an.

Rechtsgrundlagen:

* §19 Abs. 4 PassG, §8 Abs. 4 PAuswG
XPA Erméch- 9411 Mit dieser Nachricht teilt die 6rtlich zustén-|xpassausweis2505717|Seite 92
tigung Antwort dige PA-Behoérde der unzustandigen PA-|Ermaechtigung-Asyn
Personalausweis Behérde mit, ob die Erméachtigung zur|chron

Ausstellung eines Personalausweises erteilt

wurde.

Rechtsgrundlagen:

* §19 Abs. 4 PassG, §8 Abs. 4 PAuswG
XPA Erméach- 9412 Mit dieser Nachricht teilt die Ortlich zustan- | xpassausweis2505171 | Seite 93
tigung Antwort dige PA-Behérde der unzustandigen PA-|Ermaechtigung-Asyn
Pass Behdrde mit, ob die Erméachtigung zur Aus-|chron

stellung eines Passes erteilt wurde.

Rechtsgrundlagen:

* §19 Abs. 4 PassG, §8 Abs. 4 PAuswG
XPA Ermachti- 9421 Mit dieser Nachricht teilt die ermachtigte PA- | xpassausweis2505171 | Seite 94
gung Dokumen- Behorde der ortlich zustdndigen PA-Behor- | Ermaechtigung-Asyn

de die Daten zum ausgestellten Personal-|chron
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anfrage fur den
Lichtbildabruf

gebende Stelle auf die synchrone Suchan-

Bezeichnung Nr. Beschreibung Dienst Seite
tendaten Perso- ausweis mit und informiert tiber die Aushan-
nalausweis digung des Dokuments.
Rechtsgrundlagen:
* §11 Abs. 6 PAuswG i.V.m. §23 Abs. 6
PAuswG
XPA Erméchti- 9422 Mit dieser Nachricht teilt die erméachtigte PA- | xpassausweis250511 | Seite 95
gung Dokumen- Behorde der ortlich zustdndigen PA-Behor- | Ermaechtigung-Asyn
tendaten Pass de die Daten zum ausgestellten Pass mit|chron
und informiert Uber die Aushandigung des
Dokuments.
Rechtsgrundlagen:
*+ §22 Abs. 6 PassG i.V.m. §21 Abs. 6
PassG
Schema-Datei: xpassausweis-fortschreibung.xsd
XPA Fortschrei- {9201 Diese Nachricht enthalt Fortschreibungsda- | xpassausweis250571 | Seite 70
bungsnachricht ten zu einem Personalausweis. Es kdnnen|Fortschreibung-Asyn
Personalausweis mehrere Datentypen Ubertragen werden. chron
Rechtsgrundlagen:
* Rechtsgrundlagen fiir die Fortschreibung
XPA Fortschrei- 9202 Diese Nachricht enthalt Fortschreibungsda- | xpassausweis250571 | Seite 72
bungsnachricht ten zu einem Pass. Es kdnnen mehrere|Fortschreibung-Asyn
Pass Datentypen Ubertragen werden. chron
Rechtsgrundlagen:
* Rechtsgrundlagen fiir die Fortschreibung
XPA Fortschrei- 9203 Diese Nachricht enthalt Fortschreibungsda- | xpassausweis2565171 | Seite 73
bungsnachricht ten zu einer elD-Karte. Es kénnen mehrere | Fortschreibung-Asyn
elD-Karte Datentypen Ubertragen werden. chron
Rechtsgrundlagen:
* Rechtsgrundlagen fiir die Fortschreibung
XPA Fehlermittei- {9299 Mit dieser Nachricht wird der sendenden |xpassausweis25051717 |Seite 74
lung Behorde mitgeteilt, dass die gesendete |Fortschreibung-Asyn
Nachricht fehlerhaft ist. chron
Rechtsgrundlagen:
* Rechtsgrundlagen fiir die Fortschreibung
Schema-Datei: xpassausweis-lichtbildabruf-sib.xsd
Suchanfrage fur 9001 Mit dieser Nachricht stellt die abrufende Stel- | xpassausweis25051717 | Seite 109
den Lichtbildab- le eine synchrone Anfrage an eine auskunft- | SIB-Lichtbildabruf-Sy
ruf durch Sicher- gebende Stelle zum Lichtbildabruf. nchron
heitsbehorden Rechtsgrundlagen:
* §22a Abs. 2 Satz 5 PassG bzw. § 25 Abs.
2 Satz 4 PAuswG
Antwort zur Such- |9002 Mit dieser Nachricht antwortet die auskunft- | xpassausweis2505177 | Seite 110

SIB-Lichtbildabruf-Sy

frage.

nchron

Ubersicht tiber alle Nachrichten
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Bezeichnung Nr. Beschreibung Dienst Seite
durch Sicher- Rechtsgrundlagen:
heitsbehdrden
* §22a Abs. 2 Satz 5 PassG bzw. § 25 Abs.
2 Satz 4 PAuswG
Suchanfragefir |90 MitdieserNachricht stellt die-abrufende Stel- | xpassausweis2505S1 | Seite-111
den-Lichtbildab- le—eine—asynchrone—Anfrage—an—eine—aus- | B-Lichtbildabruf-Asyn
ruf-durch-Sicher- kunftgebende-Stelle zum-Lichtbildabruf. chron
heitsbehorden Recht " .
+ §22aAbs. 2 Satz5PassGbzw.-§25Abs:
-2-Satz 4 PAuswG
: S 9012 Mitdi N ol ) : ) Sei ;
: i S ‘ di I S E'EIE'.SEE t.sl ° 525 ;: >S
Lichtbildabruf frage: chron-Antwort
Sicl
heitsbehbrden
+ §22aAbs. 2 Satz5PassGbzw.-§25Abs:
-2-Satz 4 PAuswG
Schema-Datei: xpassausweis-mitzug.xsd
XPA Zustandig- {9301 Mit dieser Nachricht erklart die neu zustandi- | xpassausweis250511 | Seite 56
keitserklarung ge Personalausweisbehdrde der ausstellen- | Mitzug-Asynchron
Personalausweis den Personalausweisbehérde ihre Zustan-
digkeit fur den angegebenen Personalaus-
weis.
Rechtsgrundlagen:
* Rechtsgrundlagen fiir den Mitzug
XPA Zustandig- 9302 Mit dieser Nachricht erklart die neu zustén-|xpassausweis2505717|Seite 56
keitserklarung dige Passbehoérde der ausstellenden Pass-|Mitzug-Asynchron
Pass behoérde ihre Zustandigkeit fir das ibermit-
telte Passdokument.
Rechtsgrundlagen:
* Rechtsgrundlagen fiir den Mitzug
XPA Zustandig- 9303 Mit dieser Nachricht erklart die neu zustén- | xpassausweis25051717|Seite 57
keitserklarung dige elD-Karte-Behorde der ausstellenden | Mitzug-Asynchron
elD-Karte elD-Karte—-Behérde ihre Zustandigkeit fir
das ubermittelte elD-Karte--Dokument.
Rechtsgrundlagen:
* Rechtsgrundlagen fiir den Mitzug
XPA Mitzug Per- 9311 Mit dieser Nachricht Gbermittelt die ausstel-|xpassausweis2505717|Seite 57
sonalausweis lende Personalausweisbehérde die Regis-|Mitzug-Asynchron
terdaten eines Personalausweises an die
ortlich zustandige Personalausweisbehor-
de.
Rechtsgrundlagen:
* Rechtsgrundlagen fiir den Mitzug
XPA Mitzug Pass {9312 Mit dieser Nachricht Gbermittelt die ausstel-|xpassausweis2505717|Seite 58
lende Passbehoérde die Registerdaten eines | Mitzug-Asynchron
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Bezeichnung

Nr.

Beschreibung

Dienst

Seite

Passes an die 6rtlich zustandige Passbehor-
de.

Rechtsgrundlagen:

* Rechtsgrundlagen fiir den Mitzug

XPA Mitzug elD-
Karte

9313

Mit dieser Nachricht Ubermittelt die ausstel-
lende elD-Karte-Behdrde die Registerdaten
einer elD-Karte an die ortlich zustandige
elD-Karte-Behorde.

Rechtsgrundlagen:

* Rechtsgrundlagen fiir den Mitzug

xpassausweis250571
Mitzug-Asynchron

Seite 58

XPA Mitzug
Zustandigkeits-
wechsel

9320

Mit dieser Nachricht Ubermittelt die aus-
stellende Behdrde der bisher zusténdigen
Behorde die Information Uber den Zustan-
digkeitswechsel. Damit ist die empfangen-
de Behorde nicht mehr fiir das referenzierte
Dokument zustandig.

Rechtsgrundlagen:

* Rechtsgrundlagen fiir den Mitzug

Xxpassausweis250571
Mitzug-Asynchron

Seite 59

XPA Fehlermittei-
lung

9399

Mit dieser Nachricht wird der sendenden
Behdrde mitgeteilt, dass die gesendete
Nachricht fehlerhaft ist.

Rechtsgrundlagen:

* Rechtsgrundlagen fiir den Mitzug

xpassausweis250511
Mitzug-Asynchron

Seite 60

Schema-Datei: xpassausweis-nachrichten-administration.xsd

Freitextnach-
richt fir die Kom-
munikation zwi-
schen Behorden
im Kontext des
Pass- und Aus-
weiswesens

9905

Diese Nachricht ermdglicht es, fir speziel-
le dokumentenbezogene Falle im Kontext
des Pass- und Ausweiswesens, Sachverhal-
te von einer Behorde an eine andere Behor-
de mitzuteilen.

Die Nachricht soll fur die Klarung genau
eines Einzelfalls und nicht fir die Klarung
mehrerer verwendet werden. Missen meh-
rere Einzelfalle geklart werden, sind dafir
auch jeweils einzelne Nachrichten 9905 zu
verwenden.

Rechtsgrundlagen:

+ PPeKDAV

xpassausweis250571
Freitextnachrichten-A
synchron

Seite 32

ReturnToSen-
der-Nachricht fir
die synchrone
Kommunikation

9910

Mit dieser Nachricht wird eine synchrone an
eine Behdrde gerichtete Nachricht als fehler-
haft an den Autor zurlickgewiesen, die. Die
erhaltene Nachricht wurdewird nicht verar-
beitet. Informationen zu der zurlickweisen-
den Stelle sowie den Grund der Zuritickwei-
sung sind im Kindelement rts.container ent-
halten.

Xxpassausweis250571
SIB-Lichtbildabruf-Sy
nchron

Seite 30

Schema-Datei: xpassausweis-nachrichten-basistypen.xsd

Ubersicht tiber alle Nachrichten
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Bezeichnung ‘ Nr. | Beschreibung ‘ Dienst Seite
Schema-Datei: xpassausweis-onlinedienstFortscheibung.xsdonlinedienstFortschreibung.xsd
XPA Nachricht 9501 Diese Nachricht enthalt Fortschreibungsda- | xpassausweis250571 | Seite 139
Onlinedienst-Fort- ten eines Onlinedienstes zu einem Perso-|OnlinedienstFortschr
schreibung Per- nalausweis. eibung-Asynchron
sonalausweis Rechtsgrundlagen:
* Rechtsgrundlagen fiir die Dokumentfort-
schreibung durch Onlinedienste
XPA Nachricht 9502 Diese Nachricht enthalt Fortschreibungsda- | xpassausweis250571 | Seite 140
Onlinedienst-Fort- ten eines Onlinedienstes zu einem Pass. OnlinedienstFortschr
schreibung Pass Rechtsgrundlagen: eibung-Asynchron
* Rechtsgrundlagen fiir die Dokumentfort-
schreibung durch Onlinedienste
XPA Nachricht 9503 Diese Nachricht enthalt Fortschreibungsda- | xpassausweis250571 | Seite 141
Onlinedienst-Fort- ten eines Onlinedienstes zu einer elD-Karte. | OnlinedienstFortschr
schreibung elD- Rechtsgrundlagen: eibung-Asynchron
Karte
* Rechtsgrundlagen fiir die Dokumentfort-
schreibung durch Onlinedienste
Schema-Datei: xpassausweis-zentraleDatenbestaende.xsd
Anderungsnach- {9100 Diese Nachricht dient der Ubermittiung von |xpassausweis250571 | Seite 129
richt an den zen- Pass- und Personalausweisdaten gemaf |ZentraleAenderungsli
tral gefuihrten Tabelle V.1.1, ,Datenumfang fiir die Uber-|eferung
Datenbestand mittlung an zentrale Datenbesténde der PA-
Behorden®. Sie enthalt Lieferdatensatze aus
genau einer Pass-/Personalausweisbehor-
de.
Rechtsgrundlagen:
* §27a PassG und § 34a PAuswG und lan-
desrechtliche Regelungen
Quittierungsnach- | 9101 Mit dieser Nachricht wird der|xpassausweis2505177 | Seite 132
richt des zentral Erhalt  einer Datenlieferung  (Nach-|ZentraleDatenbestae
gefiihrten Daten- richt zentral eDat enbest aende. aen- |nde2ppa
bestands nach derungsl i ef erung. 9100 oder zentr a-
erhaltener Daten- | eDat enbest aende.
lieferung best andsl i ef erung. 9199) quittiert
(XPassAusweis-Quittierungsnachricht). Zu
einzelnen Datensatzen kann die Quittierung
Hinweise oder Fehlermeldungen enthalten.
Rechtsgrundlagen:
+ § 27a PassG und § 34a PAuswG und lan-
desrechtliche Regelungen
Bestandsliefe- 9199 Diese Nachricht dient der Ubermittiung von | xpassausweis25051717 | Seite 130
rungsnachricht Pass- und Personalausweisdaten gemal |ZentraleBestandslief
an den zentral Tabelle V.1.1, ,Datenumfang fiir die Uber-|erung
gefuhrten Daten- mittlung an zentrale Datenbestande der PA-
bestand Behdrden®. Sie enthalt Lieferdatensatze aus
genau einer Pass-/Personalausweisbehor-
de.
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Bezeichnung

Nr.

Beschreibung

Dienst

Seite

Rechtsgrundlagen:

* § 27a PassG und § 34a PAuswG und lan-
desrechtliche Regelungen

Ubersicht tiber alle Nachrichten

© Koordinierungsstelle fiir IT-Standards, Bremen

XPassAusweis 25.11 / final



Seite 151

VIl.B Codelisten

Koordinierungsstelle
fur IT-Standards

XPassAusweis

In diesem Abschnitt sind die in XPassAusweis verwendeten Codelisten und ihre Inhalte aufgefiihrt.

VII.B.1 Ubersicht

In der nachstehenden Tabelle werden die folgenden Informationen dargestellt:

Codeliste
Alle in XPassAusweis genutzten Codelisten in alphabetischer Reihenfolge, die in mindestens einem
Code-Datentyp genutzt werden (Typ der Codelistennutzung 1 bis 3).1
Version
Die Version der Codeliste.
Code-Datentyp(en)
Die die jeweilige Codeliste nutzenden Code-Datentypen.1

Die Namen der Code-Datentypen und der Codelisten stellen Links zu den jeweiligen Detail-Abschnitten
dar.

Codeliste Version |Code-Datentyp(en)

Destatis AGS -- Code.AmtlicherGemeindeschluessel

Lichtbildabruf Ergebnisstatus 1 Code.Lichtbildabruf.Ergebnisstatus

Lichtbildabruf Nichtbeantwortung Grund 1 Code.Lichtbildabruf.NichtbeantwortungGrund

Rucksendung einer Nachricht (RTS) 1 Code.Ruecksendung.einer.Nachricht

XPassAusweis Ausweistypen 2 Code.Ausweistypen

XPassAusweis Dokumentenstatus 1 Code.Dokumentenstatus

XPassAusweis Fehlertyp 1 Code.Fehlertyp

XPassAusweis MIME-Type 1 Code.Mime-Type

XPassAusweis Passtypen 2 Code.Passtypen

XPassAusweis-Nachrichten 45 Code.Nachrichten

Zentrale Datenbestédnde Antwortstatus 1 Code.ZentraleDatenbestaende.Antwortstatus

Zentrale Datenbestande Konsequenz Fehler 1 Code.ZentraleDatenbestaende.Konsequenz.Feh-
ler

'Sofern in der Spalte ,Code-Datentyp(en)” kein Eintrag vorhanden ist, bedeutet dies, dass der Standard die jeweilige Codeliste
verwendet und dokumentieren méchte. Der die Codeliste nutzende Code-Datentyp ist jedoch nicht im Standard spezifiziert.
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VII.B.2 Details

VII.B.2.1 Destatis AGS

Diese Codeliste stellt alle Gemeinden Deutschlands durch den Amtlichen Gemeindeschlissel (AGS)

dar, wie im Gemeindeverzeichnis des Statistischen Bundesamtes enthalten.

VII.B.2.1.1 Metadaten

Metadatenelement

Wert

Name (lang)

Gemeinden gemal Amtlicher Gemeindeschliissel (AGS)

Name (kurz)

Destatis AGS

Kennung urn:de:bund:destatis:bevoelkerungsstatistik:schluessel:ags
Herausgeber Statistisches Bundesamt, Wiesbaden (Destatis)
Version unbestimmt

Codelisten
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VII.B.2.2 Lichtbildabruf Ergebnisstatus

Mit dieser Schliisseltabelle wird das Ergebnis der Suchanfrage abgebildet.

VII.B.2.2.1 Metadaten

Metadatenelement |Wert

Name (lang) Lichtbildabruf Ergebnisstatus

Name (kurz) Lichtbildabruf Ergebnisstatus

Kennung urn:xoev-de:xpassausweis:codeliste:lichtbildabruf.ergebnisstatus
Herausgeber Koordinierungsstelle fir IT-Standards (KoSIT)

Version 1

Giiltigkeit ab 2023-11-01

VII.B.2.2.2 Daten

key (key) name (name)

01 kein Eintrag im Register gefunden

02 Eintrag gefunden; Lichtbild steht zum automatisierten Abruf zur Verfiigung

03 Eintrag gefunden; Lichtbild steht zum automatisierten Abruf nicht zur Verfligung

04 mehrere Eintrage gefunden; Lichtbild steht zum automatisierten Abruf nicht zur Verfiigung
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VII.B.2.3 Lichtbildabruf Nichtbeantwortung Grund

Mit dieser Schlisseltabelle werden die verfahrenstechnischen Griinde abgebildet, aus denen ggf. einem
Auskunftsersuchen nicht nachgekommen werden kann.

VII.B.2.3.1 Metadaten

Metadatenelement |Wert

Name (lang) Lichtbildabruf Nichtbeantwortung Grund

Name (kurz) Lichtbildabruf Nichtbeantwortung Grund

Kennung urn:xoev-de:xpassausweis:codeliste:lichtbildabruf.nichtbeantwortung.grund
Herausgeber Koordinierungsstelle fir IT-Standards (KoSIT)

Version 1

Giiltigkeit ab 2023-11-01

VII.B.2.3.2 Daten

key (key) name (name)
01 Es liegt ein interner technischer Fehler vor.
02 Es liegt ein fachlicher Fehler vor.
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VII.B.2.4 Rucksendung einer Nachricht (RTS)

Mit dieser Schlisseltabelle werden die moglichen Griinde fiir die Riicksendung einer Nachricht in der
synchronen Kommunikation sowie in der Kommunikation zwischen Behdrden an den Autor abgebildet.
Mit dem Prafix des jeweiligen Schlissels wird folgende Systematik festgelegt: T (Transportproblem), X
(formales Problem mit XML oder mit (Inhalten von) Schlisseltabellen), V (Versionsproblem), S (nicht
spezifikationskonform).

VII.B.2.4.1 Metadaten

Metadatenelement |Wert

Name (lang) Riicksendung einer Nachricht (RTS)

Name (kurz) Riicksendung einer Nachricht (RTS)

Kennung urn:xoev-de:xpassausweis:codeliste:ruecksendung.einer.nachricht
Herausgeber Koordinierungsstelle fir IT-Standards (KoSIT)

Version 1

Giiltigkeit ab 2024-05-01

VII.B.2.4.2 Daten

key (key) name (name)

S030 Nicht spezifikationskonform: In der Nachricht ist mindestens ein mandatorisches Kindelement
des Typs dinspec91379:datatypeC leer (d. h. mit einer Zeichenkette der Lange 0) enthalten.

S100 Nicht spezifikationskonform: Zuriickweisung aufgrund erneuter Lieferung eines bereits erfolg-
reich verarbeiteten Datensatzes

S999 Nicht Spezifikationskonform aus anderen Griinden.

TOOO Das Zertifikat des Absenders ist abgelaufen.

TOO1 Das Zertifikat des Absenders ist widerrufen.

T002 Das Zertifikat des Absenders ist nicht gliltig.

TOO03 Das Zertifikat des Absenders fehlt.

TO10 Die Signatur der Inhaltsdaten fehlt oder hat nicht das geforderte Signaturniveau.

TO11 Die Signatur der Inhaltsdaten ist nicht gliltig (Integritat verletzt).

T020 Die Inhaltsdaten kénnen von dem Empfanger nicht dechiffriert werden.

TO70 Der Absender ist zur Inanspruchnahme dieses Dienstes nicht berechtigt.

T0O80 Der Empfanger ist fiur die Bearbeitung dieser Nachricht nicht zustandig (Irrlaufer).

T099 Sonstiger Versto gegen Anforderungen des OSCI-Transport-Profils fir XPassAusweis.

V000 Die Nachricht kann in der Version, die in der Nachricht angegeben wird, vom Empfanger nicht
bearbeitet werden (Der Dienst ist in dieser Version nicht oder nicht mehr bereit).

X000 Die Nachricht ist kein wohlgeformtes XML-Dokument.

X001 Die Nachricht ist nicht valide zu dem Schema der in der Nachricht angegebenen Version von
XPassAusweis.

X010 Nicht Spezifikationskonform: Ungiiltige Schlisseltabelle.

X011 Nicht Spezifikationskonform: Ungiltiger Schliissel in einer Schliisseltabelle.
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VII.B.2.5 XPassAusweis Ausweistypen

Mit dieser Schliisseltabelle werden die Ausweistypen abgebildet.

VII.B.2.5.1 Metadaten

Metadatenelement

Wert

Name (lang)

XPassAusweis Ausweistypen

Name (kurz)

XPassAusweis Ausweistypen

Kennung urn:xoev-de:xpassausweis:codeliste:xpassausweis.ausweistypen
Herausgeber Koordinierungsstelle fir IT-Standards (KoSIT)

Version 2

Gultigkeit ab 2024-11-01

VII.B.2.5.2 Daten

key (key) kuerzel (name)
10 Personalausweis
20 vorlaufiger Personalausweis
30 Ersatz-Personalausweis
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VII.B.2.6 XPassAusweis Dokumentenstatus

Mit dieser Schliisseltabelle wird der Status der PA-Dokumente abgebildet.

VII.B.2.6.1 Metadaten

Metadatenelement |Wert

Name (lang) XPassAusweis Dokumentenstatus

Name (kurz) XPassAusweis Dokumentenstatus

Kennung urn:xoev-de:xpassausweis:codeliste:dokumentenstatus
Herausgeber Koordinierungsstelle fir IT-Standards (KoSIT)

Version 1

Giiltigkeit ab 2024-05-01

VII.B.2.6.2 Daten

key (key) name (name)
01 entwertet
02 entwertet und iberlassen
03 unguiltig
04 verloren
05 sichergestellt
06 eingezogen
07 vernichtet
08 wiedergefunden
09 ausgehandigt
10 gestohlen
11 reklamiert
12 beantragt
13 gultig
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VII.B.2.7 XPassAusweis Fehlertyp

Mit dieser Schliisseltabelle werden die Griinde abgebildet, aus denen ggf. einer Zustandigkeitsmitteilung
nicht nachgekommen werden kann.

VII.B.2.7.1 Metadaten

Metadatenelement |Wert

Name (lang) XPassAusweis Fehlertyp

Name (kurz) XPassAusweis Fehlertyp

Kennung urn:xoev-de:xpassausweis:codeliste:fehlertyp
Herausgeber Koordinierungsstelle fir IT-Standards (KoSIT)
Version 1

Gultigkeit ab 2023-11-01

VII.B.2.7.2 Daten

key (key) name (name)

01 Es liegt ein interner technischer Fehler vor.

02 Es liegt ein fachlicher Fehler vor.

03 Angaben zur plausibilisierten Seriennummer nicht gefunden.
04 Ein Gbergebenes Datum ist fehlerhaft.

05 Es ist ein sonstiger Fehler aufgetreten.
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VII.B.2.8 XPassAusweis MIME-Type

Mit dieser Schlisseltabelle werden die MIME-Typen definiert, die in OSCI-XPassAusweis-Nachrichten
verwendet werden dirfen.

VII.B.2.8.1 Metadaten

Metadatenelement |Wert

Name (lang) XPassAusweis MIME-Type

Name (kurz) XPassAusweis MIME-Type

Kennung urn:xoev-de:xpassausweis:codeliste:xpassausweis.mime-type
Herausgeber Koordinierungsstelle fir IT-Standards (KoSIT)

Version 1

Gultigkeit ab 2023-11-01

VII.B.2.8.2 Daten

key (key) name (name)

application/pdf |Der Inhalt wird im PDF-Format tGbermittelt.
text/html Der Inhalt wird im HTML-Format Gbermittelt.
text/rtf Der Inhalt wird im RTF-Format tibermittelt.
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VII.B.2.9 XPassAusweis Passtypen

Mit dieser Schliisseltabelle werden die Passtypen abgebildet.

VII.B.2.9.1 Metadaten

Metadatenelement

Wert

Name (lang)

XPassAusweis Passtypen

Name (kurz)

XPassAusweis Passtypen

Kennung urn:xoev-de:xpassausweis:codeliste:xpassausweis.passtypen
Herausgeber Koordinierungsstelle fir IT-Standards (KoSIT)

Version 2

Gultigkeit ab 2024-11-01

VII.B.2.9.2 Daten

key (key) kuerzel (name)
10 Reisepass
20 Kinderreisepass
30 vorlaufiger Reisepass
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VII.B.2.10 XPassAusweis-Nachrichten

Die Liste von eindeutigen Bezeichnern fiir Nachrichtentypen in XPassAusweis.

VII.B.2.10.1 Metadaten

Metadatenelement

Wert

Name (lang)

XPassAusweis-Nachrichten

Name (kurz)

XPassAusweis-Nachrichten

Kennung urn:xoev-de:xpassausweis:codeliste:xpassausweis.nachrichten
Herausgeber Koordinierungsstelle fir IT-Standards (KoSIT)

Version 45

Gultigkeit ab 2025-0511-01

VII.B.2.10.2 Daten

key (key) name (name)

9001 lichtbildabrufSib.suchanfrage.synchron.9001

9002 lichtbildabrufSib.antwort.synchron.9002

9100 zentraleDatenbestaende.aenderungslieferung.9100
9101 zentraleDatenbestaende.datenlieferungquittierung.9101
9199 zentraleDatenbestaende.bestandslieferung.9199

9201 fortschreibung.AenderungPersonalausweis.9201

9202 fortschreibung.AenderungPass.9202

9203 fortschreibung.AenderungEidKarte.9203

9299 fortschreibung.Fehlermitteilung.9299

9301 mitzug.ZustaendigkeitserklaerungPersonalausweis.9301
9302 mitzug.ZustaendigkeitserklaerungPass.9302

9303 mitzug.ZustaendigkeitserklaerungEidKarte.9303

9311 mitzug.MitzugPersonalausweis.9311

9312 mitzug.MitzugPass.9312

9313 mitzug.MitzugEidKarte.9313

9320 mitzug.Zustaendigkeitswechsel.9320

9399 mitzug.Fehlermitteilung.9399

9401 ermaechtigung.anfragePersonalausweis.9401

9402 ermaechtigung.anfragePass.9402

9411 ermaechtigung.antwortPersonalausweis.9411

9412 ermaechtigung.antwortPass.9412

9421 ermaechtigung.dokumentendatenPersonalausweis.9421
9422 ermaechtigung.dokumentendatenPass.9422

9501 onlinedienstFortscheibung-PersonatausweisonlinedienstFortschreibung.Personalausweis.9501
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key (key) name (name)

9502 onlinedienstFortscheibung-PassonlinedienstFortschreibung.Pass.9502

9503 onlinedienstFortscheibung-EidKarteonlinedienstFortschreibung.EidKarte.9503

9905 administration.freitextnachricht.9905

9910 administration.returntosender.9910
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VII.B.2.11 Zentrale Datenbestdnde Antwortstatus

Mit dieser Schlisseltabelle werden die Schlissel zur Klassifizierung der Antwort auf eine Datenlieferung
abgebildet. Der Antwortstatus bezieht sich auf die gesamte Nachricht.

VII.B.2.11.1 Metadaten

Metadatenelement |Wert

Name (lang) Zentrale Datenbestande Antwortstatus

Name (kurz) Zentrale Datenbestande Antwortstatus

Kennung urn:xoev-de:xpassausweis:codeliste:zentraledatenbestaende.antwortstatus
Herausgeber Koordinierungsstelle fir IT-Standards (KoSIT)

Version 1

Giiltigkeit ab 2024-05-01

VII.B.2.11.2 Daten

key (key) name (name)

00 Leistung wurde erbracht

01 Anfrage kann aus technischen Griinden nicht gelesen werden (Anfragefehler)
02 Lieferung ist nicht vollstandig

10 Sonstiger fachlicher Fehler
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VII.B.2.12 Zentrale Datenbestande Konsequenz Fehler

Mit dieser Schllsseltabelle wird die Konsequenz eines festgestellten Fehlers fiir die Speicherung des
Datensatzes beim Leser der Nachricht im Kontext der Datenibermittiung an einen zentralen Datenbe-
stand abgebildet.

VII.B.2.12.1 Metadaten

Metadatenelement |Wert

Name (lang) Zentrale Datenbestédnde Konsequenz Fehler

Name (kurz) Zentrale Datenbestande Konsequenz Fehler

Kennung urn:xoev-de:xpassausweis:codeliste:zentraledatenbestaende.konsequenz.fehler
Herausgeber Koordinierungsstelle fir IT-Standards (KoSIT)

Version 1

Gultigkeit ab 2024-05-01

VII.B.2.12.2 Daten

key (key) name (name)
01 Ruckweisung
02 Fehler

03 Hinweis
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VII.C OSCI-Transport-Profil fur
XP ass Au swei S Koordinierungsstelle

fir IT-Standards
XPassAusweis

XPassAusweis trifft Aussagen Uber die zwischen den Verfahren zu Ubermittelnden Inhaltsdaten. Es
macht aber keine Aussagen dariber, welche Anfoderungen an Datensicherheit und Datenschutz beim
Transport zu beachten sind und wie sie umgesetzt werden sollen.

Fir den sicheren Transport von Nachrichten wird der Standard OSCI-Transport eingesetzt. OSCI-
Transport ist der 2002 vom Kooperationsausschuss ADV Bund/Lander/Kommunaler Bereich herausge-
gebene Standard fiir ein Datenibermittiungsprotokoll, welches eine sichere Datenibermittiung sowonhl
Uber offentliche Netze (zum Beispiel das Internet), als auch Gber verwaltungseigene Kommunikations-
netze erlaubt.

Der Standard OSCIl-Transport ist beim Informationstechnikzentrum Bund (ITZBund), Dienstsitz Bonn,
An der Kippe 2, 53225 Bonn zu beziehen. Er ist bei dem Bundesarchiv, Potsdamer Str. 1, 56075
Koblenz, niedergelegt und jedermann zuganglich. OSCI-Transport steht mit Spezifikation und ergan-
zenden Dokumenten und Dateien auf der Internetseite der Koordinierungsstelle fir IT-Standards zum
Download bereit (http://www.xoev.de).

OSClI-Transport wird von der Koordinierungsstelle fur IT-Standards in den Versionen OSCI 1.2 und
OSCI 2 betrieben und herausgegeben. Fir XPassAusweis wird OSCI 1.2 eingesetzt.

Da OSCI-Transport als generische Infrastrukturkomponente entworfen und hochgradig konfigurierbar
ist, ist es notwendig, fur einen gegebenen Anwendungskontext die Konfiguration zu konkretisieren. Das
wird im vorliegenden Abschnitt fir die Verwendung in XPassAusweis getan.

Grolde Teile der Konfiguration von OSCI-Transport fir die Verwendung in XPassAusweis werden in
automatisiert auswertbarer Form in WSDL-Dateien spezifiziert. Diese WSDL-Dateien werden den an
der Kommunikation beteiligten Stellen Uber das Deutsche Verwaltungsdiensteverzeichnis (DVDV) zur
Verfligung gestellt.

Tabelle VII.C.1. Grundlegende Festlegungen fiir die Dateniibermittlung im Kontext von
XPassAusweis

Nr. Mechanismus Regelung

1 Nutzung von Zertifikaten Bei jeglicher, auf OSCI-Transport basierenden Dateniibermittiung im
Kontext von XPassAusweis miissen alle beteiligten Kommunikations-
partner Zertifikate nutzen, die von der DOI-CA herausgegebenen wor-
den und zum Zeitpunkt ihrer Anwendung giiltig — also speziell nicht
abgelaufen und nicht gesperrt sind. Nahere Informationen sind auf
den Webseiten des Bundesamt fur Sicherheit in der Informationstech-
nik (BSI) erhaltlich unter https.//www.bsi.bund.de.

Empfohlen wird die Nutzung von Zertifikaten aus der Domane "DOI-
OSCI". Bereits vorhandene Zertifikate aus dieser Domane im Kontext
XhD-Transport (XhD-T) kénnen nachgenutzt werden.
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Nr.

Mechanismus Regelung

Zertifikate aus der Domane "Hoheitliche Dokumente" fir die XhD-
Inhaltsdatenverschlisselung dirfen nicht verwendet werden, da diese
nicht die bendtigten Attribute "Digitale Signatur, Zugelassen, Schlis-
selverschlisselung (e0)" besitzen.

Bezug von Daten aus dem DVDV |Die an der Dateniibermittiung im Kontext von XPassAusweis beteilig-
ten Stellen missen gewahrleisten, dass fiir alle DVDV-unterstiitzten
Dienste die fiir eine Datenlibermittlung bendtigten, technischen Kom-
munikationsparameter unmittelbar aus dem Deutschen Verwaltungs-
diensteverzeichnis (DVDV) entstammen.

OSCI-Transport Es ist OSCI-Transport in der Version 1.2 mit allen verdffentlichten
Korrigenda zu nutzen.

VII.C.1 Festlegungen fur synchrone Datentbermittlungen

An Datenschutz und Datensicherheit werden bei der Nachrichtenlbertragung in XPassAusweis hohe
Anforderungen gestellt. Das Protokoll OSCI-Transport bietet alle dafiir erforderlichen Mechanismen.
Diese Mechanismen sind flexibel einsetzbar und stark skalierbar. Daher muss in jedem Einzelfall fest-
gelegt werden, welcher Mechanismus in welcher Auspragung genutzt werden soll. Diese Konfiguration
erfolgt im ,OSCI-Transport-Profil“. In der folgenden Tabelle wird ein Muster-OSCI- Transport-Profil fir
die synchrone Kommunikation bereitgestellt.

Tabelle VII.C.2. Festlegungen fiir synchrone Dateniibermittiungen in XPassAusweis

Nr. Mechanismus Regelung
1 Signatur der Inhaltsdaten Die Inhaltsdaten miissen signiert werden. Als Hash-Algorithmus ist
ausschlieRlich SHA-256 zu verwenden.
Das Signaturzertifikat muss von der DOI-CA ausgestellt und zum Zeit-
punkt der Signaturerstellung gliltig sein.
Erlduterung: Die Signatur der Inhaltsdaten dient der Authentisierung des Autors.
Gleichzeitig wird die Integritat der Nachrichten (Schutz vor unberechtigter Manipulation) sichergestellt.
Es ist die Signatur der Organisationseinheit zu nutzen, welche die Inhaltsdaten erstellt (keine Signatur
einer Person).
Die ausschlief3liche Verwendung von SHA-256 als Hashalgorithmus dient einer einheitlichen Regelung
aller auf OSCI-Transport basierenden Kommunikation.
2 Verschlusselung der Inhaltsdaten |Die Inhaltsdaten der Nachricht miissen verschlisselt werden.
Der hierzu zu verwendende 6ffentliche Schliissel des Empfangers ist
dem im DVDV hinterlegten Zertifikat der DOI-CA zu entnehmen.
Ist ein solches Zertifikat nicht vorhanden oder nicht giiltig, dann darf
keine Datenubermittlung stattfinden, da die geforderte Sicherheit der
Datenuibermittlung nicht gewahrleistet werden kann.
Erléduterung: Die Vertraulichkeit der Inhaltsdaten ist durch Ende-zu-Ende Verschliisselung sicherzustel-
len.
Die Ende-zu-Ende Verschliisselung bezieht sich ggfs. nur auf die OSCI-Transport Verbindung von / zu
Vermittlungsstellen. In diesen Fallen sind die geforderten Sicherheitsmechanismen zwischen Vermitt-
lungsstelle und Behorde durch andere MaRnahmen sicherzustellen.
3 Signatur der Nutzungsdaten Die Nutzungsdaten kénnen signiert werden.

Hinsichtlich des zu nutzenden Zertifikates und des zu nutzenden Hash-Algorithmus gelten die Regelun-
gen der Nummer 1 entsprechend.

OSCI-Transport-Profil fiir XPassAusweis © Koordinierungsstelle fiir IT-Standards, Bremen XPassAusweis 25.11 / final



Seite 167

Nr. Mechanismus Regelung

4 Verschliusselung der Nutzungsda- |Die Nutzungsdaten missen verschlisselt werden.
ten
Hinsichtlich des zu nutzenden 6ffentlichen Schliissels gelten die Regelungen der Nummer 2 entspre-
chend.

5 Kommunikationsszenario Jeder Diensteanbieter im XInneres-Fachmodul XPassAusweis (also
jede Behorde bzw. die von ihr beauftrage Vermittlungsstelle) muss
alle hier relevanten Operationen eines Dienstes Request-Response
(mit Protokollierung) im Sinne von OSCI-Transport anbieten.

6 Technische Ubertragung auf Jeder Diensteanbieter im XInneres-Fachmodul XPassAusweis muss

Netzebene fur alle hier relevanten Dienste das Protokoll ,http“ unterstiitzen. Als
Port-Nummer muss 80 oder 8080 verwendet werden.

Erlduterung: Die von der Koordnierungsstelle fur IT-Standards bereitgestellte ,O0SCIl-Transport Biblio-

thek® unterstutzt http in der zum Download bereitstehenden Version. Andere Protokolle waren (lber das

definierte Interface) erst zu programmieren.

Alle der Koordnierungsstelle fur IT-Standards bekannten Intermediars-Produkte unterstitzen http.

http kann problemlos sowohl tUber das Internet, als auch uber die sicheren Verwaltungsnetze genutzt wer-

den.

Um die Vertraglichkeit zu bestehenden Netzwerk-Policies bei Dienstnutzern und -anbietern zu erleichtern,

wird eine Beschrankung auf die alternativen IP-Port-Nummern 80 und 8080 verbindlich festgelegt.

7 Transportstruktur Jede XPassAusweis-Nachricht muss als einziger Inhalt (Content)
innerhalb eines Inhaltsdatencontainers Gbertragen werden. Die
XPassAusweis-Nachricht darf nicht als Anhang (Attachment) oder in
Form verschachtelter Inhaltscontainer versandt werden.

Dieser XPassAusweis-Container muss zur einfacheren Identifizie-
rung eine definierte Ref . - | D mit dem Text ,XPASSAUSWEIS_DA-
TA" besitzen.
Der XPassAusweis-Container muss im obersten ContentContainer
liegen. Es gibt innerhalb der Nachricht keine weiteren Container mit
einer XPassAusweis-Nachricht als Inhalt.
Es kann aber weitere Container innerhalb der Nachricht geben, die
andere Inhalte transportieren.
Erlduterung: Um eine problemlose automatisierte Verarbeitung auf Seiten des Empfangers zu gewahr-
leisten, muss die Transportstruktur zur Ubermittlung der XPassAusweis-Nachricht einheitlich und eindeu-
tig sein.
Im Interesse einer moglichst einfachen Transportstruktur wird festgelegt, dass es pro OSCIl-Transport
Nachricht genau einen ContentContainer mit einer einzigen XPassAusweis-Nachricht geben darf. Es duir-
fen aber weitere ContentContainer als Bestandteil der Nachricht mittransportiert werden.
Dartiiber hinaus wird festgelegt, dass die XPassAusweis-Nachricht als Inhalt innerhalb des Inhaltscontai-
ners, nicht aber als Attachment oder in Form geschachtelter Container zu tibermitteln ist.
8 Verschlusselungsalgorithmus Fir die Verschlusselung der Inhalts- und Nutzungsdaten ist aus-

schlief3lich der Algorithmus AES256-GCM zu verwenden

VII.C.1.1 Lichtbildabruf nach § 22a Abs. 2 Satz 5 PassG bzw. 8 25
Abs. 2 Satz 4 PAuswG

Fir die synchrone Verwendung gelten die Festlegungen gemaR Tabelle Tabelle VII.C.2 auf Seite 166
analog.

OSCI-Transport-Profil fiir XPassAusweis © Koordinierungsstelle fiir IT-Standards, Bremen XPassAusweis 25.11 / final



Seite 168

VII.C.2 Festlegungen flr asynchrone Datenibermittlungen

Tabelle VII.C.3. Festlegungen fiir asynchrone Dateniibermittlungen im Xinneres-Fachmodul
XPassAusweis (aktiv)

Nr.

Mechanismus Regelung

1

Signatur der Inhaltsdaten Die Inhaltsdaten miissen signiert werden. Als Hash-Algorithmus ist
ausschlieRlich SHA-256 zu verwenden.

Das Signaturzertifikat muss von der DOI-CA ausgestellt und zum Zeit-
punkt der Signaturerstellung giiltig sein.

Erlduterung: Die Signatur der Inhaltsdaten dient der Authentisierung des Autors.
Gleichzeitig wird die Integritat der Nachrichten (Schutz vor unberechtigter Manipulation) sichergestellt.

Es ist die Signatur der Organisationseinheit zu nutzen, welche die Inhaltsdaten erstellt (keine Signatur
einer Person).

Die ausschlie3liche Verwendung von SHA-256 als Hashalgorithmus dient einer einheitlichen Regelung
aller auf OSCI-Transport basierenden Kommunikation.

Empfohlen wird die Nutzung von Zertifikaten aus der Doméane "DOI-OSCI". Bereits vorhandene Zertifika-
te aus dieser Doméne im Kontext XhD-Transport (XhD-T) k6nnen nachgenutzt werden. Zertifikate aus
der Doméane "Hoheitliche Dokumente" fir die XhD-Inhaltsdatenverschlisselung dirfen nicht verwendet
werden, da diese nicht die benétigten Attribute "Digitale Signatur, Zugelassen, Schliisselverschliisselung
(e0)" besitzen.

Verschlisselung der Inhaltsdaten |Die Inhaltsdaten der Nachricht miissen verschlisselt werden.

Der hierzu zu verwendende 6ffentliche Schliissel des Empfangers ist
dem im DVDV hinterlegten Zertifikat der DOI-CA zu entnehmen.

Ist ein solches Zertifikat nicht vorhanden oder nicht giiltig, dann darf
keine Dateniibermittlung stattfinden, da die geforderte Sicherheit der
Dateniibermittlung nicht gewahrleistet werden kann.

Erlduterung: Die Vertraulichkeit der Inhaltsdaten ist durch Ende-zu-Ende Verschlisselung sicherzustel-
len.

Die Ende-zu-Ende Verschliisselung bezieht sich ggfs. nur auf die OSCI-Transport Verbindung von / zu
Vermittlungsstellen. In diesen Fallen sind die geforderten Sicherheitsmechanismen zwischen Vermitt-
lungsstelle und Behoérde durch andere MalRnahmen sicherzustellen.

Empfohlen wird die Nutzung von Zertifikaten aus der Domane "DOI-OSCI". Bereits vorhandene Zertifika-
te aus dieser Domane im Kontext XhD-Transport (XhD-T) kénnen nachgenutzt werden. Zertifikate aus
der Doméne "Hoheitliche Dokumente" flr die XhD-Inhaltsdatenverschliisselung diirfen nicht verwendet
werden, da diese nicht die bendtigten Attribute "Digitale Signatur, Zugelassen, Schliisselverschlisselung
(e0)" besitzen.

Signatur der Nutzungsdaten Die Nutzungsdaten kénnen signiert werden.

Hinsichtlich des zu nutzenden Zertifikates und des zu nutzenden Hash-Algorithmus gelten die Regelun-
gen der Nummer 1 entsprechend.

Verschlisselung der Nutzungsda- |Die Nutzungsdaten missen verschlisselt werden.
ten

Hinsichtlich des zu nutzenden 6&ffentlichen Schliissels gelten die Regelungen der Nummer 2 entspre-
chend.

Kommunikationsszenario Jeder Diensteanbieter (also jede Behdrde bzw. die von ihr beauftra-
ge Vermittlungsstelle) muss alle hier relevanten Operationen eines
Dienstes one-way-active im Sinne von OSCI-Transport anbieten.

Erlduterung: Nachrichten an eine Behorde werden in dem entsprechenden Postfach eines OSCI Interme-
diars zwischengespeichert. Sie miissen von der adressierten Behdrde aktiv abgeholt werden.

OSCI-Transport-Profil fiir XPassAusweis © Koordinierungsstelle fiir IT-Standards, Bremen XPassAusweis 25.11 / final



Seite 169

Nr.

Mechanismus ‘ Regelung

Dadurch werden insbesondere die Behdrden entlastet, die mit ihrer DV-Ausstattung keinen ,24 Stunden /
365 Tage“-Betrieb gewahrleisten kdnnen.

Technische Ubertragung auf Jeder Diensteanbieter im XInneres-Fachmodul XPassAusweis muss
Netzebene fur alle hier relevanten Dienste das Protokoll ,http“ unterstiitzen. Als
Port-Nummer muss 80 oder 8080 verwendet werden.

Erlduterung: Die von der Koordnierungsstelle fiir IT-Standards bereitgestellte ,0SCl-Transport Biblio-
thek® unterstutzt http in der zum Download bereitstehenden Version. Andere Protokolle waren (liber das
definierte Interface) erst zu programmieren.

Alle der Koordnierungsstelle fir IT-Standards bekannten Intermediars-Produkte unterstiitzen htip.

http kann problemlos sowohl tiber das Internet, als auch uber die sicheren Verwaltungsnetze genutzt wer-
den.

Um die Vertraglichkeit zu bestehenden Netzwerk-Policies bei Dienstnutzern und -anbietern zu erleichtern,
wird eine Beschrankung auf die alternativen IP-Port-Nummern 80 und 8080 verbindlich festgelegt.

Transportstruktur Jede XPassAusweis-Nachricht muss als einziger Inhalt (Content)
innerhalb eines Inhaltsdatencontainers Gbertragen werden. Die
XPassAusweis-Nachricht darf nicht als Anhang (Attachment) oder in
Form verschachtelter Inhaltscontainer versandt werden.

Dieser XPassAusweis-Container muss zur einfacheren Identifizie-
rung eine definierte Ref . - | Dmit dem Text ,XPASSAUSWEIS_DA-
TA" besitzen.

Der XPassAusweis-Container muss im obersten ContentContainer
liegen. Es gibt innerhalb der Nachricht keine weiteren Container mit
einer XPassAusweis Nachricht als Inhalt.

Es kann weitere Container innerhalb der Nachricht geben, die andere
Inhalte transportieren.

Erlduterung: Um eine problemlose automatisierte Verarbeitung auf Seiten des Empfangers zu gewahr-
leisten, muss die Transportstruktur zur Ubermittlung der XPassAusweis-Nachricht einheitlich und eindeu-
tig sein.

Im Interesse einer mdéglichst einfachen Transportstruktur wird festgelegt, dass es pro OSCI-Transport
Nachricht genau einen ContentContainer mit einer einzigen XPassAusweis Nachricht geben darf. Es dir-
fen aber weitere ContentContainer als Bestandteil der Nachricht mittransportiert werden.

Dariiber hinaus wird festgelegt, dass die XPassAusweis-Nachricht als Inhalt innerhalb des Inhaltscontai-
ners, nicht aber als Attachment oder in Form geschachtelter Container zu tGbermitteln ist.

Verschlusselungsalgorithmus Fir die Verschlusselung der Inhalts- und Nutzungsdaten ist aus-
schlief3lich der Algorithmus AES256-GCM zu verwenden

VII.C.2.1 Datentbermittlung fur den Mitzug von Passen und Perso-
nalausweisen gemafl PassG, PAuswG, elIDKG und landesrechtli-
chen Regelungen

Fir die asynchrone Verwendung gelten die Festlegungen gemaR Tabelle Tabelle VII.C.3 auf Seite 168
analog.
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VII.C.2.2 Datentibermittlung fur Fortschreibungen von Pass- und
Ausweisdokumenten zwischen Pass- und Personalausweisbehor-
den

Fir die asynchrone Verwendung gelten die Festlegungen gemaR Tabelle Tabelle VII.C.3 auf Seite 168
analog.

Fiir-die-asynchrone-Verwendung-gelten-die Festlegungen-gemafy Tabelle Tabelle VIL.C.3-auf Seite 168
analog-

VII.C.2.4 Datentibermittlung fur Freitextnachrichten zwischen Pass-

und Personalausweisbehorden
Fir die asynchrone Verwendung gelten die Festlegungen gemafR Tabelle Tabelle VII.C.3 auf Seite 168
analog.

VII.C.2.5 Anderungslieferung an zentrale Datenbestande nach § 27a
PassG und § 34a PAuswG und landesrechtliche Regelungen

Far die asynchrone Verwendung gelten die Festlegungen gemaf Tabelle Tabelle VII.C.3 auf Seite 168
analog.

VII.C.2.6 Bestandslieferung an zentrale Datenbestande nach § 27a
PassG und § 34a PAuswG und landesrechtliche Regelungen

Tabelle VII.C.4. Festlegungen fiir asynchrone Dateniibermittlungen im Xinneres-Fachmodul
XPassAusweis (passiv)

Nr. Mechanismus Regelung

1 Signatur der Inhaltsdaten Die Inhaltsdaten miissen signiert werden. Als Hash-Algorithmus ist
ausschlieBlich SHA-256 zu verwenden.

Das Signaturzertifikat muss von der DOI-CA ausgestellt und zum Zeit-
punkt der Signaturerstellung giiltig sein.

Erlduterung: Die Signatur der Inhaltsdaten dient der Authentisierung des Autors.
Gleichzeitig wird die Integritat der Nachrichten (Schutz vor unberechtigter Manipulation) sichergestellit.

Es ist die Signatur der Organisationseinheit zu nutzen, welche die Inhaltsdaten erstellt (keine Signatur
einer Person).

Die ausschlief3liche Verwendung von SHA-256 als Hashalgorithmus dient einer einheitlichen Regelung
aller auf OSCI-Transport basierenden Kommunikation.

2 Verschlusselung der Inhaltsdaten |Die Inhaltsdaten der Nachricht miissen verschlisselt werden.

Der hierzu zu verwendende 6ffentliche Schliissel des Empfangers ist
dem im DVDV hinterlegten Zertifikat der DOI-CA zu entnehmen.

Ist ein solches Zertifikat nicht vorhanden oder nicht gtiltig, dann darf
keine Datentibermittlung stattfinden, da die geforderte Sicherheit der
Dateniibermittlung nicht gewahrleistet werden kann.
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Nr.

Mechanismus Regelung

Erlduterung: Die Vertraulichkeit der Inhaltsdaten ist durch Ende-zu-Ende Verschlisselung sicherzustel-
len.

Die Ende-zu-Ende Verschliisselung bezieht sich ggfs. nur auf die OSCI-Transport Verbindung von / zu
Vermittlungsstellen. In diesen Féllen sind die geforderten Sicherheitsmechanismen zwischen Vermitt-
lungsstelle und Behoérde durch andere MalRhahmen sicherzustellen.

Signatur der Nutzungsdaten Die Nutzungsdaten kénnen signiert werden.

Hinsichtlich des zu nutzenden Zertifikates und des zu nutzenden Hash-Algorithmus gelten die Regelun-
gen der Nummer 1 entsprechend.

Verschlisselung der Nutzungsda- |Die Nutzungsdaten miissen verschlisselt werden.
ten

Hinsichtlich des zu nutzenden 6ffentlichen Schliissels gelten die Regelungen der Nummer 2 entspre-
chend.

Kommunikationsszenario Jeder Diensteanbieter (also jede Behorde bzw. die von ihr beauftra-
ge Vermittlungsstelle) muss alle hier relevanten Operationen eines
Dienstes one-way-passive im Sinne von OSCI-Transport anbieten.

Erlduterung: Dieses Szenario bietet sich an, wenn ein Empfanger die Zustellung ohne Verzégerung erhal-
ten soll. Der Empfanger muss in diesem Szenario standig unter einem URL erreichbar sein. Es handelt
sich hier bei also um einen Dienstanbieter.

Technische Ubertragung auf Jeder Diensteanbieter im XInneres-Fachmodul XPassAusweis muss
Netzebene fur alle hier relevanten Dienste das Protokoll ,http“ unterstiitzen. Als
Port-Nummer muss 80 oder 8080 verwendet werden.

Erlduterung: Die von der Koordnierungsstelle firr IT-Standards bereitgestellte ,0SCl-Transport Biblio-
thek” unterstiitzt http in der zum Download bereitstehenden Version. Andere Protokolle waren (iber das
definierte Interface) erst zu programmieren.

Alle der Koordnierungsstelle fir IT-Standards bekannten Intermediars-Produkte unterstiitzen http.

http kann problemlos sowohl Uber das Internet, als auch uber die sicheren Verwaltungsnetze genutzt wer-
den.

Um die Vertraglichkeit zu bestehenden Netzwerk-Policies bei Dienstnutzern und -anbietern zu erleichtern,
wird eine Beschrankung auf die alternativen IP-Port-Nummern 80 und 8080 verbindlich festgelegt.

Transportstruktur Jede XPassAusweis-Nachricht muss als einziger Inhalt (Content)
innerhalb eines Inhaltsdatencontainers Gbertragen werden. Die
XPassAusweis-Nachricht darf nicht als Anhang (Attachment) oder in
Form verschachtelter Inhaltscontainer versandt werden.

Dieser XPassAusweis-Container muss zur einfacheren Identifizie-
rung eine definierte Ref . - | Dmit dem Text ,XPASSAUSWEIS_DA-
TA" besitzen.

Der XPassAusweis-Container muss im obersten ContentContainer
liegen. Es gibt innerhalb der Nachricht keine weiteren Container mit
einer XPassAusweis Nachricht als Inhalt.

Es kann weitere Container innerhalb der Nachricht geben, die andere
Inhalte transportieren.

Erlduterung: Um eine problemlose automatisierte Verarbeitung auf Seiten des Empfangers zu gewahr-
leisten, muss die Transportstruktur zur Ubermittlung der XPassAusweis-Nachricht einheitlich und eindeu-
tig sein.

Im Interesse einer moglichst einfachen Transportstruktur wird festgelegt, dass es pro OSCIl-Transport
Nachricht genau einen ContentContainer mit einer einzigen XPassAusweis Nachricht geben darf. Es dir-
fen aber weitere ContentContainer als Bestandteil der Nachricht mittransportiert werden.
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Nr. Mechanismus ‘ Regelung
Dariiber hinaus wird festgelegt, dass die XPassAusweis-Nachricht als Inhalt innerhalb des Inhaltscontai-
ners, nicht aber als Attachment oder in Form geschachtelter Container zu Gbermitteln ist.

8 Verschlisselungsalgorithmus Fir die Verschlisselung der Inhalts- und Nutzungsdaten ist aus-

schlief3lich der Algorithmus AES256-GCM zu verwenden

OSCI-Transport-Profil fiir XPassAusweis
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(Y
VIl.D DVDV-unterstutzte

DienSte u nd WSDL- Koordinierungsstelle
Vorlagedateien Xpasshuswets

Dieser Anhang stellt die zur produktiven Nutzung vorgesehenen Dienste in XPassAusweis dar. In der
Tabelle VII.D.1 auf Seite 173 sind in jeder Zeile Informationen zu einem Dienst dargestellt. Diese
bestehen aus

WSDL-Vorlagedatei
Diese Spalte enthadlt den Namen des Dienstes und der WSDL-Vorlagedatei. Alle Vorlagedateien
weisen das Préafix xpassauswei s auf, um schon auf Dateiebene zwischen Vorlagedateien ver-
schiedener Versionen unterscheiden zu kdnnen und dadurch Fehler im Umgang mit Vorlagedateien
zu vermeiden.

Leistungserbringer
Dieser Spalte enthalt den Diensteanbieter, also die Organisationseinheit, die in dem Dienst enthal-
tene Nachrichten empfangt.

Nachrichten
Diese Spalte fuhrt die Nachrichten auf, die dem Dienst zugeordnet sind. Ein Nachrichtentyp ist dabei
immer genau einem Dienst zugeordnet, so dass eine 1:1-Zuordnung zwischen WSDL-Vorlageda-
teien und Nachrichtentypen besteht.

Tabelle VII.D.1. WSDL-Vorlagedateien fiir das Release 25.0525.71

Namespace: htt p: / / ww. osci . de/ xpassauswei s2505xpassauswei s2511

URI fiir die Vorlagedateien: ht t p: / / ww. osci . de/ xpassauswei s2505xpassauswei s2511/ <dat ei na-
ne>

WSDL Vorlagedatei Leistungserbringer Nachrichten
xpassauswei s250511Er maechti gung |Pass--Personalausweis—und | Asynchrone Ermachtigungsnach-
- Asynchr on. wsdl elb-Kartebehorden und Perso- |richt zwischen Pass-;-Personalaus-
nalausweisbehérden. weis—und-elD-Kartebehérden und
Personalausweisbehérden:
* 9401
* 9402
* 9411
* 9412
e 9421
o 9422
xpassauswei s250511Fort schrei bun |Pass-, Personalausweis- und  |Asynchrone Fortschreibungsnach-
g- Asynchron. wsdl elD-KartebehordenKarte-Behdr- |richt zwischen Pass-, Personalaus-
den. weis- und elD-KartebehordenKar-

te-Behérden:
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Namespace: htt p: / / ww. osci . de/ xpassauswei s2505xpassauswei s2511

me>

URI fiir die Vorlagedateien: htt p: / / ww. osci . de/ xpassauswei-s2505xpassauswei s2511/ <dat ei na-

WSDL Vorlagedatei

Leistungserbringer

Nachrichten

+ 9201
+ 9202
+ 9203
+ 9299

xpassauswei s250511Fr ei t ext nachr
i cht en- Asynchron. wsdl

Pass-, Personalausweis- und
elD-KartebehérdenKarte-Behor-
den.

Asynchrone Freitextnachrichten
zwischen Pass-, Personalaus-
weis- und elD-KartebehérdenKar-
te-Behdrden:

+ 9905

xpassauswei s250511M t zug- Asynch
ron. wsdl

Pass-, Personalausweis- und
elD-KartebehoérdenKarte-Behor-
den.

Asynchrone Nachrichten den Mit-
zug von Passen, Personalauswei-
sen und elD-Karten betreffend:

+ 9301
+ 9302
+ 9303
* 9311
+ 9312
* 9313
+ 9320
+ 9399

xpassauswei s2505110nl i nedi enst F
ortschrei bung- Asynchron. wsdl

Pass-, Personalausweis- und
elD-KartebehérdenKarte-Behor-
den.

Asynchrone Onlinedienst-Fort-
schreibungsnachricht an Pass-,
Personalausweis- und elD-Karte-
behoérdenKarte-Behdrden:

* 9501
+ 9502
+ 9503

xpassauswei s250511SI B-Li chtbi |l d
abr uf - AsSynchr on. wsdl

Pass-/Personalausweisbehor-
den

AsynehroneSynchrone Nachrich-
ten den Datenabruf durch Sicher-
heitsbehdrden betreffend:

« 901t

Input:

* 9001

Output:

* 9002

Fault:

* 9910

Sicherheitsbehorden

Asynchrone-Nachrichten-die-Ant-
wort-auf-den-Datenabruf-durch
Sicherheitsbehorden-betreffend:

DVDV-unterstltzte Dienste und WSDL-Vorlage-
dateien
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Namespace: htt p: / / ww. osci . de/ xpassauswei s2505xpassauswei s2511

URI fiir die Vorlagedateien: htt p: / / ww. osci . de/ xpassauswei-s2505xpassauswei s2511/ <dat ei na-
me>

WSDL Vorlagedatei Leistungserbringer Nachrichten
- 9612

xpassauswei s2505SI B- Li cht bi-l dab |Pass-/Personalausweisbehér- | Synchrone-Nachrichten-den
ruf - Synchron. wsdl den Datenabruf-durch-Sicherheitsbe-

hérden-betreffend:
Input:

+ 9001

Output:

+ 9002

Fault:

- 9910

xpassauswei s250511Zent r al eAende |Zentrale Datenbestaende der | Anderungslieferung an zentrale
rungsl i ef erung. wsdl Pass-/Ausweisbehdrden Datenbestaende der Pass-/Aus-
weisbehdrden:

+ 9100
xpassauswei s250511Zent r al eBest a |Zentrale Datenbestaende der  |Bestandslieferung an zentrale
ndsl i ef er ung. wsdl Pass-/Ausweisbehdrden Datenbestaende der Pass-/Aus-

weisbehorden:

+ 9199

xpassauswei s250511Zent r al eDat en |Pass-/Ausweisbehdrden Alle Nachrichten von zentralen
best aende2ppa. wsdl Datenbestaenden der Pass-/Aus-
weisbehorden an Pass-/Ausweis-
behdrden:

+ 9101
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VII.LE Autoren und Autorinnen

Koordinierungsstelle
fur IT-Standards

XPassAusweis

Diese Spezifikation wurde von folgenden Personen erstellt:

Tabelle VII.E.1. Autoren- und Autorinnenliste

Name

Firma/Behorde

Eckoldt, Jan

Landesamt fiir Birger- und Ordnungsangelegenheiten (LABO)
Friedrichstr. 219
10969 Berlin

Faber, Dr. Thorsten

msg systems ag
Amelia-Mary-Earhart-Stralie 14
60549 Frankfurt am Main

Frodtert, Sonja

Stadt Frankfurt am Main
Bilrgeramt, Statistik und Wahlen
Zeil 3

60313 Frankfurt am Main

Giesen, Sandra

Bayrisches Staatsministerium des Innern, fiir Sport und Integragtion
Odeonsplatz 3
80539 Munchen

Gosch, Stefan

Dataport AGR
Altenholzer Straflte 10-14
24161 Altenholz

Hempel, Markus

HSH Soft- und Hardware Vertriebs GmbH
Rudolf-Diesel-StralRe 2
16356 Ahrensfelde

Herwig, Isabelle

HSH Soft- und Hardware Vertriebs GmbH
Rudolf-Diesel-Stralle 2
16356 Ahrensfelde

Hinz, Leo

Jinit[ AG fur digitale Kommunikation
Muhlenstrale 40
10243 Berlin
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Name

Firma/Behorde

Janusch, Felix

Komm.ONE

Anstalt des 6ffentlichen Rechts
KrailenshaldenstralRe 44
70469 Stuttgart

Joeken, Fabian

Kommunales Rechenzentrum Niederrhein
Friedrich-Heinrich-Allee 130
47475 Kamp-Lintfort

Kempe, Alexander

Landesamt fir Blrger- und Ordnungsangelegenheiten (LABO)
Friedrichstr. 219
10969 Berlin

Kieselhorst, Oliver

Der Senator fir Finanzen
Koordinierungsstelle fiir IT-Standards (KoSIT)
Rudolf-Hilferding-Platz 1

28195 Bremen

Kurbjuhn, Bastian

Bundesministerium des Innern und fiir Heimat

Referat DV | 4 — Pass- und Ausweiswesen; ldentitdtsmanagement
Englische Stral8e 30

10587 Berlin

Kutschke-Schmidt, Rita

Ministerium des Innern Nordrhein-Westfalen
Friedrichstr. 62-80
40271 Disseldorf

Ludwig, Jan Zentraldienst der Polizei des Landes Brandenburg
Baruther Tor 20
15806 Zossen /OT Winsdorf

Marx, Stefan Der Senator fiir Finanzen

Koordinierungsstelle fur IT-Standards (KoSIT)
Rudolf-Hilferding-Platz 1
28195 Bremen

Rappert, Sebastian

Stadt Niirnberg
Einwohneramt

AuBere Laufer Gasse 25
90403 Niirnberg

Schulze, Birgit

Landeshauptstadt Miinchen
Kreisverwaltungsreferat (KVR)
Ruppertstralle 19

80337 Minchen

Springhorn, Marcel

IT-Kooperation der Lander Baden-Wirttemberg, Brandenburg, Ham-
burg, Hessen und Thiringen

Notkestralle 15

Autoren und Autorinnen
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Name Firma/Behorde
22607 Hamburg

Syllidis, Josif Anstalt fir Kommunale Datenverarbeitung in Bayern (AKDB)
Hansastralle 12 - 16
80686 Munchen

Timm, Timo Polizei Hamburg

IT 25 - mobile Anwendungen und Auskunftssysteme
Carl-Cohn-Str. 39
22297 Hamburg

Tonndorf, Michael

Im Auftrag des Bundesministerium des Innern und fur Heimat
Referat DV 2 - Identitdtsmanagement, Pass- und Ausweiswesen
Alt-Moabit 140

10557 Berlin

Turchyn, Stanislav

IT-Kooperation der Lander Baden-Wirttemberg, Brandenburg, Ham-
burg, Hessen und Thiiringen

c/o Hessische Hochschule fiir Polizei und Verwaltung
Schoénbergstralle 100
65199 Wiesbaden

Wenzlick-Stiebler, Gabriele

Komm.ONE

Anstalt des offentlichen Rechts
KrailenshaldenstralRe 44
70469 Stuttgart

Autoren und Autorinnen
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VIL.F Versionshistorie co0®

Koordinierungsstelle
fur IT-Standards

XPassAusweis

In der Spezifikation wird die Versionshistorie zum letzten Release veroéffentlicht. Eine komplette
Versionshistorie finden Sie unter OSCI.DE

VII.F.1 XPassAusweis 25-:0525.11

In Kap|tel Anhanq VII.E, Autoren und Autormnen WdeeFrdfeasyﬁehfeﬁef%ehﬂeh{eﬁﬂEu%meSuehaﬁ-

wurde die Autorenliste um Bastian Kurb-

juhn und Sebast/an Rappert erwe/tert

VILLF.1.1 CR-XPA 2023-44 XOEV-Basisnachricht integrieren

In Kapitel 11.3 Allgemeine Datentypen wurde die neue Basisnachricht 25.11 des Xinneres-Basismoduls
integriert.

» Die Kapitel fiir Nachricht. G2G und Nachrichtenkopf.G2G wurden umbenannt: XPassAusweis-Basis-
nachricht und XPassAusweis-Nachrichtenkopf.

» Im Datentyp Nachricht. G2G wurde das Element "nachrichtenkopf” umbenannt in "nachrichten-
kopf.g2g" und es wurden die beiden Elemente anschrift.leser und anschrift.autor aufgenommen, da
sie im Kontext des Nachrichtenkopfes entfallen sind.

» Im Datentyp Nachrichtkopf.G2G wird im element leser nun nicht mehr der Typ Behoerde aus dem
bisherigen Basismodul genutzt, sondern der Typ BehoerdeType aus dem XOV-Schema zur XOV-
Basisnachricht.

» Der Datentyp Identifikation.Nachricht leitet nun nicht mehr vom Typ Identifikation.Nachricht aus dem
bisherigen Basismodul ab, sondern vom Typ Identifikation.NachrichtType aus dem XOV-Schema zur
XOV-Basisnachricht. Im Element nachrichtenUUID wird nun nicht mehr der Typ UUID aus dem Basis-
modul genutzt, sondern der Typ UUID aus dem XOV-Schema zur XOV-Basisnachricht.

« Es wurde (ohne inhaltliche Auswirkungen) auf das XOVProfil 3.0.3, die XOV-Bibliothek und das KoSIT-
Zubehér 3.2.0 umgestellt.
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VII.LF.1.2 CR-XPA 2024-19 Speicherung der Behdérdenkennung der
PA-Behdrde

Der Typ "Behoerde" in den Basisdatentypen von XPassAusweis wurde um das Datenfeld "behoerden-
kennungDvdv" erweitert. (siehe Abschnitt 11.3.2.4, ,Sekundérdaten zur Behérde®)

VII.F.1.3 CR-XPA 2024-22 Erweiterung Fortschreibungsnachricht
zustandige Behorde

Im Kapitel "lll.2 Fortschreibung” wurden die Fortschreibungsnachrichten 9201, 9202 und 9203 um den
Datentyp "zustaendigeBehoerde" erweitert. (siehe Abschnitt 111.2.6.1, ,XPA Fortschreibungsnachricht
Personalausweis* ff)

VII.LF.1.4 CR-XPA-2022-13, EWA-PA 2024-23 Schreibfehler in Nach-
richten zu OnlineFortschreibung

Neues/m Kap|tel "VI 1, Meldung uber Dokumentfortschrelbung durch Onllnedlenste an die PA-Behor-

Schre/bfeh/er in den Nachr/chtenbezelchnungen der Nachrlchten 9501 9502 und 9503 fur die Online-
dienst-Fortschreibung korrigiert (fehlendes ,R“).

VII.LF.1.5 CR-XPA-2024-21,-Anpassung-der Ermachtigung 2024-24

Redaktionelle Anpassungen

» Der Text unter Kapitel "I.1, Motivation und Zielsetzung" wurde aktualisiert.

« In Abschnitt "VII.C.2.4, Anderungslieferung an zentrale Datenbesténde nach § 27a PassG und § 34a
PAuswG und landesrechtliche Regelungen® wurde auf eine falsche Tabelle verwiesen. Dies wurde
korrigiert.

VIILF.1.6 CR-XPA 2024-32 Entfall asynchroner Lichtbildabruf

Im Kapitel "IV.1, Automatisierter Abruf von Lichtbildern fiir Sicherheitsbehdrden” wurde gemal3 §5 Absatz
1 PPeKDAYV der asynchrone Lichtbildabruf entfernt.

VII.LF.1.7 CR-XPA 2024-36 Zeitpunkt fiir Ubermittlung der Daten an
zentralen Lichtbildbestand

Im Kapitel "V.1.3, Ubersicht (iber den Ablauf" wurde definiert, ab welchem Status Lichtbilder an zentrale
Lichtbildbesténde libermittelt werden.
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